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Preface

Preface

This manual describes the functions and this manual describes how to set up this product, including the steps for
installation of the PRIMEQUEST 2000 series server, initialization, and software installation. The manual is intended for
system administrators.

For details on the regulatory compliance statements and safety precautions, see the PRIMEQUEST 2000 Series Safety
and Regulatory Information (CA92344-0523).

Organization of this manual

This manual is organized as follows.

CHAPTER 1 Installation Overview

Chapter 1 describes the workflow up to actual operation of the PRIMEQUEST 2000 series server

CHAPTER 2 Preparing for Main Unit Installation

Chapter 2 describes the preparation before main unit installation. This preparation includes work up to power cable
connection.

CHAPTER 3 Work before Operating System Installation

Chapter 3 describes the work that must be done before you install an operating system on the PRIMEQUEST 2000 series
server. The chapter also describes settings for actual operation and various setup works.

CHAPTER 4 Installation of Operating System and bundled software

Chapter 4 describes how to install the operating system and bundled software.

Chapter 5 describes how to make various necessary settings after operating system.

CHAPTER 6Work after installation

Chapter 6 describes the work performed after PRIMEQUEST 2000 series installation. This work includes configuring NTP
and security.

CHAPTER 7Power ON and OFF of the partition

Chapter 7 describes partition power control.

Appendix A List of setting items

Appendix A provides links to Appendix A List of Settings in the PRIMEQUEST 2000 Series Tool Reference (CA92344-
0539)

Appendix B About software

Appendix B provides a link to 3.3 Bundled Software in the PRIMEQUEST 2000 Series General Description (CA92344-
0534).

Appendix C Configuring the SAN boot environment

Appendix C is a link to the PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manua.

Appendix D Notes on VMware installation

Appendix D describes the procedure for installing an internal hard disk in a RAID environment in VMware vSphere and
provides notes on installation

Appendix E Setting up the NTP Server (Windows)

Appendix E describes how to specify and set of an NTP server for a specific Windows operating system
Appendix F Starting HIl Configuration Utility

Appendix F describes how to start HIl Configuration Utility
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Appendix G Starting Web BIOS
Appendix G describes how to start WebBIOS
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Revision History

Edition Date Revised location (type) Description
- The edition is initialized to "01" for changing manual code
1 2014-08-12 | All pages L N .
- Added descriptions about Extended Partitioning function
2 2014-10-07 | All pages - Added description about RHEL7
3 2015-02-03  |Appendix F - Added Starting HIl Configuration Utility
4 2015-05-01 |All pages - Added PRIMEQUEST 2400E2/2800E2/2800B2
5 2015-09-29 |Chapter 3 - Added LDAP
6 2015-10-30  |Chapter 3 - Added LDAP(Novell eDirectory/OpenLDAP/OpenDS/Open DJ)
- Added “5.7.3 Storage of LAN card and CNA card configuration
7 2016-01-29 |Chapter5 ] ]
information”
Chapter 4 - Added warning about OS installation
8 2016-02-16
Chapter 5 - Added descriptions about sadump setting
9 2016-5-30 All pages - Added PRIMEQUEST 2400E3/2800E3/2800B3
Chapter 4 - Added warning about OS installation
10 2016-11-28 .
Chapter 5 - Added warning about sadump
11 2017-01-16 |Appendix D - Added description about VMware vSphere 6.5
All pages - Added description about Widows Server 2016
12 2017-02-08 — - -
Chapter 3 - Added description about setting of Blue Screen Timeout
13 2017-02-28 |Chapter 5 - Modified description about setting of sadump
Chapter 4 - Added warning about OS installation with SVIM in the
14 2017-08-08 environment where Dynamic Reconfiguration is used.
Appendix D - Added description about VMware vShere 6
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Product operating environment

This product is a computer intended for use in a computer room environment. For details on the product operating
environment, see the following manual:
PRIMEQUEST 2000 Series Hardware Installation Manual (CA92344-0535)

Safety Precautions

Alert messages
This manual uses the following alert messages to prevent users and bystanders from being injured and to prevent

property damage.

This indicates a hazardous (potentially dangerous) situation that is likely to result in death or serious

personal injury if the user does not perform the procedure correctly.

A CAUTION

This indicates a hazardous situation that could result in minor or moderate personal injury if the user
does not perform the procedure correctly. This also indicates that damage to the product or other

property may occur if the user does not perform the procedure correctly.

Important

This indicates information that could help the user use the product more efficiently.

Alert messages in the text
An alert statement follows an alert symbol. An alert statement is indented on both ends to distinguish it from regular text.

Similarly, one space line is inserted before and after the alert statement.

Only Fuijitsu certified service engineers should perform the following tasks on this product and the
options provided by Fuijitsu. Customers must not perform these tasks under any circumstances.
Otherwise, electric shock, injury, or fire may resuilt.

- Newly installing or moving equipment

- Removing the front, rear, and side covers

- Installing and removing built-in options

- Connecting and disconnecting external interface cables

- Maintenance (repair and periodic diagnosis and maintenance)

The List of important alert items table lists important alert items.
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List of important alert items
This manual does not contain important alert items.

This indicates a hazardous (potentially dangerous) situation that is likely to result in death or serious personal injury if the user

does not perform the procedure correctly.

Work Warning Location
Category
Field engineers perform the following tasks on this product. 1.1 Setup Workflow
Setup Customers must not perform these tasks under any circumstances.

Otherwise, electric shock, injury, or fire may result.

Newly installing or moving equipment

Removing the front, rear, and side covers

Installing and removing built-in options

Connecting and disconnecting external interface cables

- Maintenance (repair and periodic diagnosis and maintenance)

A CAUTION

This indicates a hazardous situation that could result in minor or moderate personal injury if the user does not perform the

procedure correctly. This also indicates that damage to the product or other property may occur if the user does not perform

the procedure correctly.

Work Warning Location
Category
Normal The unit may be damaged or operating abnormally. 2.1 Safety Precautions
operation - Follow the precautions, warnings, and instructions shown on the main unit.

Do not block the vent holes.

Do not install the main unit in a location exposed to direct sunlight or close to
a device that may generate large amounts of heat.

Do not install the main unit in a location exposed to large amounts of dust,
corrosive gas, or salt spray.

Do not install the main unit in a location subject to strong vibration. Install the
main unit on a flat surface.

Use grounded Category 3 wiring or better. Using another type of grounded
wiring may cause abnormal operation.

Do not route cables under the main unit. Do not allow cables to become taut.
Do not disconnect the power cables while the main unit power is on.

Ifitis hard to push the connector latch of a LAN cable or other cable when
attempting to disconnect the cable, push it with a flathead screwdriver.
Forcibly inserting a finger may cause personal injury or damage the unit.

Do not place anything on top of the main unit. Do not work above or on top of

CA92344-0536-14
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Work
Category

Warning

Location

the main unit.

- Prevent rapid rises in the ambient temperature during winter. Such an abrupt
temperature change may cause condensation to form in the main unit. Allow
sufficient warm-up time before starting operation.

- Do not install the main unit close to a photocopier, air-conditioning unit,
welder, or other device that generates electromagnetic noise.

- Do not install the main unit close to a device that generates large amounts of
electrical noise.

- Do not connect the main unit to the same power supply line as an elevator in
the facility or other equipment that would expose it to sudden voltage drops.

- Implement antistatic measures at the installation site.

- Confirm that the power supply voltage and frequency are adequate
according to the respective ratings shown on the main unit.

- Do not insert or drop foreign matter into the openings of the main unit. The
main unit contains high-voltage components. If any metallic matter or other
electro-conductive object enters the main unit through an opening, it may
cause a short circuit. This may lead to fire, electric shock, or damage to the
main unit.

- For details on maintenance of the main unit, contact the distributor where you

purchased your product, or your sales representative.

Normal
operation

(Ignition)

When over current is detected and the power is cut off by tripping the breaker of the
AC power or optional power distribution box, there is a possibility that failure, such
as short circuit occurring in the main unit. In such case, contact to your sales
representative or field engineer without turning on the power supply again.

3.2.1 Power-on/off of

main unit

Normal
operation

(Damage to data)

Confirm that the System Power LED of the OPL is off before turning off the main
power. If you turn off the main power while the System Power LED of the OPL is
on, data may be damaged.

3.2.1 Power-on/off of

main unit

Normal

operation

(Damage to data)
Confirm that selection of disk is right, when choosing a dumping device. If selection
is mistaken, data may be damaged.

5.3Setting of sadump

Vi
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Warning labels

A CAUTION

Never remove the warning labels.

Warning label location (the main cabinet top)

remove all power cords!

_w-w

ATTENTION: Unit is equipped with more than one
power cord, To disconnect the unit from the mains

ATTENTION: L'unité est équipée de plus d'un
cordon dectrique, Pour démonter ['unité du réseau
électrique endevez tous les cordons dlectriques!
ACHTUNG: Gerat hat mehr als eine Netzanschluss-
lestung. Zur Trennung vom Versorgungsnetz alle

= A\

Vii
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Warning label location (the main cabinet left)

EEmr.-% P % F._% P % P 85 P % F._%_F_% 0

Ak 4k
mm a4 B CAUTION ATTENTION

PO L R R SRy BNy ¥.
0TI L M MNELT < ]
HAZARDOUS VOLTAGE
SERVICE ENGINEER ONLY TOUCH THE INSIDE.
v T TR, O
PR RN LT T P
TENSIONS DANGEREUSES.

SEUL UN INGEMNIEUR PEUT VERIFIER L'INTERIEUR,

i CAUTION ATTENTION
EMEFERTINC. ElT=-aTFILEAT  REEL.
SEE INSTALLATION INSTRUCTIONS BEFODRE
INSTALLING THIS LINIT,

W% RN TR D, BETEsTEs,

VOIR LE MANUEL D'INSTRUCTIONS AVANT
D'INSTALLER CET UNITE.

Ay W CAUTION ATTENTION
STNLPENERETIE.
ELECTROSTATIC SENSITIVE DEVICES.
e e 0 T R B
CIRCLITS SENSIBLES A L'ELECTRICITE STATIQUE.

Warning label location (PCI_Box)

i

o B CAUTION

e L

CAUTION

13
1=
®

™ CAUTION

EMHENETONIC. BERT - aTILERT ST,
WESERELNNENTRIE, WETEEATE.

SEE INSTALLATION INSTRUCTIONS BEFORE INSTALLING THIS UNIT,
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Notes on Handling the Product

About this product

This product is designed and manufactured for standard applications. Such applications include, but are not limited to,
general office work, personal and home use, and general industrial use. The product is not intended for applications that
require extremely high levels of safety to be guaranteed (referred to below as "safety-critical" applications). Use of the
product for a safety-critical application may present a significant risk of personal injury and/or death. Such applications
include, but are not limited to, nuclear reactor control, aircraft flight control, air traffic control, mass transit control, medical
life support, and missile launch control. Customers shall not use the product for a safety-critical application without
guaranteeing the required level of safety. Customers who plan to use the product in a safety-critical system are requested
to consult the Fuijitsu sales representatives in charge.

Storage of accessories

Keep the accessories in a safe place because they are required for server operation.

Adding optional products

For stable operation of the PRIMEQUEST 2000 series server, use only a Fujitsu-certified optional product as an added
option.
Note that the PRIMEQUEST 2000 series server is not guaranteed to operate with any optional product not certified by
Fujitsu.

Exportation/release of this product

Exportation/release of this product may require necessary procedures in accordance with the regulations of the Foreign
Exchange and Foreign Trade Control Law of Japan and/or US export control laws.

Maintenance

Only Fuijitsu certified service engineers should perform the following tasks on this product and the
options provided by Fuijitsu. Customers must not perform these tasks under any circumstances.
Otherwise, electric shock, injury, or fire may resuilt.

- Newly installing or moving equipment

- Removing the front, rear, and side covers

- Installing and removing built-in options

- Connecting and disconnecting external interface cables

- Maintenance (repair and periodic diagnosis and maintenance)

A CAUTION

Only Fuijitsu certified service engineers should perform the following tasks on this product and the
options provided by Fujitsu. Customers must not perform these tasks under any circumstances.
Otherwise, product failure may result. PRIMEQUEST 2000 Series General Description

- Unpacking an optional Fujitsu product, such as an optional adapter, delivered to the customer

Modifying or recycling the product

A CAUTION

Modifying this product or recycling a secondhand product by overhauling it without prior approval
may result in personal injury to users and/or bystanders or damage to the product and/or other

property.
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Note on erasing data from hard disks when disposing of the product or transferring it
Disposing of this product or transferring it as is may enable third parties to access the data on the hard disk and use it for
unforeseen purposes. To prevent the leakage of confidential information and important data, all of the data on the hard
disk must be erased before disposal or transfer of the product.
However, it can be difficult to completely erase all of the data from the hard disk. Simply initializing (reformatting) the hard
disk or deleting files on the operating system is insufficient to erase the data, even though the data appears at a glance to
have been erased. This type of operation only makes it impossible to access the data from the operating system.
Malicious third parties can restore this data.
If you save your confidential information or other important data on the hard disk, you should completely erase the data,
instead of simply carrying out the aforementioned operation, to prevent the data from being restored. To prevent important
data on the hard disk from being leaked when the product is disposed of or transferred, you will need to take care to erase
all the data recorded on the hard disk on your own responsibility.
Furthermore, if a software license agreement restricts the transfer of the software (operating system and application
software) on the hard disk in the server or other product to a third party, transferring the product without deleting the
software from the hard disk may violate the agreement. Adequate verification from this point of view is also necessary.

Product and service inquiries

For all product use and technical inquiries, contact the distributor where you purchased your product, or a Fujitsu sales
representative or systems engineer (SE). If you do not know the appropriate contact address for inquiries about the
PRIMEQUEST 2000 series, use the Fuijitsu contact line.

Fujitsu contact line

We accept Web inquiries. For details, visit our website:
https:/support.ts.fujitsu.com/IndexContact.asp?Ing=COM&In=true

Warranty
If a component failure occurs during the warranty period, we will repair it free of charge in accordance with the terms of the

warranty agreement. For details, see the warranty.

Before requesting arepair
If a problem occurs with the product, confirm the problem by referring to 12.2 Troubleshooting in the PRIMEQUEST 2000
Series Administration Manual (CA92344-0537). If the error recurs, contact your sales representative or a field engineer.
Confirm the model name and serial number shown on the label affixed to the right front of the device and report it. Also
check any other required items beforehand according to 12.2 Troubleshooting in the PRIMEQUEST 2000 Series
Administration Manual (CA92344-0537).
The system settings saved by the customer will be used during maintenance.
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Manual

How to use this manual

This manual contains important information about the safe use of this product. Read the manual thoroughly to understand

the information in it before using this product. Be sure to keep this manual in a safe and convenient location for quick

reference.

Fujitsu makes every effort to prevent users and bystanders from being injured and to prevent property damage. Be sure to

use the product according to the instructions in this manual.

Exportation/release of this document may require necessary procedures in accordance with the regulations of the Foreign

Exchange and Foreign Trade Control Law of Japan and/or US export control laws.

Manuals for the PRIMEQUEST 2000 series
The following manuals have been prepared to provide you with the information necessary to use the PRIMEQUEST 2000

series.

You can access HTML versions of these manuals at the following sites:

Japanese-language site:

http://Amww.fujitsu.com/jp/products/computing/servers/primequest/products/2000/catalog/manual/2000/

Global site: http:/Amww.fujitsu.com/global/products/computing/servers/mission-critical/primequest/

http://manuals.ts.fujitsu.com/

Title Description Manual code
PRIMEQUEST 2000 Series Getting | Describes what manuals you should read and how to access CA92344-0522
Started Guide important information after unpacking the PRIMEQUEST 2000
series server. (This manual comes with the product.)
PRIMEQUEST 2000 Series Safety |Contains important information required for using the CA92344-0533
and Regulatory Information PRIMEQUEST 2000 series safely.
PRIMEQUEST 2000 Series Describes the functions and features of the PRIMEQUEST 2000 |CA92344-0534

General Description

series.

SPARC Enterprise/ PRIMEQUEST
Common Installation Planning
Manual

Provides the necessary information and concepts you should
understand for installation and facility planning for SPARC
Enterprise and PRIMEQUEST installations.

C120-HOO7EN

PRIMEQUEST 2000 Series Includes the specifications of and the installation location CA92344-0535
Hardware Installation Manual requirements for the PRIMEQUEST 2000 series.
PRIMEQUEST 2000 Series Describes how to set up the PRIMEQUEST 2000 series server, |CA92344-0536
Installation Manual including the steps for installation preparation, initialization, and

software installation.
PRIMEQUEST 2000 Series User | Describes how to use the Web-Ul and UEFI to assure proper CA92344-0538
Interface Operating Instructions operation of the PRIMEQUEST 2000 series server.
PRIMEQUEST 2000 Series Describes how to use tools and software for system CA92344-0537

Administration Manual

administration and how to maintain the system (component
replacement and error notification).

PRIMEQUEST 2000 Series Tool
Reference

Provides information on operation methods and settings, including
details on the MMB and UEFI functions.

CA92344-0539

Xi
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Title Description Manual code
PRIMEQUEST 2000 Series Lists the messages that may be displayed when a problem occurs| CA92344-0540
Message Reference during operation and describes how to respond to them.

PRIMEQUEST 2000 Series Describes REMCS service installation and operation CA92344-0542
REMCS Installation Manual

PRIMEQUEST 2000 Series Defines the PRIMEQUEST 2000 series related terms and CA92344-0541
Glossary abbreviations.

Related manuals

The following manuals relate to the PRIMEQUEST 2000 series.
You can access these manuals at the following site:

http:/Awww.fujitsu.com/global/products/computing/servers/mission-critical/primequest/

http://manuals.ts.fujitsu.com/

Contact your sales representative for inquiries about the ServerView manuals

Title

Description

ServerView Suite ServerView
Operations Manager Quick
Installation (Windows)

Describes how to install and start ServerView Operations Manager in a Windows
environment.

ServerView Suite ServerView
Operations Manager Quick
Installation (Linux)

Describes how to install and start ServerView Operations Manager in a Linux

environment.

ServerView Suite ServerView

Installation Manager

Describes the installation procedure using ServerView Installation Manager.

ServerView Suite ServerView
Operations Manager Server
Management

Provides an overview of server monitoring using ServerView Operations Manager,
and describes the user interface of ServerView Operations Manager.

ServerView Suite ServerView RAID

Management User Manual

Describes RAID management using ServerView RAID Manager.

ServerView Suite Basic Concepts

Describes basic concepts about ServerView Suite.

ServerView Operations Manager
Installation ServerView Agents for
Linux

Describes installation and update installation of ServerView Linux Agent.

ServerView Operations Manager
Installation ServerView Agents for
Windows

Describes installation and update installation of ServerView Windows Agent.

ServerView Mission Critical Option
User Manual

Describes the necessary functions unique to PRIMEQUEST (cluster linkage) and
ServerView Mission Critical Option (SVmco), which is required for supporting these
functions.

Xii
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Title Description

ServerView RAID Manager Describes the installation and settings required to use ServerView RAID Manager
VMware vSphere ESXi 5 Installation | on the VMware vSphere ESXi 5 server.
Guide

Modular RAID Controller Provides technical information on using SAS RAID controllers.
LSI MegaRAID SAS 2.0 Software | RAID Ctrl SAS 6Gb 1GB (D3116C)

LS| MegaRAID SAS 2.0 Device MegaRAID SAS 9286CV-8e

Driver Installation

Refer to the following URL:
The Fuijitsu Technology Solutions manuals server

http://manuals.ts.fujitsu.com/
Modular RAID Controller Provides technical information on using SAS RAID controllers.
LSI MegaRAID SAS 3.0 Software | PRAID EP400i / EP420i (D3216)
LSl Integrated RAID SAS 3.0 PRAID EP420e

Solution
Refer to the following URL:
The Fuijitsu Technology Solutions manuals server

http://manuals.ts.fujitsu.com/

Abbreviations
This manual uses the following product name abbreviations.

Formal product name Abbreviation
Microsoft (R) Windows Server (R) 2016 Standard Windows, Windows Server 2016
Microsoft (R) Windows Server (R) 2016 Datacenter
Microsoft (R) Windows Server (R) 2012 R2 Standard Windows, Windows Server 2012 R2
Microsoft (R) Windows Server (R) 2012 R2 Datacenter
Microsoft (R) Windows Server (R) 2012 Standard Windows, Windows Server 2012
Microsoft (R) Windows Server (R) 2012 Datacenter
Microsoft (R) Windows Server (R) 2008 R2 Standard Windows, Windows Server 2008 R2

Microsoft (R) Windows Server (R) 2008 R2 Enterprise
Microsoft (R) Windows Server (R) 2008 R2 Datacenter

Red Hat (R) Enterprise Linux (R) 7 (for Intel64) Linux, RHEL7, RHEL

Red Hat (R) Enterprise Linux (R) 6 (for Intel64) Linux, RHEL6, RHEL

Oracle Linux 6 (x86_64) Oracle Linux, Oracle Linux 6

VMware vSphere (R) 6 VMware, vSphere 6.x, VMware 6, VMware 6.X
VMware (R) ESXi (TM) 6 ESXi, ESXi 6, ESXi 6.

VMware vSphere (R) 5 VMware, vSphere 5.x, VMware 5, VMware 5.x
VMware (R) ESXi (TM) 5 ESXi, ESXi 5, ESXi5.x

SUSE (R) Linux Enterprise Server 12 SLES, SLES12
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Formal product name Abbreviation
SUSE (R) Linux Enterprise Server 11 SLES, SLES11

Trademarks

- Microsoft, Windows, Windows Server, Hyper-V and BitLocker are trademarks or registered trademarks of Microsoft
Corporation in the United States and/or other countries.

- Linuxis a registered trademark of Linus Torvalds.

- Red Hat, the Shadowman logo and JBoss are registered trademarks of Red Hat, Inc. in the U.S. and other countries.

- Intel, Intel logo, Intel Inside, Intel Inside logo, Intel Atom, Intel Atom Inside, Intel Core, Core Inside, Intel vPro, vPro
Inside, Celeron, Celeron Inside, ltanium, Itanium Inside, Pentium, Pentium Inside, Xeon, Xeon Phi, Xeon Inside,
Ultrabook are trademarks or registered trademarks of Intel Corporation.

- Ethemetis a registered trademark of Fuji Xerox Co., Ltd. in Japan and is a registered trademark of Xerox Corp. in
the United States and other countries.

- VMware is a trademark or registered trademark of VMware, Inc. in the United States and other countries.

- Novellis a registered trademark of Novell Inc. SUSE and the SUSE logo is a trademark, of SUSE LLC a Novell
company, in the United States and other countries.

- Xenis atrademark or registered trademark of Citrix Systems, Inc. or its subsidiaries in the United States and other
countries.

- Other company names and product names are the trademarks or registered trademarks of their respective owners.

- Trademark indications are omitted for some system and product names in this manual.

Notation
This manual uses the following fonts and symbols to express specific types of information.

Font or symbols Meaning Example
Italics Title of a manual that you should refer to See the PRIMEQUEST 2000 Series
Installation Manual (CA92344-0536).
[ Window names as well as the names of Click the [OK] button.
buttons, tabs, and drop-down menus in
windows are enclosed in brackets.

Notation for the CLI (command line interface)
The following notation is used for commands.

Command syntax
Command syntax is represented as follows.
- Variables requiring the entry of a value are enclosed in angle brackets < >
- Optional elements are enclosed in brackets [].
- Options for optional keywords are grouped in | (stroke) separated lists enclosed in brackets [ ].
- Options for required keywords are grouped in | (stroke) separated lists enclosed in braces { }.

Command syntax is written in a box.
Remarks

The command output shown in the PDF manuals may include line feeds at places where there is no line feed symbol (¥ at

the end of the line).
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Notes on notations
- Ifyou have a comment or request regarding this manual, or if you find any part of this manual unclear, please take a
moment to share it with us by filling in the form at the following webpage, stating your points specifically, and sending
the form to us:
https:/support.ts.fujitsu.com/IndexContact.asp?Ing=COM&In=true

- The contents of this manual may be revised without prior notice.
- Inthis manual, the Management Board and MMB firmware are abbreviated as "MMB."
- Inthis manual, IOU_10GbE and IOU_1GbE are collectively referred to as IO Units.
- Screenshots contained in this manual may differ from the actual product screen displays.
- The IP addresses, configuration information, and other such information contained in this manual are display
examples and differ from that for actual operation.
- The PDFfile of this manual is intended for display using Adobe(R) Reader(R) in single page viewing mode at 100%
zoom.
This manual shall not be reproduced or copied without the permission of Fujitsu Limited.
Copyright 2014-2017 FUJITSU LIMITED
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CHAPTER 1 Installation Overview

CHAPTER 1 Installation Overview

This chapter describes the workflow up to actual operation of the PRIMEQUEST2000 series server.
For an overview of the hardware and software and Product names and functions of the server, see the
PRIMEQUEST?2000 Series General Description (CA92344-0534).

1.1  Setup Workflow

This section describes the workflow for the tasks required to prepare the PRIMEQUEST2000 series server for operation.
Setup work consists of tasks performed by a field engineer and other tasks performed by the user.

The setup workflow is described below.

Field engineers perform the following tasks on this product.

Customers are not allowed to perform these tasks under any circumstances. Otherwise, electric shock, injury, or fire may
result.

- Newly installing or moving equipment

- Removing the front, rear, and side covers

- Installing and removing built-in options

- Maintenance (repair and periodic diagnosis and maintenance)

1.1.1 Work performed by a field engineer

A field engineer sets up the unit. This includes the following tasks:
- Checking mounted components

- Preparing for main unit installation

- Checking partitions ... etc.

Remark
The following tasks need to be completed before the user starts the setup work:
- Unit setup by a field engineer
- MMB setup within the scope of responsibility of the field engineer

- Running test programs ... etc.
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1.1.2 Work performed by the user

The user performs the following tasks in the order given.

TABLE 1.1 Work performed by the user

No. Work item Work tasks and description See
1. Setup - Initializing partition settings 3.1.2 Partition Settings
Perform tasks such as setting partition names
and configuring partitions individually.
- Connecting and configuring the MMB 0
(operating environment)
- Setting up the connection environment for actual Setting of Connection for Actual operating
operation. Environment
Set up the MMB connection environment, such as
by setting the IP addresses for actual operation.
- Initializing MMB settings 3.3.10 Registration of User Account
Set the parameters for the entire MMB, such as the | 3.3.11 Setting of System Name
user account names or system names. 3.3.12 Setting of Date and Time
- Setting various modes 3.4.5 Various mode settings
Set modes as needed.
- Starting the system and confirming system startup | 3.2 System Startup
Start the system and confirm that it has started
normally.
- Saving setting information 3.7 Storage of the configuration
Save the setting information for the MMB. information
2. Installing the OS and Install the operating system and bundled software. CHAPTER 4 Installation of Operating
bundled software. System and bundled software
3. Work after installation | Specify the monitoring method, and save the specified | CHAPTER 5 Types of work
information.
4, Configuring SNMP Configure SNMP and security. CHAPTER 7 Power ON and OFF of the
and security partition
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CHAPTER 2 Preparing for Main Unit
Installation

This chapter describes the preparation before main unit installation.
This preparation includes work up to power cable connection.

2.1 Safety Precautions

Observe the following precautions when installing the main unit.

A CAUTION

Installation of main units must follow the precautions below. Otherwise system may be damaged.

- Follow the precautions, warnings, and instructions labelled on the main unit.

- Do not block the vent holes.

- Do not install the main unit in a location exposed to direct sunlight or close to a device that may generate heat.

- Do not install the main unit in a location exposed to dust, corrosive gas, or salt spray.

- Do not install the main unit in a location subject to strong vibration. Install the main unit on a flat surface.

- Use grounded Category 3 wiring or better. Using another type of grounded wiring may cause abnormal operation.

- Do not route cables under the main unit. Do not allow cables to become taut.

- Do not disconnect the power cables while the main unit power is on.

- Ifitis hard to push the connector latch of a LAN cable or other cable when attempting to disconnect the cable, push it
with a flathead screwdriver.

Forcibly inserting a finger may cause personal injury or damage the unit.

- Do not place anything on top of the main unit. Do not work above or on top of the main unit.

- Prevent rapid rises in the ambient temperature during winter. Such an abrupt temperature change may cause
condensation to form in the main unit. Allow sufficient warm-up time before starting operation.

- Do not install the main unit close to a photocopier, air-conditioning unit, welder, or other device that generates
electromagnetic noise.

- Do not install the main unit close to a device that generates large amounts of electrical noise.

- When installing the main unit, do not connect it to the power supply line for an elevator in the facility, since this would
expose it to sudden voltage drops.

- Implement antistatic measures at the installation site.

- Confirm that the power supply voltage and frequency follows rating values labelled on main unit.

- Do not put any materials in the main unit. The main unit contains high-voltage components. So if metallic matter or
other electro-conductive object enters the main unit through an opening, it may cause a short circuit. This may lead to
fire, electric shock, or damage to the main unit.

- For details on maintenance of the main unit, contact the distributor where you purchased your product, or your sales
representative.
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2.2

2.3

2.4

241

Before Installing the Main Unit

Be sure that you understand the system configuration and have acquired all the requisite installation information before
installing the main unit.

For a system overview and details on the system configuration, see the PRIMEQUEST2000 Series General Description
(CA92344-0534). For details on the installation prerequisites, see the PRIMEQUEST2000 Series Hardware Installation
Manual (CA92344-0535).

Checking Environmental Conditions

This section describes the environmental conditions for main unit installation.

The conditions of the main unit operating environment depend on the altitude of the installation site.

For details on the environmental conditions of the PRIMEQUEST2000 series, see 1.3 Installation Specifications in the
PRIMEQUEST?2000 Series Hardware Installation Manual (CA92344-0535).

For details on the recommended temperature and humidity of the computer room, see the SPARC
Enterprise/PRIMEQUEST Common Installation Planning Manual (C120-HOO7EN).

Preparing the Power Supply Equipment

This section describes the electrical specifications, facility power requirements, and grounding for the PRIMEQUEST 2000
series. To prevent accidents, confirm that the power supply equipment can supply enough power to the system.
Electricianing and installation work shall conform to local ordinances and local and national government regulations.

For details on the power supply equipment, see the SPARC Enterprise/PRIMEQUEST Common Installation Planning
Manual (C120-HOO7EN).

Electrical specifications

For details on the electrical specifications of the PRIMEQUEST2000 series, see 1.3 Installation Specifications in the
PRIMEQUEST?2000 Series Hardware Installation Manual (CA92344-0535).

For details on the power cables, see 2.2.1 Basic interfaces and peripheral devices in the PRIMEQUEST2000 Series
Hardware Installation Manual (CA92344-0535).

For details on the connectors and their shapes, see 2.4.1 PRIMEQUEST2000 series main unit in the PRIMEQUEST 2000
Series Hardware Installation Manual (CA92344-0535).
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2.4.2 Facility power requirements and characteristics

To obtain the required degree of redundancy, the facility must have two independent supplies of power. Connect the circuit
breakers to the power receiver provided by the electric power company or to a UPS (uninterruptible power supply).

If the main unit operates in an environment that experiences frequent power failures or has a power source that often
becomes unstable, the component failure rate tends to rise.

The PRIMEQUEST2000 series supports the following power feed:

- redundant power feed

- dual power feed

For details on the power line configurations for redundant power connections and dual power connections, see 2.3 Power
Cable Connections in the PRIMEQUEST2000 Series Hardware Installation Manual (CA92344-0535).

2.4.3 Grounding

The PRIMEQUEST2000 series is shipped with grounded (three-wire) power cables. You need to connect the power
cables to outlets with ground terminals. To determine the type of power supply in your building, contact the building

manager or a qualified electrician.

2.5 Checking the Installation Site

Before installing the main unit, confirm that the installation site has enough space for the required service
(maintenance) area and for accommodating the peripheral devices. For details on checks of the installation site, see
Chapter 1 Installation Information in the PRIMEQUEST2000 Series Hardware Installation Manual (CA92344-0535).

2.6  Preparing to Install the Main Unit

TABLE 2.1 Accessories required in main unit installation lists the accessories required in main unit installation. Prepare
these accessories in advance.

TABLE 2.1 Accessories required in main unit installation

Accessory name Description
No. 2 Phillips screwdriver Used to mount the unit in a rack.
Wrist strap Used to prevent main unit damage from static electrostatic

discharged from your body.

Conductive mat Required for some system configurations. To order any of
Ethernet Category 5 cable or better the accessories, contact the distributor where you
Console PC-to-LAN cable (for user LAN) purchased your product, or your sales representative.
External switching hub Used to connect the PRIMEQUEST2000 series server to
an external switching hub via a LAN.
Multitester Used to check the input AC voltage.
5
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2.7

2.8

2.9

Confirming the Supplied Parts

Confirm that the delivered parts match the shipping list provided with the main unit.
If any of the parts listed in the shipping list or performance records are missing, incorrect, or damaged, contact the
distributor where you purchased your product, or your sales representative.

Note

- Ifyou also purchased optional modules for installation, such as additional memory modules or PCI Express cards, first
confirm that the main unit functions normally before mounting the optional modules in the main unit.

- License key must be kept by customer. If you apply the RAID software license, when you will exchange SAS array
controller card at the reason for the failure of it, you will need to input the license key.

Mounting the Main Unit in a 19-inch Rack

The PRIMEQUEST2000 series server is mounted for use in a 19-inch rack. For details on mounting, see Appendix A
Racks in the PRIMEQUEST2000 Series Hardware Installation Manual (CA92344-0535).

Connecting the Power Cables

This section describes how to connect the power cables.
You need to connect the power cables to outlets with ground terminals.

Remark
The main unit and PCI_Box are designed to operate with a power supply facility that supports grounded wiring. Do not
connect the main unit and PCl_Box to a power supply facility that does not provide grounded wiring. To determine the type

of power supply in your building, contact the building manager or a qualified electrician.

Note

If PSU configuration is redundant and power cables are connected first, there is a case the Alarm LED (Amber LED) on
OPL is turned on. Also, “Configuration error in excess unit’ message is logged in System Event Log. This message does
not indicate a failure of the power supply. Please set Power Feed Mode or PSU Redundant Mode in MMB-Web UI.

Operations

1.  Confirm with an engineer specializing in electricity that the input power satisfies power requirements. For details on
the power requirements, see 1.3 Installation Specifications in the PRIMEQUEST2000 Series Hardware Installation
Manual (CA92344-0535).

2. Confirm that the power cables are connected to the AC inlets of the main unit and PCI_Box. Also confirm that the
power cables are secured with the AC cord clamps for the AC inlets on the main unit.
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- The cable is passed through the circle of release Thailand.
- Release tie is tightened and the power cable is fixed. The insulation connector is mistaken from the server and
does not come off.
Remark
Release tie can be detached by bending it with the choke end of the zip tie.

3. Group all the cables that run outside the main unit and PCI_Box into power cables and signal cables, and secure
them firmly to the cable holders of the 19-inch rack with cable ties.

4. Confirm that the AC power breaker is off. Then, connect the power cables to AC power. For details on the power
cable connections, see “2.4.2Facility power requirements and characteristics”.

FIGURE 2.1 Power cable socket locations (PRIMEQUEST2000 Series)

/4
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FIGURE 2.2 Power cable socket locations (PCI_Box)
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CHAPTER 3 Work before Operating System

3.1

311

3.1.2

Installation

This chapter describes the work that must be done before you install the operating system on the PRIMEQUEST 2000
series and setting of actual operation and various setup works.

Before Starting Setup

This section describes the items necessary to predetermine before the setup.

MMB Settings

It is necessary to predetermine the following items to configure MMB.

- IP address, hostname, subnet mask, and gateway address

- IP address of the PC used as the MMB console (referred to below as the MMB console PC)
- ID for MMB User Account

- PRIMEQUEST 2000 series system name (also used as the system name for SNMP)

- Management LAN environment

For details on setting of MMB, see “3.3 Connection and Setting of MMB".

Note

The management LAN, remote maintenance LAN and any other LAN must be configured as networks with different
subnet masks.

Partition Settings

To construct multiple partitions, following items should be predetermined.

- Number of partitions

- Name of partition

- Configuration of partition

- Home SB

For details on setting of partition, see “3.4 3.4Partition Configuration”.

If partiion name and host name of the operating system installed on the partition are the same, operations management
of partition becomes easier.

Note

For 2400E3/2800E3/2400E2/2800E2/2400E/2800E Model

- Incase PCl Address Mode is set to PCI Segment Mode, PCI ROM Priority parameter in BIOS menu must be set "EFI
Compatible ROM" if RAID disk drives including HDD and SSD are to be mounted in Non Home SB.

- Incase PCl Address Mode is set to PCI Segment Mode, Legacy OS installation to HDD/SSD on SB is possible only
in Home SB.
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- Incase PCI Address Mode is set to PCI Segment Mode, Legacy OS booting from HDD/SSD on SB is possible only
in Home SB.
- The above notes are the same for Extended Partition.

3.2 System Startup

Power control required to startup the system is described in this section.
In case of not being turned on the main power supply of the main unit, follow the procedure described below.

3.2.1 Power-on/off of main unit
Power-on/off of main unit is described.

Power on
The procedure to turn on the main power supply of the main unit is described below.

A CAUTION

(Ignition)

When over current is detected and the power is cut off by tripping the breaker of the AC power or optional power
distribution box, there is a possibility that failure, such as short circuit occurring in the main unit. In such case, contact to

your sales representative or field engineer without turning on the power supply again.

Note
- When the power supply is turned on again after removing the power cable from the AC Inlet, connect the power cable
after ten seconds or more.

The procedure to turn on the main power supply of the main unit is described below.
1. Connect the power cable to the AC inlet of the main unit.
For details on the power cable connection, see “2.9 Connecting the Power Cables”.
Connect to AC power or optional power distribution box.
Turn on the power supply by turning on the circuit breaker of AC power.
After removing the power cable, follow the procedure sequentially from step 1 to turn on the power supply again.

Power off
The procedure to turn off the main power supply of the main unit is described below.

A CAUTION

(Data corruption)

Turn off the main power supply of the main unit after confirming that System Power LED of Operator Panel (OPL) is
turned off. If the main power supply is turned off while the System Power LED of the OPL is ON, there is a risk of the data
being corrupted.
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The procedure to turn off the main power supply of the main unit is described below.

1.
2.

3.3

Turn off the power supply of the main unit. For details, see “7.1.2 Power OFF of the partition”.
Confirm that the System Power LED of OPL is turned off.

Remark

When the System Power LED of OPL is turned on, it is in the state that power supply cannot be turned off. When

Alarm LED is turned on, contact to your sales representative or field engineer.

Remove the power cable connected to power distribution box.

Connection and Setting of MMB

The MMB has LED display or provides view for server maintenance or administration that the field engineer constructs the

environment for testing and test program is executed. Therefore, it is necessary to reconfigure MMB from test environment

to actual operating environment. Skip the steps for items already set by field engineer.

After MMB connection, implement following steps by using MMB Web-UI (Web User Interface).

User account registration
Security setting
Time setting

Implement following procedure of connection and setting of MMB.

TABLE 3.1 Flow of connection and setting of MMB

Procedure Item Description Refer to
1. Connection of MMB Connect the MMB console PC to set up the 3.3.1 Connecting the MMB
console PC environment for actual operation. console PC
2. Initial setting of MMB Initialize MMB settings before setting up the 3.3.1 Connecting the MMB
connection environment for actual operation. console PC
3. Connection setting of The MMB is set for a test connection. Set up the 0
actual operating connection environment for actual operation.
environment Setting of Connection for
Actual operating Environment
4. Login to MMB Log in to the MMB. There is also a description of the 3.3.4 Login to MMB
MMB Web-UI window for reference. 3.3.5 Web-Ul Window View
5. Network setting of actual | The MMB is set for testing purposes, so configure the | 3.3.6 Network set up of MMB
operation network and Web servers for actual operation. Make | 3.3.7 Set up of telnet
the required settings appropriate to your operation 3.3.8 Configuration of DNS
mode. server
3.3.9 Set up of Alarm E-Mail
6. Various initial settings of | Various initial settings of MMB are implemented. 3.3.10 Registration of User
MMB -Registration of user account. Account
-System name setting 3.3.11 Setting of System
-Date/ Time setting Name
Itis recommended to take the back up of information | 3.3.12 Setting of Date and
of the settings when the initial settings are completed. | Time

For details on the back-up of information which is set,
see “3.7 Storage of the configuration information”.

Since all the screenshots in this manual are examples, depending on the configuration, these may differ from the actual

screen displays.

11
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3.3.1 Connecting the MMB console PC

This section describes the connection of the MMB and MMB console PC.

There are two methods of connecting MMB with MMB console PC.
- Connect the COM port of the MMB console PC and the External interface RS232C (COM port) of the MMB with
RS232C cross cable.
- Connect the LAN port of the MMB console PC and the External interface MAINTENANCE LOCAL (LAN port) of the
MMB with LAN cable.

Remark

- In PRIMEQUEST2400E/2800E/2800B, only way of RS232 (COM port) can be used.

- In PRIMEQUEST2400E3/2800E3/2800B3/2400E2/2800E2/2800B2, both ways can be used.

For the mounting location and external interface overview of the MMB, refer to the figure below.

FIGURE 3.1 External Views of Mounting Locations and External interface of MMB

PW#5 | PW#4
(PSU or {PSU or
FANU) FANU)

PW#3
(PSU or
FANU)

10U#3(10U_1GbE or I0U_10GbE)

10U#2(I0U_1GbE or IOU_10GbE)

10U#1(I0U_1GbE or IOU_10GbE)

1OU#0(IOU_1GbE or IOU_10GbE)

MMB#1 | MMB#0
PW#2 | PW# | PWH0
(PSU or (PSU or (PSU or
FANU) FANU) FANU)

Rear side view

MAINTENANCE USER Port
LOCAL REMOTE #1 #)

s s [T

COoM

MMB

TABLE 3.2 External interface of MMB

External interface

Quantity

Remark

RS232C(COM Port)

Used by the field engineer when setting-up the device. It is not used in

normal operations.

LAN 1000Base- T

User port

LAN 100Base-TX

Maintenance
-[LOCAL] : CE Port
-[REMOTE]: REMCS Port

12
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Set the terminal software by using following contents, at the time of connecting COM port.

TABLE 3.3 contents of setting of terminal software

Setting item Value
Bit/ second 19200
Data bit 8
Parity No
Stop bit 1
Flow control No
Emulation VT100

Initial setting of MAINTENANCE LOCAL LAN port of MMB is below.

TABLE 3.4 contents of setting of terminal software

Setting item Value
IP Address 192.168.1.1
Subnet Mask 255.255.255.0
Gateway address 0.0.0.0
SMTP address 0.0.0.0
Network Protocol Telnet
Telnet Port# 23
Timeout(sec) 600

3.3.2 MMB Initialization

The procedure for the MMB initialization is described below.

If field engineer initialized the MMB, it is not necessary to implement following procedure.

Operations

1. Turn on the power supply of the main unit.
— Alarm LED of each unit is turned on while MMB Ready LED is blinking (during initialization).
After MMB Ready LED turns from blinking to lighting, the login prompt is displayed.

2. Once MMB Ready LED is turned on (Initialization complete), confirm that the Alarm LED of each unit has been
turned off.

3. Login to Administration by using terminal software from MMB console PC.
— When you first log in, you will be asked to change the Administrator password.

4. Setthe password.
Note

The password with eight more characters should be set.

Usable character codes are alphanumeric characters ([A-Z] [a-z] [0-9]) and the following symbols

"#$% &' ()=."~¥"[]{}:*;+?2<.>,/_]|

If the entered password is invalid, re-setting of the password is requested.

For the detail of setting rule of password, see 1.4[User Administration] Menu’ of PRIMEQUEST 2000 series Tool
Reference (CA92344-0539).
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5. Then set MMB network.
Remark
When IPv4 and IPv6 are operated both IPv4 and IPv6 are set.
- Incase of IPv4
Set the IP Address by using the following commands.
# set hostname <FQDN type host name>
# set ip <IP Address> <netmask>
# set gateway <default gateway IP Address>
# set http enable
Example: In case of IP Address:192.168.0.10/ netmask:255.255.255.0/ gateway:192.168.0.1
Administrator > set ip 192.168.0.10 255.255.255.0
Administrator > set gateway 192.168.0.1

- Incase of IPv6

Set IP Address by using following commands.

# set hostname <FQDN type host name>

# set ipv6 [auto | <IP Address/Prefix>]

# set gateway_ipv6 <default gateway IP Address>

# set http enable

Example: In case of IP Address=2001:2345:6789::10/ Prefix=64/ gateway=2001:2345:6789::1
Administrator > set ipv6 2001:2345:6789::10/64
Administrator > set gateway_ ivp6 2001:2345:6789::1

6. Enable http by set http enable command.
Web-Ul of MMB can be accessed from MMB console PC through LAN.
| Administrator > set http enable ‘

Remark
Use set https command to enable https.

| Administrator > set https enable ‘

7. Enable telnet by using set telnet enable command.
Remark
Only when connecting to the CLI port, this procedure is required.

Administrator > set telnet enable

8. Setdate and time as required.
Use the following commands.
Administrator> set date MMDDhhmm[[CC]YY][,ss]
Example: To set 2013/7/27 as date and 13:10:00 as time
Administrator > set date 072713102013,00
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3.3.3 Setting of Connection for Actual operating Environment

According to the following operations, set the connection environment for the actual operation.
- Set IP address of MMB console PC

- Connect MMB console PC to the User port of the MMB

- Connect external LAN of PRIMEQUEST 2000 series

Setting of IP address of MMB console PC
Set the IP address of the PC used as the MMB console. See the Manual of the PC to be used for the setting method.

Connection of MMB console PC to the user interface of the MMB
Connect the MMB console PC to the user port #0 of the MMB using LAN cable. Once it is connected, communication
between MMB console PC and MMB is possible via LAN.

FIGURE 3.2 Location of MMB user port

USER port#1
LocaL REMOTE
USER port#0 COM

= AR T e 3 =

w1 k0
= "|_: i I+ ) T

Connection of External LAN of PRIMEQUEST 2000 Series
Configuration of external LAN connection of PRIMEQUEST 2000 series and the notes for external LAN connection are

L

described below. Connection to an external LAN is recommended after setting the security. For details on security, see
“6.5 Set up of security”.
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FIGURE 3.3 Network Configuration and IP Address of Management LAN

| VIP =
MMB#0 192.168.2.102 |~agMMB#1

IP= | — |IP =
192.168.2.100 ‘ = 92.168.2.101
| [REMCS IP

__#
R C Uoui |192.IEB.I.I-:12 R C UD U1

il

192.168.1.202 - Dii:'ll—l_ll] rouker or External switch

' === REMOTE Maintenance i
=== For management (USER)
Mainteance terminal
(Field Suppoert Tool)  Web-UI === LOCAL Maintenancef
osc IP= P = R =REMCS Port
192.168.1.1 192.168.2.201 C =CE Port

U0 = User Port#0
U1 = User Port#1

external switch

Ports for managing MMB#0 and MMB#1 are connected to the external switching hub device using a LAN cable. At the
same time MMB console PC is also connected to the external switching hub device. Physical IP address and Virtual IP
address of MMB#0 and MMB#1 are set in identical subnet.

- Physical IP Address (In the above figure, MMB#0=192.168.2.100, MMB#1=192.168.2.101)

- Virtual IP Address (In the above figure, 192.168.2.102)

For external connection (Web browser, Terminal for Maintenance, REMCS, etc.), communication is done by virtual IP

address.

TABLE 3.5 Settings required for connecting external LAN

Conditions Required settings
When using the switching hub which supports the Prevent circulatory prevention function to [disable] Spanning Tree Protocol
circulatory prevention function (Spanning Tree of connection port of switching hub and the main unit or to set Domain
Protocol or the domain Separation, etc.) in the Separation ‘ON'.
external switch
When the data given below corresponds to any of Itis necessary to set the firewall and mail server in such a way that
the category- physical IP address packets of MMB #0 and MMB#1 can pass through.

-Destination server becomes external server which
is passed through the firewall.
-Use a mail server which restricts the IP address.

Connection format is as given below.

- When connecting to internet:

Connect REMCS port to the external switching hub. Or connect to the
center by restricting the firewall from the external switch of the
management port.

- When connecting to P-P

Connect each REMCS port of MMB of MMB#0 and MMB#1 to the Dial-
up route directly.

For details on REMCS linkage, see PRIMEQUEST 2000 series REMCS
Service Installation Manual (CA92344-0542).

For REMCS connection
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Remark

- Packets are transmitted from MMB in “NTP”, “Alarm E-Mail", and “REMCS". When both the physical IP address and
the virtual IP address of MMB are set, the transmission source IP address of packet is considered as the physical IP
address of the MMB.

- Physical IP address of MMB is also used in PRIMECLUSTER linkage.

3.34 Loginto MMB

The method of login to the MMB is described below.

Login/ Logout in MMB Web-UI
The procedure of Login/Logout for MMB Web-UlI is described below.Specify any of the following to login to Web-UI.
- Virtual IP Address
- Fully Qualified Domain Name (FQDN) corresponding Virtual IP Address
- Hostname corresponding Virtual IP Address

Note

- MMB Web-Ul supports the following browsers. Note that, if the browser other than this is used, Web Ul window may
not display correctly.
- Internet Explorer 9 onwards
- Firefox 20 onwards

- Do not multiple login by using Web-UI from one MMB console PC to PRIMEQUEST 2000 series (also includes
multiple login with the same user name). If multiple login is done, the following phenomenon may occur by the types
and version of a browser to be operated. Moreover, do not multiple login by using multiple tabs.
- The operation authority of the user logged in previously with Web-UI might change to the operation authority of the

user who logs in later.

- When one Web-Ul is logged out, all Web-Uls might be logged out.

Remark
To specify the FQDN, the DNS server should be set in the MMB console PC.

For details on DNS server setting, see “3.3.8 Configuration of DNS server”.
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® Login
1. Start the Web browser.
Remark

Enable JavaScript and download in the browser setting.
2. Enter next URL.

TABLE 3.6 URL to be entered for Login

http://nodename:adminport

Standard http://nodename:adminport/login.cgi (In case of Windows Server 2016, Windows Server 2012 R2,

Windows Server 2012 and Windows Server 2008 R2)

SSL https://nodename:adminport

Above-mentioned nodename: adminport is described in following format.

Nodename: Hostname, FQDN or IP Address of MMB.
Remark

case of SSL)

adminport: port number assigned at the management port of the MMB (Default value is 8081 and 432 in

Note

When an https connection is established, a warning message appears because the certificate is not one from a third-

party organization. Ignore it and continue establishing the connection.

3. Since MMB Web-UI login window is displayed, enter user account and password and click on [Login] button.

FIGURE 3.4 MMB Web-UI [Login] Window

FUJiTSU FUJITSU Server PRIMEQUEST 2800E
Management Board Web UI vesion 154

Il
" ! Usermame :

Il | Password :

* Username and password are case sensitive,

Copyright © 2013-2014 FUJITSU LIMITED. All Rights Reserved.

Remark

At the time of initial start-up and if the settings have not been changed, following default user account and password

are applicable.
TABLE 3.7 Default user account/password
Username Administrator
Password Password set up by the field engineer when setting a device

18
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3.3.5

e Logout
Click [Logout] on the Navigation Bar.
-> Log out from Web-UI.

Web-UI Window View

For details on Web-UI window view, see “Chapter 1 Web-Ul Overview” of PRIMEQUEST 2000 Series User Interface
Operating Instructions (CA92344-0538) .

Remark

When [Read Error] is displayed on Web-UI Window, confirm the contents by referring to “11.2Troubleshooting” of
PRIMEQUEST 2000 series Administration Manual (CA92344-0537). In spite of referring to the manual, if the error cannot
be resolved, recurs, contact repairs inquiry counter or a sales representative.

Before making contact, confirm the model name and serial number shown on the label on the device and communicate
the same.

Basic operations in MMB Web-UI

3.3.6

The flow of basic operations is as follows.
1. The Menuis selected from Navigation Bar.
- The Submenu of the selected menu is displayed in the submenu area.
2. The Menu is selected from the submenu.
-> The window corresponding to the selected menu is displayed in the content area.
3. Information displayed on the window is confirmed and set.
When [Apply] Button is clicked, the information is set.
When [Cancel] Button is clicked, the information returns to the previous status.

Note
When Internet Explorer is being used, if the display of dialog box for confirmation of process execution, or the display of
dialog box or for notification of process completion exceeds 2 minute or more, its connection with MMB Web-Ul is cut. In

this case, login again to MMB Web-UL.

Network set up of MMB

MMB Network is set up. For the items already set at this time, confirm the setting contents. For the items not set, make the
settings.

Following IP Addresses are set..

- Virtual IP Address used to access Web-UL.

- Physical IP Address assigned to the MMB interface.

See “3.7 Storage of the configuration information” for the backup of information which is set.

Note

- Setup of MMB Physical IP Address is not required, as long as MMB is not mounted at the installation location
MMB#1, and PRIMECLUSTER linkage is not performed.
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- Log into ‘Administrator privileges, to set up MMB network.

- When on [Network Interface] window, if [Apply] Button is clicked after changing [MMB#0 IP Address] or [MMB#1 IP
Address]:
To reflect the settings, the network is temporarily stopped, and Web-Ul is cut. It is possible to connect to Web-Ul again
by selecting Web-Ul menu.

- When Virtual IP Address is changed:
Connection with MMB Web-Ul is cut. Re-login is required when MMB Web-Ul is to be used.

Remark

When Virtual IP Address is set up:

The Web browser has an access for the virtual IP address of PRIMEQUEST 2000 series. Therefore, the MMB Web-Ul
cannot be accessed by specifying the physical IP address of MMB#0, and MMB#1.

Terminal for maintenance and REMCS can access as against the IP address set in [Maintenance IP Address] of [Network
Configuration]-[Network Interface].

Operations
1. Click [Network Configuration]-[Network Interface].
-> [Network Interface] screen is displayed. For details on [Network Interface] screen, see
‘1.5.2[Network Interface] Menu’ of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.5 Example of [IPv4 Interface] Window

System Partition User Administration Maintenance Logout
>Network Configuration >Network Interface >IPv4 Interface ~

IPv4 Interface
Click the Apply button for all changes to take effect. ~
MMEB Virtual/Physical IP Address

Virtual [P Address

Hostname PRIMEQUEST

IP Address EEEE

Sonetae [ ] o] o

Gateway address EEEI

MMB#£0 [P Address

Interface O Enable ® Disable

Hostname (optional)|

IP Address umuﬂ

Subnet Mask B B

Gateway address uumﬂ

DNS (optional)

DNS (O Enable ® Disable

DNS Server 1 [v W W W |

DNssever2 | [0 [ [

DNs Serer3 | [0 .00 . 000 . [N

Management LAN

Dualizati | OEnable ® Disable
Mai IP Address

Interface @® Enable O Disable

IP Address Wlﬁh_h_

SubnetMask |[265 255 [256 [0

Gateway address lﬂ—lU_lu_lﬂ_

SMTP address lﬂ—lﬂ—lﬂ—lﬂ—
Internal IP Address

Interface Enable ® Disable

IP Address . .

Subnet Mask 5 B3 ™
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System Partition User Administration
>Network Configuration >Network Interface >IPv6 Interface

L]
L]
L]
L]
L]
L]

FIGURE 3.6 Example of [IPv6 Interface] Window

IPv6 Interface

MNMB Virtual/Physical

Maintenance

Click the Apply button for all changes to take effect.

TP Address

Virtual [P Address

Hostname

PRIMEQUEST|

IP Address

Automatic Acquisition| Auto

Prefix Length

0

Gateway address

MMB#0 IP Address

Interface

O Enable @ Disable

Automatic Acquisition|

IP Address

Prefix Length

Gateway address

‘D‘

DNS (optional)

DNS

(O Enable @ Disable

DNS Server 1

DNS Server 2

DNS Server 3

LAN

Dualizati

O Enable @ Disable

Mai IP Address

Interface

(O Enable ® Disable

IP Address

Prefix Length

Gateway address

SMTP address

Cancel

3.3.7

2. Thevalues are entered in [IP Address], [Subnet Mask] (*l) of [Virtual IP Address]. Host name is also set up.
1 [Prefix Length] is entered at the time of [IPv6]. [Gateway address] is also entered at the time of [Gateway address].
3. Eachitem is entered by clicking [Enable] for [Interface] in [MMB#0 IP Address] or [MMB#1 IP Address]. Here
specifies the assigned Physical IP Address.

4.  [Apply] button is clicked when the required items are set up.

Notes

If an incorrect value of IP Address is set MMB Web-Ul is not displayed. In that case, the correct value is set by

connecting MMB console
Remark

PC to the MMB COM port.

The Physical IP Address and the Virtual IP Address of MMB#0, and MMB#1 are set up in the same subnet.

Set up of telnet

MMB telnet is set up.

See “3.7 Storage of the configuration information” for the backup of set up information.

The following condition must be satisfied in advance when field engineers perform the Maintenance tasks on this product.

- Video Redirection and Virt

For details on how to setup the procedure, see Chapter 1.3.3 [Console Redirection Setup] window in the

ual Media are available.

PRIMEQUEST 2000 Series Tool Reference (CA92344-0539).
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- SSH or Telnet is available.
For details on how to setup the procedure, see Chapter 1.5.4 [Network Protocols] window in the PRIMEQUEST 2000
Series Tool Reference (CA92344-0539).

Note

To set up telnet, log in to Administrator privileges.

Operations

1. Click [Network Configuration]-[Network Protocols].
-> [Network Protocols] window is displayed. For details on [Network Protocols] window, see “1.5.4[Network Protocols]

Window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.7 Example of [Network Protocols] Window

Systemn Partition User Administration Maintenance
=>Network Configuration >Network Protocols

o

(+]
(]
]
]

Network Protocols

Click the Apply Button to apply all changes.

Web (HTTP/HTTPS)

HITP

® Enable O Disable

HTTP Port#[80,1024-65535]

[s081 |

HITPS

@ Enable O Disabke

HTTPS Port#[432,443,1024-65535]

0z |

TLS1.0/1.1

® Enable O Disabke

Timeout (sec) [0,60-9999]

loo |

Telet

Tehet

®Enable O Disable

Teet Port#[23,1024-65535]

23 |

Timeout (sec) [0,60-9999]

60|

SSH

SSH

@®Enable O Diable

SSH Port#[ 22, 1024-65535]

2 |

Timeout (sec) [0,60-9999]

50 |

SNMP

SNMP Agent ® Enable O Disable
Agent Port#[161,1024-65535] [161 |
SNMP Trap ®Enable O Diable

Trap Port#{ 162,1024-65535]

[1e2 |

2. Items of [Telnet] are set.

Note

MMB uses the following fixed port number of TCP/IP. Do not change the following port numbers.

- 623/udp: For RMCP communication
- 664/udp: For RMCP communication
3. Click [Apply] button.

[
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3.3.8 Configuration of DNS server

Only when using a DNS server, set up DNS server.

For the backup of set up information, see “3.7 Storage of the configuration information”.
Note

Log in to Administrator privileges to set up the above-mentioned items.

Operations
1. Click [Network Configuration]-[Network Interface]. Select [IPv4 Interface] or [IPv6 Interface].
->[IPv4 Interface] or [IPv6 Interface] window is displayed. For details on [IPv4 Interface] or [IPv6 Interface] window,
see “1.5.2 [Network Interface] Menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.8 Example of [IPv4 Interface] Window

System Partition User Administration Maintenance Logout
>Network Configuration >Network Interface >IPv4 Interface 2
IPv4 Interface
Click the Apply button for all changes to take effect. ~
MMB Virtual/Physical IP Address
Virtual [P Address
Hostname PRIMEQUEST
P Address o | o] powe] o]
Smeciase 25 2se] [5s] o
Gateway address | or | [oc | [ooc| [1 ]
MMB#0 [P Address -
Interface O Enable ® Disable
Hostname (optiona) [
IP Address o N |
Subnet Mask 255 Il 255 I 255 [ 255
Gateway address i N |
DNS (optional)
DNS (OEnable ® Disable
DNS Server 1
DNS Server 2
DNS Server 3
M LAN
Dualizati [ CEnable ® Disable
Maintenance IP Address
Interfa @ Enable O Disable
IP Address [o2 [es 1 [
SuonetMask _|[256 [2s6 [ase [0
Gatewayaddress [0 [0 [0 o
SMIPaddess |0 o o o
Internal IP Address
Interface (O Enable ® Disable
P Address o Mo W |
Subnet Mask 5B >
.
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System Partition User Administration

L]
L]
L]

FIGURE 3.9 Example of [IPv6 Interface] Window

Maintenance

IPv6 Interface

Click the Apply button for all changes to take effect.

MME Virtual/Physical IP Address

Virtual I[P Address

Hostname PRIMEQUEST] x
Automatic Acquisition| | Auto

TP Address - |

Prefix Length 0 |

Gateway address ‘

MMB#0 IP Address

Interface (OEnable ® Disable

Hostname (optional) | [

Automatic Acquisition 110

IP Address - 1
Prefix Length
Gateway address | [N
DNS (optional)
DNS (O Enable ® Disable
DNS Server | - 1
DNS Server 2 - 1
DNS Server 3 . 1
Mz LAN
Dualizati [ OEnable ® Disable

Mai TP Address
Interface (O Enable ® Disable
IP Address - ]
Prefix Length
Gateway address | [
SMITP address | [

Cancel

2.
3.

Click [Enable] of [DNS] in [DNS (optional)], then each item is entered.
Click [Apply] button after setting the required items.
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3.3.9 Set up of Alarm E-Mall

Set up the following for Alarm E-Mail.

- Whether to notify through E-Mail, when an error occurs during operation.

- Error level and notification destination at the time of notifying.

For the backup of the set up information, see “3.7 Storage of the configuration information”.

Note

To set up the above mentioned items, log in to Administrator privileges.

Operations

1. Click [Network Configuration]{Alarm E-Mail].
-> [Alarm E-Mail] window is displayed. For details on [Alarm E-Mail] Window, see “1.5.11 [Alarm E-Mail] window” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

System Partiion User Administration Maintenance
>Network Configuration >Alarm E-Mail

OO o

Alarm E-Mail

FIGURE 3.10 Example of [Alarm E-Mail] Window

Alarm E-Mail

Click the Apply Button to apply all changes.

Alarm E-Mail| ® Enable O Disable

[[J Use envelope "from" address
To: pohn@smth.com

SMTP Server| pooC X0 30000
Subject Ilest alarm

From:

| Apply || Cancel || F\Iter” Test E-Mail ~

Enter required items.

Remark

When transmitting [Alarm E-Mail], [From] address to be transmitted to SMTP server is as follows.

When [Use envelope “from” address] checkbox is on

The address set up in [From] of [Alarm E-Mail] window becomes [From] address to be transmitted to SMTP server.
When [Use envelope “from” address] checkbox is off (initial set up)

Following [From] address is transmitted to SMTP server according to the format of [Hostname], set up in [Virtual IP
Address]-[Hostname] in [Network Configuration]-[Network Interface] window.

In FQDN format: root@[Hostname]

Exceptin FQDN format: root@localdomain.localdomain

Mail address set up in [From], is used as [From] address of the mail to be transmitted to mail receiver ([To]).
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- When FQDN is specified in SMTP Server name, DNS Server needs to be set up. DNS Server can be set up from
[Network Configuration]-[Network Interface].
3. The operation button is clicked depending upon the purpose.
- When the condition for transmission of mail is set up: [Filter] Button
- When the settings are to be enabled: [Apply] Button
- During Test transmission: [Test E-Mail] Button

Setting the conditions for transmission of mail
1. To set the conditions for transmitting the mail, click [Filter] button on [Alarm E-Mail] window.

FIGURE 3.11 Example of [Alarm E-Mail Filtering Condition] Window

System Partition User Administration Maintenance
>Network Configuration >Alarm E-Mail

[
C] Alarm E-Mail Filtering Condition
! Select the filtering conditions and click the Apply Button.
L 1)Severity: [ Error ¥ Warning ¥ Info
2)Partition: @ Al
C Specified Y0 1 ¥2 3
3)Unit: @Al
[] O Specified < PSUs v Fans
2 vISB20 7ISB#1 7ISB#2 JISB#3
O Alarm E-Mail 4 T0UZ0 JI0U#1 JI0U%2 4 I0U#3
JDU%0 JDU#1
4 OPL

~ MMB#0 v/ MMB#1
7PCI Box#0 WIBCI Box#l ¥ PCI Box#2 [/PCI Box#3
4)Source: @ All

) Specified + CPU < DIMM + Chipset
+ Voltage v Temperature v/ Other
-

b

1. Selectrequired items. When multiple items are selected, each item is AND condition, when multiple options are
selected in each item, itis OR condition.
2. Click [Apply] Button.
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3.3.10 Registration of User Account

As an initial set up, user accounts of the required number are registered. The number of maximum registration is 16.
Refer “3.7 Storage of the configuration information” for the backup of set up information.

Operations
1. Click [User Administration] [User List].
-> [User List] window is displayed. For details on [User List] window, see “1.4.1[User List] Window” of PRIMEQUEST
2000 serieS Tool Reference (CA92344-0539)

FIGURE 3.12 Example of [User List] Window

System Partition Network Configuration Maintenance
>User Administration >User List v

1 User List

Click the Add User button to add a new user.
Salect @ user, then click the Edit/Remove User button to adit or remove the user

User Name Full Name Privilege Status ggfr;:ﬁit?;nng:;nrator)
O Administrator Default Administrator Admin Enabled

Add User || Edit User || Remove User H Cancel| ~

2. Click [Add User] button.
->[Add User] window is displayed. For details on [Add User] window, see “B[Add User] Window” of “1.4.1[User List]
Window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).
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System Partition

L1 User List

FIGURE 3.13 Example of [Add User] Window

Add User

Network Confipuration Maintenance
=User Administration >User List >Add User

Click the Apply Button to apply all changes

User Name

Password

Confirm Password

Privilege

® Admin O Operator O User

OCE O Partition Operator

Status

® Enabled Disabled

Full Mame

Operahle Partition
(for Partition Operator)

0 1 2 3 4 J

{optional)

Remark

In case of changing the user count, click the [Edit User] button on the [User List] and change the recorded contents on the
[Edit User] window. For details of [Edit User] Window, see “B [Edit User] Window” of “1.4.1 [User List] Window” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

[ User List

FIGURE 3.14 Example of [Edit User] Window

Click the Apply Button to apply all changes.

Network Configuration Maintenance
>User Administration >User List =Edit User

User Name

Administrator

Current Password

Pasgweord

Confirm Password

Privilegs ® Admin O Operator OlUser OCE O Partition Operatar
Status ® Enahled O Disabled
Full Mame |Default Adrninistrator |

Operahle Partition
{(for Partition Operator)

0 1 2 3 4 ]

(optionall

3.
4,

Input the required items.
Click [Apply] button.
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3.3.11 Setting of System Name

Sets the name for system of PRIMEQUEST 2000 series. This name is used as SNMP [System Name].
For the backup of the set information, see“3.7 Storage of the configuration information”.

Operations

1. Click [System] - [System Information]
-> [System Information] window is displayed.
For details on [System Information] window, see “1.2.5 [System Information] Window” of PRIMEQUEST 2000 series
Tool Reference (CA92344-0539).

FIGURE 3.15 [System Information] Window Example

Partition User Administration Network Configuration Maintenance Logout
>System >System Information N
-]
L System Information
: v
B Click the Apply Button to apply all changes.
]
. System Mame | [PRIMEQUEST
o Product Name | PRIMEQUEST 2800E2
a Part Mumber IMCHX XN
-] -
= Serial Number YYYYYYYYYY
5 Asset Tag | |
-]

[+]

2. Enter [System Name].
3. Click [Apply] button.
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3.3.12 Setting of Date and Time

The date, time and NTP (In case of NTP server) of the MMB is set
However, occasionally it is already set by the field engineer. If it is already set by the field engineer and if it is not required

to be changed, go to the next setting.

For the backup of the set information, see“3.7 Storage of the configuration information”.

Remark

MMB provides NTP client function. The NTP client function of MMB adjusts the time on the basis of another NTP Server.
For a stable NTP operation, specify multiple NTP Servers from each NTP client (In case of RHEL more than three servers

are recommended).

Operations of [Date/ Time] window

1. Click [Network Configuration] - [Date/Time].

-> [Date /Time] window is displayed. For details on [Date /Time] window, see “1.5.1 [Date/Time] window” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.16 [Date/ Time] Window Example

System Partition User Administration

=Network Configuration >Date/Time
L1 Date/Time

Maintenance

Date/Time

-]

: Click the Apply Button to apply all changes.

Date [2013 -4 -|16

Time [ Modify the Time

n o H=: HB» |

L] Time zone |Asia v|.a'|ToI-(y0 v|

= NTP (Enable @ Disable
NTP Time Correction Mode | @ Step  Slew
NTP Serverl . 1
NTP Server . 1
NTP Server3 . 1
Caurrent Sync Status

Logout v

2. Input required items.
3. Click [Apply] Button.
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Operations of [Management LAN Port Configuration]

1. Click [Network Configuration] - [Management LAN Port Configuration].
-> [Management LAN Port Configuration] window is displayed. For details of [Management LAN Port Configuration]
window, see “1.5.3 [Management LAN Port Configuration] window” of PRIMEQUEST 2000 series Tool Reference
(CA92344-0539).

FIGURE 3.17 [Management LAN Port Configuration] Windows Example

System Partition User Administration Maintenance Logout

>Network Configuration >Management LAN Port Configuration

Management LAN Port Configuration
(] Management LAN Port C

Click the Apply button for all changes to take effect.

[+

Speed/Duplex for MMB#0

User port Auto v
Maintenance port| | Auto v
REMCS port Auto v

[+]5]+]

>

2. Enter required items.
3. Click [Apply] Button.
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3.4 Partition Configuration (Physical Partition)

This section describes partition configuration. PRIMEQUEST 2400E3, 2800E3, 2400E2, 2800E2, 2400E and 2800E are
available for these functions. Power off, power on for every partition is required to reflect the configuration change of
partition. All screenshots are display examples. The displayed contents differ according to the system configuration.

3.4.1 Setting the partition configuration

This section describes addition and removal of operations of SB/Memory Scale-up Board and 10U.

Adding of SB/Memory Scale-up Board/IOU
SB/Memory Scale-up Board and IOU can be added to the partition.

Operations
1. Click [Partition] - [Partition Configuration]
-> [Partition Configuration] window is displayed. For details of [Partition Configuration] window, see “1.3.4 Partition
Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.18 [Partition Configuration] Window Example (PRIMEQUEST 2800E3/2800E2/2800E)

User Administration Network Confipuration Maintenance Logout
>Partition >Partition Configuration 2
Partition Configuration
Select a partition, then click the Add/Bemove Unit, Set Partition Name, or Home buttons to configure the partition.
[ oo =
SB 10U Extended Partitioning
# Partition N, P Status|
: e OWEE of 1] 2] 3] o] 1] 2[ 3] 4] 5] 6[ 7] 8] o[10] 1
Q0 ||free Standby H ] o e
01 free On H L ] & &
02 |[fe Standby H * o0
.
O3 ||free Standby H L ] LN
Reserved
Free
Note) R represents Reserved SB
H represents Home SB
@ represents Installed SB/IOU/Extended Partitioning other than the above
| Set Partition Name || Add Unit || Remove Unit || Home || Cancel | ~
Fd LY v

2. Click the radio button of partition where SB/Memory Scale-up Board or IOU need to be added to.
Memory Scale-up Board is shown as “SB” in [Partition Configuration] window.
3. Click [Add Unit] Button.
->[Add SB/IOU to Partition] window is displayed. Free SB/Memory Scale-up Board and IOU are displayed in the list.
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For details of [Add SB/IOU to Partition] window, see “B [Add SB/IOU to Partition] window] of “1.3.4 [Partition
Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.19 Example of [Add SB/IOU to Partition] Window

User Administration Network Configuration Maintenance Logout
>Partition >Partition Configuration N
|
Add SB/IOU/Extended Partitioning to Partition
: Select an SB or IOU or Extended Partitioning to add to the partition #0, then click the Apply Button.
- Free SB/I0U/Extended Partitioning| Status Note
(O SB#1 0K Number of CPUs = 2, Memory = 64 GB
(O SB#2 0K Number of CPUs = 2, Memory = 64 GB
(O SB#3 OK Number of CPUs = 2, Memory = 64 GB
O I0OU#D OK Number of PCI-Express Slots = 4
() Extended Partitioning#4 0K
(O Extended Partitioning#5 OK
(O Extended Partitioning#6 0K
() Extended Partitioning#7 QK
(O Extended Partitioning#8 0K
(O Extended Partitioning#9 0K
() Extended Partitioning#10 OK
(O Extended Partitioning#11 0K
.
< > R

4. Click the radio button of one SB/Memory Scale-up Board or one I0OU to add it to the partition.

o

Only one SB/Memory Scale-up Board or one IOU can be selected by one operation.
6. Click the [Apply] button.
-> Confirmation dialogue box is displayed.
7. Click [OK] button.
-> The selected one SB/Memory Scale-up Board or one 10U is added to the partition.
Repeat procedure 2~6 until you have added all the required SBs/Memory Scale-up Boards or IOUs.
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Removing of SB/Memory Scale-up Board and 10U
This section describes the method of removing the SB/Memory Scale-up Board or IOU from the partition.

Remark
You cannot remove an SB/Memory Scale-up Board or I0OU while the operating system on the target partition is running.
Remove the SB/Memory Scale-up Board or IOU while the partition is in the POWER OFF status.

Operations
1.  Click [Partition] - [Partition Configuration]
-> [Partition Configuration] window is displayed. For details of [Partition Configuration] window, see “1.3.4 Partition
Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.20 [Partition Configuration] Window Example

User Administration Network Confipuration Maintenance Logout

=Partition >Partition Configuration Y
A
Partition Configuration
L Select a partition, then click the AddFemove Unit, Set Partition Name, or Home buttons to configure the partition.
L
a
SB 10U

# Partition N; P Status|
- e o[ 1] 2] 3] o[ 1] 2[ 3
-
0 ||free Standby H ]
o1 ] On H *

02 ||free Standby H L

23 | |free Standby H L]
Reserved
Free
Note) R represents Reserved SB
H represents Home SB
@ represents Installed SB/IOU/Extended Partitioning other than the above
| Set Partition Name || Add Unit || Remaove Unit || Home || Cancel | o)
< >

2. Click the radio button of the partition number from which the SB/Memory Scale-up Board /IOU has to be removed.
Memory Scale-up Board is shown as “SB” in [Partition Configuration] window.

3. Click the [Remove Unit] button.
—[Remove SB/IOU from Partition] window is displayed. SB/Memory Scale-up Board and 10U are displayed in the
list. The SB/Memory Scale-up Board and 10U are incorporated in the partition that is selected by procedure 2.
For details of [Remove SB/IOU from Partition] window, see “B[[Remove SB/IOU from Partition] window] of “1.3.4
[Partition Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).
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Soyiermn

e

3 =P atition Confinmation

FIGURE 3.21 Example of [Remove SB/IOU from Partition] Window

Lisey Adfmemshraticn  Netwcek L onfgneabon  Manicnanes L tyzoan

Remove SETOU from Partition [Help |

Selectan 5B or 10U 1o remene figm the gestition 20, dhen ook the Agply Bomon

[sB100 Statue Nate
| CISEA QK anber of CPUs = 2, Memory = Unknown
| o=l QK Mumbser of PCI-Express Slots = 2

Apply || Cancel

34.2

4.  Click the radio button of one SB/Memory Scale-up Board or one I0U which is to be removed from the partition.

— Only one SB/Memory Scale-up Board or one IOU can be selected by one operation.

5. Click the [Apply] button.

-> A confirmation dialogue box is displayed.

6.  Click [OK] button.

->The selected one SB/Memory Scale-up Board or one 10U is removed from the partition and is free.

Setting the Home SB

One SB in each partition is set as the Home SB. The SB that is initially added in every partition is automatically set as
Home SB.

Moreover when Home SB is removed, the SB having the smallest number among the SB that configures the partition and
which is not degraded is automatically set as Home SB. In Home SB, the USB port and the VGA port can be used as
external connectors. When the Home SB has to be changed, it is specified by Web-UI. For details of Home SB, see “5.9
Home SB” of PRIMEQUEST 2000 series General Description (CA92344-0534).

Remark

The Windows license needs to be verified depending on the integration of the SB and the enable kit. For details, see “®
License verification based on the integration of SB and enabling kit” of “3.4 component expansion” of PRIMEQUEST 2000
series Administration Manual (CA92344-0537).

Memory Scale-up Board cannot be Home SB.
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Operations

1.  Click [Partition] - [Partition Configuration] - [Home]
-> [Partition Home] window is displayed. For details of [Partition Home] window, see “=[Partition Home] window” of
“1.3.4 [Partition Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539)
Remark
If there is more than one patrtition, select the partition by checking to radio button in [Partition Configuration] window.
2. Selecting an SB as the Home SB for the partition.

FIGURE 3.22 Example of [Partition Home] Window

User Administration Network Confiswration Maintenance Logout

Partition Home

Select a Home SB for the partition #0, then click the Apply Button.

Home SB
SB Status
® SB£0 0K

.

(W]

3. Click the radio button for the selected Home SB.
Remark
As long as SB is set as Home SB it is grayed out, even if it is not mounted. The radio button in the row which is
shown grayed out can be changed to the radio button on the row which is not grayed out. Once the radio button is
not grayed out, the original radio button cannot be selected again.

4.  Click [Apply] button.
-> A confirmation dialogue box is displayed.
Note.
At the time of clicking the [Apply] button, if the power supply for the partition has been turned on, Home cannot be
changed. A warning dialogue box is displayed.

5. Click [OK] button to continue the process, click [Cancel] button to cancel the process.
—Returns to [Partition Configuration] window.
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3.4.3 Setting of Reserved SB

If hardware failure occurs in the SB which is added in the partition and it may be necessary to remove the SB. Reserved
SB is an SB which is newly added in the partition instead of removal of SB.

To configure Reserved SB in partition, following points should be considered. SB which is not added in the specified
partition can be defined as Reserved SB.

The following SB is not added in the partition.

- SBinfree status

- SBadded in other partitions

- SBdefined in Reserved SB of other partitions

For details of Reserved SB, see “3.2.3 Reserved SB” of PRIMEQUEST 2000 series Administration Manual (CA92344-
0537).

Remark

Flexible /O mode configuration is required to implement the Reserved SB.

Windows license verification is required depending on the combination of SB and enables kit. For details “mActivation
depending on the combination of SB and enable kit” of “3.4 Component extension” of PRIMEQUEST 2000 Series
Administration Manual (CA92344-0537).

Operations
1.  Click [Partition]-[Reserved SB Configuration]
- [Reserved SB Configuration] window is displayed. Check box is displayed vertically in the free status SB column
or the column of SB which is defined as Reserved SB. For details of [Reserved SB Configuration] window, see “1.3.7
[Reserved SB Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.23 Example of [Reserved SB Configuration] Window

User Administration Network Configuration Maintenance Logout
>Partition >Reserved SB Configeration M

Reserved SB Configuration
Check the check boxes of the partitions to register the Reserved SB, then click the Apply button.

" Partition Namel Power | Mirror Mode| SB

Stafus (setting) |0 |1 |2 |3

] free Standby| Disable (@ |[1|[] | [

1 free Standby| Disable | [ |® |[]|[]

2 free Standby| Disable |[]|[] |@ |[]

3 okamoto Standby| Disable |[] | [ |[]|®

.

2. Check the checkbox of the partition to be reserved in SB column.
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3. Click [Apply] button.
Remark
Uncheck the checkbox on [Reserved SB Configuration] window to free the reserved SB.

Reserved SB configuration conditions

Reserved SB has following conditions.

- Memory Scale-up Board cannot set as Reserved SB of SB/Memory Scale-up Board.

- SBcannot set as Reserved SB of Memory Scale-up Board.

- Reserved SB can set to the partition including Memory Scale-up Board. In that case, the reserved SB works as SB in
the partition, but it does not work as Memory Scale-up Board in the partition.

- An SBinstalled with 32GB DIMM cannot be configured as Reserved SB of the partition, which is configured on the
SB installed with memory having various capacities (8GB, 16GB, 64GB, 128GB DIMM).

- An SB with 64GB DIMM cannot be configured as a Reserved SB of the partition which is configured on the SB
installed with memory having various capacities (8GB, 16GB, 32GB, 128GB DIMM).

- An SB with 128GB DIMM cannot be configured as a Reserved SB of the partition which is configured on the SB
installed with memory having various capacities (8GB, 16GB, 32GB, 64GB DIMM).

- Reserved SB cannot be configured in the partition that uses TPM functions.
If the above mentioned mounting conditions are not fulfilled, a message dialogue box of “Unable to register the
specified SB#x as a Reserved SB due to the home SB is TPM enabled.” would be displayed and the Reserved SB
configuration would be prevented.

Memory Operation Mode may be changed after switch over of faulty SB to Reserved SB if:

- Reserved SB is configured for partition of one SB, and

- The Reserved SB does not fulfill requirements for Memory Operation Mode

In that case, a confirmation dialogue box of “The DIMM does not satisfy requirements of the Mirror Mode. If you register
the specified SB as a Reserved SB, the Mirror Mode will be disabled when switching to specified SB. Are you sure to
continue?[Y/N]” would be displayed when configuring the Reserved SB. Reserved SB for partition of multiple SB must
follows conditions below. This is applicable for PRIMEQUEST 2800E3/2800E2/2800E.

- Mount two CPUs for Reserved SB of the partition.

- Reserved SB fulfills Memory Operation Mode requirements same as switching source partition.

- Mount the same type of CPU with the SB that configures partition for Reserved SB.

If the above mounting conditions are not fulfilled, a message dialogue box of “Unable to register the specified SB#x as a
Reserved SB because the DIMM does not satisfy requirements of Mirror Mode.” is displayed and Reserved SB
configuration would be prevented.

Points to be considered for Windows
When switching to Reserved SB in the partition operating on Windows, Windows operating system is not activated at the
time of initial start-up after switching to Reserved SB.
Configure the Reserved SB in partition operated by Windows so that Windows can be configured automatically.
For configuration details, see “11.4.3 Settings of Dump environment (Windows)” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537). Turn on the [Start-up automatically] check box of [Start-up and recover] dialogue
box.
Consider the time required for reactivation, when the operation is stopped during SB failure resulting from the above
mentioned reasons.

Total two times are required for reactivation at the time of initial start-up and switching to Reserved SB.
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However, if below mentioned prevention procedure is executed, reactivation request can be controlled.

Windows re-start prevention procedure
The request of reactivation can be controlled by recognizing Reserved SB to the PRIMEQUEST 2000 series in advance.
Execute the following procedures for all Windows partitions.
If this prevention procedure is executed, reactivation is not demanded, when switched to Reserved SB due to SB failure.
1.  Shutdown the partition after completing Windows installation.
2. One SBis removed from the partition by using MMB Web-UI. When multiple SBs are installed, any one out of them
can be removed.
3. Add SB for Reserved SB to the partition.
For details, see “Built in SB and I0U” of “3.4.1 Setting the partition configuration”.
Turn on the power supply of partition and start the Windows.
Login by Administrator privileges'. Reactivate according to the instructions, if the message requesting the reactivation
is displayed.
Shut down after Windows is reactivated.
Remove the SB for Reserved SB, which was added in procedure 3, from the partition by using MMB Web-UL.
Add SB removed from procedure 2 to the partition.

Points to be considered for VMware
When switched to Reserved SB by the partition wherein ESX is in operation, the guest operating system may not be
activated at the time of the initial start after switching to the Reserved SB.
Set the items of automatic activation of guest operating system and Blue Screen Timeout while configuring the Reserved
SB in the partition wherein ESX is in operation.
For example, to reset the items 20 seconds after a panic occurs in the ESX host, set “20” to Blue Screen Timeout.
Remark
If items are not reset, when ESX host becomes panic, set “0” to Blue Screen Timeout.

Setting method of Blue Screen Timeout from vSphere Web Client
1. Click the host and open [Configure] tab on vSphere Web Client.
2. Click [Advanced System Settings] in [System] column.
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3.

vmware" vSphere Web Client

FIGURE 3.24 Setting of BlueScreenTimeout ([Configure] tab)

=

Click [Edit] button on the right side of [Advanced System Settings] page.
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4.  Edit screen of [Edit Advanced System Settings] appears. Enter ‘BlueScreenTimeout' in the filter on the right side and
search.

FIGURE 3.25 Setting of BlueScreenTimeout (Edit screen of [Edit Advanced System Settings)

[J 10.123.234.11 - Edit Advanced System Settings (7)
& maodifying configuration parameters is unsupported and can cause instability. Continue anly ifyou know what you are
daing.
| Q, Filter 'vl

Mame Value Summary

Annotations WelcomeMessage | Awelcome messaoge in the initial ser... |©
BufferCache Flushinterval a00ao | Flush atthis interval {milliseconds)
BufferCache HardMaxDiry 45 | Block writers ifthis many buffers are .
BufferCache.PerFileHardMaxDirty an | Block writers ifthis many buffers of 5 ..
BufferCache. SofthaxDirty 14 | Flush immediately if this marmy huffar...
CBRC. DCacheMemResemead 400 | Memary cansumed by CBRC Data ..
CBRC.DCachesSize 32768 | Size of CBRC Data Cache in MB. Thi...
CHRC DigestlournalBaotintemal 10 | Interval {in minutes) forwhich Digest
CBRC Enahle ["] Enabled Enahble Content Based Read Cache
Config.Cefaults cpuidMaskmode 0.e... |disable | Contrals the use of Confin.Defaults. ..
Config.Defauliz. cpuidMask mode.0.e... |disable | Controls the use of Config.Defaults.c...
Config.Defaultz.cpuidMaskmode 0.e... |disable | Controls the use of Config.Defaults.c..
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5.  Setthe Misc.BlueScreenTimeout value.

FIGURE 3.26 Setting of BlueScreenTimeout (After searching BlueScreenTimeout)

[ 10.123.234.11 - Edit Advanced System Settings 7)

,ﬂ, Madifying configuration parameters is unsuppaorted and can cadse instability. Continue only ifyou know what you are
daing.

Q, BlueScreenTimeout -

MHame Walue Summany

Mizc.BlueScreenTimeout ] ' Time-out in secands, Setta 0 farnoti..

| oKk || cancel |
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Setting method of Blue Screen Timeout from VMware Host Client
Click [Manage], open [System] tab, and click [Advanced settings].

1.

FIGURE 3.27 Setting of BlueScreenTimeout ([System] tab)

vmware ESXi~ (RN Q Scarch
h; Mavigator (5] 1 [5) localnast.iocaldomain - Manage
~ [ Host | System Licensing Packages Services Security & users
Monitor Advanced settings Editoption | G Refresh Actions (Q Search ]
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(51 \firtual Machines Ky & ~  Mame v value Default ~  Overrid... v
= Swap
Quae Time & dat Annotations WelcomeMessage Awelcome message in the initial scr... Mo i’
22 naa.600000600425000... fme fdate
- BufferCache Flushinterval Flush atthis interval (milliseconds) 30000 30000 No
4 datastore1
g8 BufferCache.HardMaxDiry Blockwriters ifthis many buffers are ... 95 95 Mo
More storage... . ) .
BufferCache.PerfileHardMaxDirty Block writers if this many buffers of a a0 a0 Mo
€ Hetworking
BufferCache.SofthaDirty Flush immediately ifthis many buffer. 15 15 Mo
CBRC.DCacheMemResemed Memary consumed by CBRC Data C 400 400 Mo
CBRC.DCacheSize Size of CBRC Data Cache in MB. Thi 32768 32768 Mo
CBRC.DigestlournalBootinterval Interval (in minutes) forwhich Digest . 10 10 Mo
CBRC Enable Enable Content Based Read Cache false false No
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2.

Search BlueScreenTimeout in the search box on the right side.
3.

Select Misc.BlueScreenTimeout and click [Edit Option].

vmware ESXi’

FIGURE 3.28 Setting of BlueScreenTimeout (After searching BlueScreenTimeout)

1+ | Helpw | (eREEER]
[“E‘Namuatm 8] } [3 localhestiocaldomain - Manage
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Monitar Advanced settings Edit opti Refresh Actions l:Q BlueScreenTimanu] -
Autostart
(51 Virtual Machines Key a & HMName & Value ~  Default  ~  Overrid
~Hst Swap
I Time & date Misc.BlueScreenTimeout Tirme-outin seconds, Setto 0fornoti.. o o Mo
= naa.600000e00d2b000...
1 ite
» B datastoret ems
More storage...
€3 Networking
Recent tasks =
Task ~ Target ~ | Initiator ~ Queued ~ Started ~ Result v Completed v v

[Edit Option] screen appears, set the available value of Misc.BlueScreenTimeout value and click [Save]
FIGURE 3.29 Setting of BlueScreenTimeout ([Edit Option] screen)
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3.4.4 Partition name settings
Administrator privileges are required to set partition name. Fujitsu recommends using host name for partition name.

Operations
1.  Click [Partition]-[Partition Configuration]

FIGURE 3.30 Example of [Partition Configuration] Window

User Administration Network Confisuration Maintenance Lopout
>Partition >Partition Configuration N7

Partition Configuration

Select a partition, then click the AddRemove Unit, Set Partition Name, or Home buttons to configure the partition.

- SB 10U | Extended Partitioning
: # Partition Name Power Status| o[1 230l 1] 2[3]2 5|6 TTslo[ 1011
Q0 ||free Standby H [ ] o e

O1 |[|tange On H L] L

Q2 ||fee Standby H [ ] o o

QO3 ||free Standby H ® e e

[+]

Reserved
Free
Note) R represents Reserved 5B

H represents Home 5B
@ represents Installed SB/IOU/Extended Partitioning other than the above

| Set Partition Mame || Add Unit || Remaove Unit || Home || Cancel | A

2. Select partition which sets the partition name and enter the partition name in [Partition name] cell.
Remark
The name can be input up to 16 characters. The characters that can be used are as follows.
[0-9], [a-2], [A-Z], half-width space, # (Sharp), _ (Underline), and — (Hyphen)

3. Click [Set Partition Name] button.
— Name is set for the selected partition.
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3.4.5

Various mode settings

Dynamic Reconfiguration, Memory operation mode, and Hyper Threading Mode, etc. of the partition are set. Setting items
are set by MMB Web-Ul and UEFI.

For details on the respective settings in MMB, see “[Mode] window” of “1.3.9 [Partition#x] menu” of PRIMEQUEST 2000
series Tool Reference (CA92344-0539)

For details on the respective settings in UEFI, see “3.4 [Device Manager] menu” of PRIMEQUEST 2000 series Tool
Reference (CA92344-0539)

Note

- Confirm the I/O space is allocated in the PCI device of a relevant partition.

- Confirm the I/O space is allocated in the SAS device (SAS card, RAID card, RAID card in DU or RAID card in SB).
If PCI Address Mode is set to PCI Segment Mode, the I/O space cannot be allocated to SAS device on Non
Home SB. The SAS device on Non Home SB does not need the I/O space.
SAS device is displayed as “Device: SAS", and the FC device is displayed as “Device: Fibre". When /O space is
not allocated, operate [I/O Space Assignment Configuration] menu and remove the allocation of LAN and FC card.
However, do not remove the allocation of I/O space for the FC card and LAN Card below.

- For legacy boot, also confirm the allocation of the I/O space to the Intel Dual Channel LAN Card (10G BASE).

- For legacy boot, also confirm the allocation of the I/O space to the Qlogic FC Card (8Gbps).,

- For Secure Boot, Web BIOS cannot be used. Please use HIl Configuration Utility. For start HIl Configuration Utility,
refer to LS| MegaRAID SAS 12G Software. For how to start of HIl Configuration Utility, see “Appendix F Starting HIl
Configuration Utility”.

- For PRIMEQUEST 2400E3/2800E3/2800B3/2400E2/2800E2/2800B2, Web BIOS cannot be used. Please use Hll
Configuration Utility. For start HIl Configuration Utility, refer to LSI MegaRAID SAS 12G Software. For how to start of
HII Configuration Utility, see “Appendix F Starting HIl Configuration Utility”.

- If PCI Address Mode is set to PCI Segment Mode, when you set configuration of Hardware RAID to HDD/SSD on
Non Home SB, confirm the PCI ROM Priority in BIOS menu is set to EFI Compatible ROM. Then, start Hll
Configuration UtilityAMVeb BIOS by EFI Shell.

- Confirm whether the Boot device used in the relevant partition is recognized in the UEFI. For confirmation, see
"3.3[Boot Manager] menu" of PRIMEQUEST 2000 series Tool Reference (CA92344-0539). Identify the Boot device
by operating the [Boot Manager] menu when the Boot device is not recognized by the UEFI.

- Aconfirmation dialog box is displayed, when the DIMM configuration mismatches Reserved SB and the partition.
When switched to Reserved SB, warning message containing the reasons for releasing Memory Operation Mode is
shown and confirm whether to continue the settings.
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3.4.6 Settings of Console Redirection

When operating system is installed remotely, it is necessary to set Console Redirection. Set the Console Redirection to
the subnet same as management LAN.

[IPv4 Console Redirection Setup] window

1.  Click [Partition] - [Console Redirection Setup] - [IPv4 Console Redirection Setup] window.

— [IPv4 Console Redirection Setup] window is displayed. For details on window, see “1.3.3 [Console Redirection
Setup] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.31 Example of [IPv4 Console Redirection Setup] Window
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Set IP address and subnet mask to access Console Redirection LAN for IPv4

Enable video redirection and virtual media respectively.

Click [Apply] button.
Note

After installation, disable the functions not used.
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[IPv6 Console Redirection Setup] window

O [Py thRﬂdﬁm&i Note: For using Video Redwection and Vimual Medi in xPAR Pangtion, VGATSBLE VMS st be comnected 1o the praniion

1.  Click [Partition] - [Console Redirection Setup] - [IPv6 Console Redirection Setup] window.
— [IPv6 Console Redirection Setup] window is displayed. For details on window, see “1.3.3 [Console Redirection
Setup] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.32 Example of [IPv6 Console Redirection Setup] Window
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3.4.7

2. SetlP address and the prefix length to access Console Redirection LAN for IPv6. When it is set automatically, IP

address and the prefix length is acquired by clicking on [Auto] button.
Enable video redirection and virtual media respectively.
Click [Apply] button.

Power OFF and ON of the partition

Power OFF and power ON are required for each partition to reflect the configuration change in the partition. For the details
of Power OFF and power ON, see "CHAPTER 7Power ON and OFF of the partition”.

Remark
When the console is connected to the partition, processing continues until [UEFI] window is displayed after completion of
POST (Power On Self Test) and then it stops.
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3.4.8 Confirmation of partition information

The status of the partition and the partition related information is displayed.

The partition configuration of the entire system of PRIMEQUEST 2000 series can be confirmed even by the [Partition

Configuration] window.

Operations

1. Click [Partition]-[Partition#x]-[Information].

->[Information] window is displayed. For details on [Information] window, see “B [Information] window” of “1.3.9

[Partition#x] menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.33 Example of [Information] Window

Svatesn User Admsnistration  Metwork Confipuration  Maintenance
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3.5 Partition Configuration (Extended Partitioning)

Extended Partitioning function can be used and a physical partition be divided into two or more partitions. Each partition
that is divided by using the Extended Partitioning function is expressed as the Extended Partition.
This section describes the setting of Extended Partition configuration.

Itis necessary to have completed the configuration setting of a physical partition that is divided by the Extended

Partitioning function before the setting of Extended Partition.

Remark

- PRIMEQUEST 2400E3, 2800E3, 2400E2, 2800E2, 2400E and 2800E are available for this function.

- Power off, power on for every partition is required to reflect the configuration change of partition.

- Performance characteristics of the Extended Partition are different from the Physical partition. Should be used after
the performance verification prior.

- Allscreenshots are display examples. The displayed contents differ according to the system configuration.

3.5.1 Enabling the Extended Partitioning function

This section describes the operations of enabling the Extended Partitioning function.

Operations
1.  Click [Partition] - [Partition#x] — [Mode]
->[Mode] window is displayed. For details of [Mode] window, see PRIMEQUEST 2000 series Tool Reference
(CA92344-0539).
FIGURE 3.34 [Mode] Window Example

[ ]
E Mode Heip
- Select mode For the partilion, then click the Apply Button Fie
a Mote © A partition power offoa is required for the selections to become effective
o
o (Extended Partibioming Mode | setfing | & Enable  Disable
L Memory Operation Mode | current sastus] Normal Mode
= setting > Performance Mode
(o] o Normal Mode
B ' Pastial Mirnor Mode
- Full Mirror Mode
A el e
Memory Mimmor RAS Mode | current Mirmor Keep Mode
i seiting I # Mirror Keep Mode | Capacity Keep Mode
PCT Address Mode | current ﬂﬂdﬂi@mtuoﬂr —
seiting P Biss Mode % PCI Seg Mode
Dhmamic Recomfiguration | current status| Disabled
B weiting Ensble = Dsable
M stafus | Disabled
current Deactivated
d ih‘o
O board LAN Mode
el RLER current EnableWOL disabled)
seiting Enabla{WOL enabled)
# EnshleWOL disablad)
O Drsabde w
[Aoway | cancer |
50

CA92344-0536-14



CHAPTER 3 Work before Operating System Installation

3.5.2 Generating the Extended Partition

This section describes generations of the Extended Partition.

Operations
1.  Click [Partition] - [Partition Configuration]
-> [Partition Configuration] window is displayed. For details of [Partition Configuration] window, see “1.3.4 Partition
Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).
FIGURE 3.35 [Partition Configuration] Window Example
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Click the radio button of partition number in which Extended Partition is generated

Click [Add SB/IOU] Button

->[Add SB/IOU to Partition] window is displayed. Free SB, IOU and Extended Partition are displayed in the list. For
details of [Add SB/IOU to Partition] window, see “B [Add SB/IOU to Partition] window] of “1.3.4 [Partition
Configuration] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).
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FIGURE 3.36 Example of [Add SB/IOU to Partition] Window
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4.  Click the radio button of one Extended Patrtition in the physical partition.
->Only one Extended Partition can be selected by one operation.
5. Click the [Apply] button.
->Confirmation dialogue box is displayed.
6.  Click [OK] button.
->The selected one Extended Partition is generated in the physical partition.
Repeat procedure 2-6 until you have generated all the required Extended Partitions.
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3.5.3 Assigning SB resources to Extended Partition

Resources on the SB assign the Extended Partition.
Operations
1.  Click [Partition]-[Partition#x Extended Partition Configuration] - [SB]
-> [Extended Partition Configuration of SB Resources] window is displayed. For details of [Extended Partition
Configuration of SB Resources] window, see “1.3.5 Partition#x Extended Partition Configuration] window” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.37 Example of [Extended Partition Configuration of SB Resources] Window
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2. Sets the partition name.
Enter the partition name in [Partition name] cell and click [Apply] Button.
Remark
The name can be input up to 16 characters. The characters that can be used are as follows.
[0-9], [a-2], [A-Z], half-width space, # (Sharp), _ (Underline), and — (Hyphen)
3. Assign CPU resources to Extended Partition.
Enter the number of assigning CPU Core in [CPU] - [CORE] cell of the Extended Partition and click [Apply] Button.
Remark
- Clicking the [+/-] Button in [CPU] — [SKT] cell can be increased or decreased the number of specified core in one
CPU socket unit.
- Even if multiple Extended Partitions do not share one CPU Socket, when a CPU error occurs all Extended
Partitions on the physical partition may be influenced.
4.  Assign memory resources to Extended Partition.
Enter the capacity of memory by one gigabyte in [Memory] - [GB] cell of the Extended Partition and click [Apply]
Button.
Note
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- Extended partition needs at least two GB of memory capacity.
Remark
- Clicking the [+/-] Button in [Memory] — [DIMM] cell can be increased or decreased the number of specified
memory capacity in one DIMM module unit.
- If the check box in [Memory] — [EXCL] cell of the Extended Partition is checked, all the physical DIMMs (DIMM
modules) that are used by the Extended Partition are not used by other partition.
- Evenif the assignment of DIMMs was physically divided, when a CPU error occurs all Extended Partitions may be
influenced.
5.  Enable the socket binding mode
Socket binding is the function that assigns two CPUs of the physical partition and the DIMMs belonging to the CPUs
to the Extended Partition. Socket binding guarantees that the number of CPU socket assigned to the Extended
Partition is one or two. For example, when the software license is decided by the number of CPU sockets Socket
binding mode is useful.
Check the check box of [SKT Binding] field of the Extended Partition and dick the [Apply] button.
Then socket binding is enabled.

If number of CPU sockets in physical partition is two or less, socket binding is not required.
Remark
If socket binding function is enabled, the assigning rule of the CPU core and the DIMM is below.
- Inthe case that the number specified in [CORE] is smaller than the total number of cores within two CPUs, cores
of a specified number of [CORE] will be assigned to the Extended Partition.
- Inthe case that the number specified in [CORE] is greater than the total number of cores within two CPUSs, all
cores within two CPUs will be assigned to the Extended Partition.
- Inthe case that the capacity specified in [GB] is smaller than the total capacity of the DIMM which belonging to two
CPUs, DIMM capacity specified in [GB] will be assigned to the Extended Partition.
- Inthe case that the capacity specified [GB] is greater than the total capacity of the DIMM belonging to two CPUSs,
all DIMMs belonging to two CPUs will be assigned to the Extended Partition.
6.  Assign VGA/USB/PCI Slot resources to Extended Partition.
Select [USB1], [VGA/USB2/rKVMS] and [PCI Slot] and click [Apply] button.
Remark
- Video Redirection and virtual media can be used by the Extended Partition where selected [VGA/USB2/rKVMS].
If VGA/USB2/rKVMS is assigned to other partition the following step are required.
a. Power off the Extended Partition which is assigned VGA/USB2/rKVMS.
b. Remove VGA/USB2/rKVMS of the Extended Partition and assign VGA/USB2/rKVMS to the Extended
Partition which uses Video Redirection and virtual media.
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3.5.4 Assigning IOU resources to Extended Partition

Resources on the 10U assign the Extended Partition.
Operations
1.  Click [Partition]-[Partition#x Extended Partition Configuration] - [[OU]
-> [Extended Partition Configuration of IOU Resources] window is displayed. For details of [Extended Partition
Configuration of IOU Resources] window, see “1.3.5 Partition#x Extended Partition Configuration] window” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.38 Example of [Extended Partition Configuration of IOU Resources] Window
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2. Select [GbE], PCI Slot] and [DU] and click [Apply] button.
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3.5.,5 Assigning PCl_Box resources to Extended Partition

Resources on the PCI_Box assign the Extended Partition.
Operations
1.  Click [Partition]-[Partition#x Extended Partition Configuration] - [PCI_Box]
-> [Extended Partition Configuration of PCI_Box Resources] window is displayed. For details of [Extended Partition
Configuration of PCI_Box Resources] window, see “1.3.5 Partition#x Extended Partition Configuration] window” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.39 Example of [Extended Partition Configuration of PCl_Box Resources] Window
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2. Select [PCI Slot and click [Apply] button.
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3.5.6 Various mode settings

Each mode of the Extended Partition is set.

Setting items of based on physical partition are shown below.

Although mode settings are shown in table below, some of the items cannot be done for each Extended Partition and they
are taken over by settings of relevant Physical Partitions. While items in this table can be set per Extended Partition,
some items have limitations for their setting. For details, please refer to remarks in this table.

Item unremarked in “Setting item” column is configurable item for Extended Partition.

For details on the respective settings in MMB, see “B [Mode] window” of “1.3.9 [Partition#x] menu” of PRIMEQUEST 2000
series Tool Reference (CA92344-0539)

For details on the respective settings in UEFI, see “3.4 [Device Manager] menu” of PRIMEQUEST 2000 series Tool
Reference (CA92344-0539)

Note

Confirm the I/O space is allocated in the SAS device (SAS card, RAID card, RAID card in DU or RAID card in SB) of a
relevant partition.

Further, also confirm the allocation of the I/O space to the FC card, onboard LAN and LAN Card (Only the card for the
boot passing), while installing on the SAN storage device.

SAS device is displayed as “Device: SAS", and the FC device is displayed as “Device: Fibre". When I/O space is not
allocated, operate [I/O Space Assignment Configuration] menu and remove the allocation of LAN and fibre channel.
However, do not remove the allocation of I/O space for the FC card onboard LAN and LAN Card used for installation,
when the operating system is installed for the storage in SAN environment.
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3.5.7 Settings of Console Redirection

When operating system is installed to Extended Patrtition, it is necessary to assign VGA/USB2/rKVMS of SB resource and
set Console Redirection.

Set the Console Redirection to the subnet same as management LAN.

Remark
If VGA/USB2/rKVMS of SB resource is not assigned Console Redirection cannot be set.

[IPv4 Console Redirection Setup] window
1.  Click [Partition] - [Console Redirection Setup] - [IPv4 Console Redirection Setup] window.
— [IPv4 Console Redirection Setup] window is displayed. For details on window, see “1.3.3 [Console Redirection
Setup] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.40 Example of [IPv4 Console Redirection Setup] Window
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Set IP address and subnet mask to access Console Redirection LAN for IPv4
Enable video redirection and virtual media respectively.

Click [Apply] button.

Note

After installation, disable the functions not used.
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[IPv6 Console Redirection Setup] window
1.  Click [Partition] - [Console Redirection Setup] - [IPv6 Console Redirection Setup] window.

— [IPv6 Console Redirection Setup] window is displayed. For details on window, see “1.3.3 [Console Redirection
Setup] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.41 Example of [IPv6 Console Redirection Setup] Window
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2. SetlP address and the prefix length to access Console Redirection LAN for IPv6. When it is set automatically, IP
address and the prefix length is acquired by clicking on [Auto] button.

3. Enable video redirection and virtual media respectively.
Click [Apply] button.
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3.5.8 Setting of Extended Socket

This section describes the setting of Extended Socket.

Enabling of Extended Socket function and setting of Zoning are needed.

Remark

- Do not start two or more MMB Web-UI screens when you change the setting of Extended Socket function and

change on a single MMB Web-UI screen.

- The added procedure is necessary for changing the Zoning setting of Extended Partition which power has already
been turned on. For more detall, see “3.2.2 Extended Socket” of PRIMEQUEST 2000 series Administration manual

(CA92344-0537).

Enabling of Extended Socket
1. Click [Partition]-[Partition#x]-{Mode].

->[Mode] window is displayed. For details on [Mode] window, see “B [Mode] window” of “1.3.9 [Partition#x] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.42 Example of [Mode] Window
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2. Select [Enable] of setting of Extended Socket.
3. Click [Apply] button.
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Setting of Zoning
1. Click [Partition]-[Extended Socket Configuration].
->[Extended Socket Configuration] window is displayed. For details on [Extended Socket Configuration] window, see
of “1.3.6 [Extended Socket Configuration] menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.43 Example of [Extended Socket Configuration] Window
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2. Select [Zone#] for each Extended Partition.
Zone which configured by FIGURE 3.43 Example of [Extended Socket Configuration] Window is displayed
below.

TABLE 3.8 Example for Extended Socket (Zone) configuration

Zonett Extended Partition included in Zone
0 Partition#7
Partition#8
1 Partition#4
Partition#9
Partition#11
7 Partition#6
Partition#10

3. Click [Apply] button.
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3.5.9 Power OFF and ON of the Extended Partition

Power OFF and power ON are required for each Extended Partition to reflect the configuration change in the Extended
Partition. For the details of Power OFF and power ON, see "CHAPTER 7 Power ON and OFF of the partition”.

3.5.10 Confirmation of Extended Partition information

The status of the partition and the partition related information is displayed.
The partition configuration of the entire system of PRIMEQUEST 2000 series can be confirmed even by the [Partition
Configuration] window.

Operations
1. Click [Partition]-[Partition#x]-[Information].
->[Information] window is displayed. For details on [Information] window, see “B [Information] window” of “1.3.9
[Partition#x] menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.44 Example of [Information] Window
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3.6 Setting of LDAP

Here explains the setting of LDAP.

3.6.1 User Management using an LDAP directory service

User Management using an LDAP is shown below.

FIGURE 3.45 User Management using an LDAP

) Group A (Admin) )
Login Login
Local User ID 1 (Admin) Global User ID 1 |
Local User ID 2 (Admin) Global User ID 2 5
Group B (Operation)
Local User ID 3 (Operation) Global User ID 3 ]
Local User ID 4 (Operation) Global User ID 4 -
MMB of Group C (User) MMB of

Local User ID 5 (User) PRIMEQUEST Global User ID 5 PRIMEQUEST
Local User ID 6 (CE) Global User ID 6

Special Account (Admin)

Special Account (CE)

(A) User Managementin case of LDAP Disabled (B) User Managementin case of LDAP Enabled

(A):User Management not using an LDAP.

- Local User ID is registered by method shown by “3.3.10 Registration of User Account”. When LDAP is disabled,

privilege is assigned to each user ID and MMB are accessed within the authority.

(B): User Management using an LDAP.

- When LDAP is enabled, Global User ID which registered to Directory Service is used to access to MMB. Global User
ID is allocated to a Group and the Group is assigned the privilege for access MMB. In above figure, Group A is
assigned Administrative privileges. Global Users which included in Group A (i.e. Global User ID 1 and Global User ID

2) have Administrative privilege for access to MMB.

- When LDAP is enabled, Special Accounts are used. Special Accounts are two accounts. One is for Administrator and

another is for CE (field engineer).
- Special Account for Administrator
When LDAP has a problem, administrator accesses MMB using this account.
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- Special Account for CE

Field engineer use this account for server maintenance. Field engineer accesses MMB using this account or

Global User ID for field engineer.

3.6.2 Overview of LDAP settings

Overview of LDAP settings is shown below.
Remark

LDAP settings are required familiarity to directory services. Except the administrator who is familiar with the directory

service, do not set up the LDAP.

FIGURE 3.46 Overview of LDAP settings

Group A (Admin)
Global UserID 1
Global UserID 2

Group B (Operation)
Global UserID 3
Global User ID &

Group C (User)
Global UserID 5

Generating of Special Account

(MMB CLI)
Global User ID 6

Special Account (Admin)
y Special Account (CE)

Generating of Special Account using CLI of MMB.
Setting the authority of Group on MMB Web-UlI

EalEE A

Evaluating LDAP Connection
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Setting of LDAP configuration and Enabling of LDAP on MMB Web-UI

Setting the authority of Group
(MMB Web-UI)

Setting of LDAP
configuration
Enabling of LDAP
(MMB Web-UI)

Evaluating LDAP
Connection
(MMB Web-Ul)
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3.6.3 Setting procedure of LDAP (Active Directory)

Here explains setting procedure of LDAP (Active Directory).

The procedure which is explained in this section is example for the configuration of Directory Service below.

- Global User to access to MMB is “mmbadmin”.

- Group that Global User “mmbadmin” belongs is “MMB_Admin”.

Remark

- The following directory configuration is an example. The procedure of setting the directory configuration is not
mentioned in this manual. For details of their procedure, refer to the document of Directory Service.

- Global User ID and password on Directory Service follow the setting rule of MMB account. For the detail of the setting
rule of MMB account, see 1.4[User Administration] Menu’ of PRIMEQUEST 2000 series Tool Reference (CA92344-
0539).

- Group name on Directory Service follows the setting rule of User Group of MMB. For the detail of the setting rule of
MMB account, see 1.4.4.3 [Add LDAP User Group] Menu’ of PRIMEQUEST 2000 series Tool Reference (CA92344-
0539).

1. Generating Special Account using CLI of MMB.

a.  Auser with Administrator authority logins to MMB CLI using the terminal software.

b. Generate Special Account (Admin) and Special Account (CE) using following command.
# set special_account <user name> <privilege: [admin | ce] {quiet} <password><confirum password>
Remark
User name and Password of Special Account are conformed to the setting rule of MMB account. For the detall
of the setting rule of MMB account, see 1.4[User Administration] Menu’ of PRIMEQUEST 2000 series Tool
Reference (CA92344-0539).

Example 1: Special Account (Admin)
User name: spadmin
Authority: Administrator

Password: XXxp000xKxxx

Administrator> set special_account spadmin admin
Are you sure you want to add spadmin? [Y/N]: y
Password 2 X0O000XXX

Confirm Password 1 X0k

Administrator>

Example 2: Special Account (CE)
User name: spce
Authority: CE
Password: zzzzzzzzzz

Administrator> set special_account spce ce
Are you sure you want to add spce? [Y/N]: y
Password:zzzzzzzzzz

Confirm Password:zzzzzzzzzz

Administrator>
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c. Confirm logged in MMB by using their special accounts.

2. Setting the privileges of Group on MMB Web-UI.
Generate User Group which name is same as name of Group generated in Directory Server and give the User
Group the access privileges to MMB.
a. Click a. [User Administration] - [LDAP Configuration] - [LDAP User Group List]
-> [LDAP User Group List] is displayed. For the detail of [LDAP User Group List], see 1.4.4.2 [LDAP User Group
List] Menu’ of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.47 [LDAP User Group List] Window

System Partition Network Configuration Maintenance Logout
>User Administration >LDAP Configuration >LDAP User Group List R
LDAP User Group List
Click the Add Group button to add a new group.
L1 Directory Service Configur  Select a group, then click the Edit/Remowve Group button to edit or remove the group.
[J LDAP User Group List
LDAP User Group Mame Frivilegs Status ggfrs::‘?itﬁ);nngsenrator)
Add Group || Edit Group || Remave Group || Cancel | ~

b. Click a [Add Group] button.
->[Add LDAP User Group] is displayed. For the detail of [Add LDAP User Group], see 1.4.4.2 [Add LDAP User
Group] Menu’ of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).
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FIGURE 3.48 [Add LDAP User Group] Window

System Partition Network Configuration Maintenance
>User Administration >LDAP Confisuration >Add LDAP User Group

Add LDAP User Group

Click the Apply Button to apply all changes.

O Directory Service Configur

L] LDAP User Group List LDAP User Group Mame| [MMB_Admin| x|
Privilege ® Admin OQperator OUser OCE O Partition Operator
Status ® Enabled Dizabled
Operable Partition 0 1 2 3 4 3 il 7 8 £ 10 1
{(for Partition Operatar)

.

o

Input LDAP User Group Name
LDAP User Group Name is same as the name of Group in Directory Service generated by procedure 2.
“MMB_Admin” is input in this example.
d. Select the privilege for access to MMB.
“Administrator” is selected in this example.
e. Enable Status
f.  Click a [Apply] button.
-> The dialog box of confirmation is displayed.
g. Click a [OK] button.
->The User Group is added. The information of the User Group can be confirmed in [User Group List] Window.
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FIGURE 3.49 [LDAP User Group List] Window (after generating User Group)

System Partition Network Confipuration Maintenance
>User Administration >LDAP Configuration >LDAP User Group List R4

LDAP User Group List

Click the Add Group button to add a new group.
L Directory Service Configur  Sclect a group, then click the Edit/Remove Group button to edit or remove the group.

[J LDAP User Group List
LDAP User Group Mame Frivilegs Status ggfr;::‘fitﬁ?nﬁg::enrator)
O WWB_Admin Adrin Erabled

| Add Group || Edit Group || Remave Group || Cancel| ~

3. Setting of LDAP configuration and Enabling of LDAP on MMB Web-UI.
LDAP configuration is set using [Directory Service Configuration] Window.
Setting items is different from using Directory Service.
Remark
To enable LDAP, the following accounts and LDAP User Group are needed.
- Special Account (Admin)
- Special Account (CE)
- LDAP User Group which has Administrator privilege and is enabled (one group or more).
When LDAP is enabled without these, dialog box is displayed and LDAP is not enabled.

a. Clicka [User Administration] - [LDAP Configuration] - [Directory Service Configuration].
-> [Directory Service Configuration] Window is displayed. For the detail of [Directory Service Configuration]
Window, see 1.4.4.1 [Directory Service Configuration] Menu’ of PRIMEQUEST 2000 series Tool Reference
(CA92344-0539).
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FIGURE 3.50 [Directory Service Configuration] Window (Active Directory) (1/2)

System Partiion Network Confippration Mamtenance
=User Administration >LDAP Configuration >Directory Service Configuration

Directory Service Configuration

Click the Apply Burton to apply all changes. ~
U Directory Service Configuration
& LDAP User Group List

Glohal Directory Service Configuration

LDAP ® Disable
LDAP SSL (O Enable ® Disable
Directory Server Type Active Directory v
LDAP Server
Primary LDAP Server LDAP Port 389
LDAP SSL Port 636
LDAP Server
Backup LDAP Server LDAP Port 389
LDAP SSL Port 636
Domam Name
Base DN
Groups directory as sub-tree from base DN
User Search Context
LDAP Group Scheme group
LDAP Member Scheme member o
[ Apply |[ Cancel |[ Test LDAP ~
- ~ v

FIGURE 3.51 [Directory Service Configuration] Window (Active Directory) (2/2)

System Pariition Network Confiruration Mamtenance
>User Administration *LDAP Configuration >Directory Service Configuration

Directory Service Configuration

Backup LUAFP Server LAY Port 35y
LDAP SSL Port 636

O Directory Service Conf 1011
[ LDAP User Group List Domain Name |
Base DN )

Groups directory as sub-tree from base DN
User Search Context

LDAP Group Scheme group
LDAP Member Scheme member

Directory Service Access Configuration
LDAP Auth UserName

LDAP Auth Password

Confirm Password

Principal User DN

Append Base DN to Principal User DN Enable '® Disable
Bind DN 1=admir L
Enhanced User Login ® Enable () Disable

User Login Search Filter ‘[&[objectclass=per50n)(cn=%s}}

[ Apply || Cancel || TestLDAP | ~

b. Enter each item in [Directory Service Configuration] Window.

Settings for Active Directory
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Select Active Directory to Directory Server Type and set each setting items.

Remark

If other Directory Service of Directory Server Type is selected each setting items are initialized.

TABLE 3.9 Setting item in [Directory Service Configuration] Window (Active Directory)

Item

Setting value and description

Global Directory Service Configuration

LDAP

The Enabled/Disabled of LDAP.

LDAP SSL When the transmission of the data between MMB and the directory
server is encrypted with SSL, select the “Enabled”.
Directory Server Type Select Directory Service. If other Directory Service of Directory
Server Type is selected each setting items are initialized.
Primary LDAP Server The setting of Directory Server.
LDAP Server IP Address or DNS name of Directory Server
LDAP Port LDAP Port of Directory Server (using in SSL Disabled)
LDAP SSL Port Secure LDAP Port of Directory Server (using in SSL Enabled)
Backup LDAP Server LDAP Server The setting of Backup Directory Server. When Backup Directory
LDAP Port Server is not used these items can be omitted.
LDAP SSL Port
Domain Name Full path name of DNS of Backup Directory Server.
Base DN Setting is not needed.

Base DN is generated from Domain Name.

Groups directory as sub-tree from base DN

The path of Organizational Unit (OU) including Group.

User Search Context

Setting is not needed.

LDAP Group Scheme

Setting is not needed.

LDAP Member Scheme

Setting is not needed.

Directory Service Access Configuration

LDAP Auth UserName

User name to log in LDAP Server

LDAP Auth Password

User password to log in LDAP Server

Confirm Password

User password to reconfirm.
(Input the same content as LDAP Auth Password.)

Principal User DN

Setting is not needed.

Append Base DN to Principal User DN

Setting is not needed.

Bind DN

Setting is not needed.

Enhanced User Login

Setting is not needed.

User Login Search Filter

Setting is not needed.

The setting example is shown as follows.
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FIGURE 3.52 [Directory Service Configuration] Window (Active Directory) (The setting example 1)

Network Confisuration Maintenance

Administration *LDAP Configuration >Directory Service Configuration R
Directory Service Configuration
Click the Apply Button to apply all changes. ~
i.rector)_-' Service Configuration
DAP User Group List.
Glohal Directory Service Configuration
LDAP @ Enable O Disable
LDAP SSL @ Enable O Disable
Directory Server Type Active Directory v|
LDAP Server 10.24.17.199
Primary LDAP Server LDAP Port 389
LDAP SSL Port 636
LDAP Server adfujitsu_co_jp
Backup LDAP Server LDAP Port 389
LDAP SSL Port 636
Domain Name adfujitsu_co_jp
Base DN
Groups directory as sub-tree from base DN OU=Groups
User Search Context CN=Users, DC=adfujitsu,DC=co,DC=jp
LDAP Group Scheme group
LDAP Member Scheme member <
| Apply || Gancel || TestLDAP A

FIGURE 3.53 [Directory Service Configuration] Window (Active Directory) (The setting example 2)

Network Configppration Maintenance
Admmistration *LDAP Configuration =Directory Service Configuration

Directory Service Configuration
Backup LUAP server LUAP Port J5Y
irectory Service Configuration EDESE Bort 6% =
DAP User Group List Domain Name adfujitsu.co_jp |
Base DN DC=adfuji 3 )
Groups directory as sub-tree from base DN QU=Groups
User Search Context CN=Users, DC=adfujitsu,DC=co,DC=jp
LDAP Group Scheme group
LDAP Member Scheme member
Directory Service Access Configuration
LDAP Auth UserName Administrator
LDAP Auth Password
Confirm Password
Principal User DN
Append Base DN to Prncipal User DN Enable ® Disable
Bind DN n=Administr !
Enhanced User Login ® Enable O Disable
User Logm Search Filter |(&(objeclc\ass=person}(cn=%s))
v
[ Apply || Cancel |[ TestiDaAP | A
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Settings for Novell eDirectory/OpenLDAP/OpenDS/Open DJ
Select using Directory Service (Novell eDirectory, OpenLDAP, OpenDS/Open DJ) from Directory Server Type and

set each setting items.
Remark

If other Directory Service of Directory Server Type is selected each setting items are initialized.

TABLE 3.10 Setting item in [Directory Service Configuration] Window (Novell eDirectory/OpenLDAP/OpenDS/OpenDJ)

Item

Setting value and description

Global Directory Service Configuration

LDAP

The Enabled/Disabled of LDAP.

LDAP SSL When the transmission of the data between MMB and the directory
server is encrypted with SSL, select the “Enabled”.
Directory Server Type Select Directory Service. If other Directory Service of Directory
Server Type is selected each setting items are initialized.
Primary LDAP Server The setting of Directory Server.
LDAP Server IP Address or DNS name of Directory Server
LDAP Port LDAP Port of Directory Server (using in SSL Disabled)
LDAP SSL Port Secure LDAP Port of Directory Server (using in SSL Enabled)
Backup LDAP Server LDAP Server The setting of Backup Directory Server. When Backup Directory
LDAP Port Server is not used these items can be omitted.
LDAP SSL Port

Domain Name

Setting is not needed.

Base DN

Specifying of Base DN.

Groups directory as sub-tree from base DN

The path of Organizational Unit (OU) including Group.

Specify the path from Base DN.

In BA16036, BB16036 or later, this can be omitted. When this item
is omitted, value of Base DN is set as search start point.

In version before BA16036, BB16036, this cannot be omitted.

User Search Context

In BA16036, BB16036 or later, this can specify the starting position
of the user search. When this item is omitted, value of Base DN is
set after applying.

In version before BA16036, BB16036, setting is not needed.

LDAP Group Scheme

In BA16036, BB16036 or later, this can set LDAP Group Scheme.
The initial value is “groopOfNames”.

Setting value changes by the Directory structure that was built on
the directory server.

In version before BA16036, BB16036, setting is not needed.

LDAP Member Scheme

In BA16036, BB16036 or later, this can set LDAP Member
Scheme.

The initial value is “member”.

Setting value changes by the Directory structure that was built on
the directory server.

In version before BA16036, BB16036, setting is not needed.
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Item Setting value and description

Directory Service Access Configuration

LDAP Auth UserName User name to log in LDAP Server
LDAP Auth Password User password to log in LDAP Server
Confirm Password User password to reconfirm.

(Input the same content as LDAP Auth Password.)

Principal User DN Setting of Principal User DN.
Append Base DN to Principal User DN Specifying of adding Base DN to Principal User DN.
Bind DN Setting is not needed.

Principal User DN using by LDAP authentication is displayed after
setting is saved.

Enhanced User Login In BA16036, BB16036 or later, this can set the Enable/Disable of
Enhanced User Login. When enabled, specifying of the user login

search filter is available.

In version before BA16036, BB16036, setting is not needed.

User Login Search Filter In BA16036, BB16036 or later, this can set tthe User Login Search
Filter.

The standard Search Filter “(&(objectclass=person)(cn=%s))" is
displayed. For login, the place folder “%s” is replaced to
corresponding Global Login.

Setting value changes by the Directory structure that was built on
the directory server.

In version before BA16036, BB16036, setting is not needed.

The setting example is shown as follows.
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FIGURE 3.54 [Directory Service Configuration] Window (OpenLDAP) (The setting example 1)

System Partition Network Confisuration Maintenance Logout
=User Administration *>LDAP Configuration >Directory Service Configuration
Directory Service Configuration
Click the Apply Button to apply all changes. o
U Directory Service Configuratic
0 LDAP User Group List
Global Directory Service Confignration
LDAP ® Enable O Disable
LDAP SSL (C Enable ® Disable
Directory Server Type Open LDAP v
LDAP Server 10.26.102.197
Primary LDAP Server LDAP Port 389
LDAP SSL Port 636
LDAP Server
Baclup LDAP Server LDAP Port 389
LDAP SSL Port 636
Domain Name
Base DN dc=CASdomain.dc=local
Groups directory as sub-tree from base DN ou=mmbAuth
User Search Context ou=mmblUser, de=CASdomain dc=local
LDAP Group Scheme groupOflames
LDAP Member Scheme member v
| Apply || Cancel ‘ | Test LDAP | ~
< > v

FIGURE 3.55 [Directory Service Configuration] Window (OpenLDAP) (The setting example 2)

System Pariition Network Configpration Maintenance
>User Administration >L DAP Configuration >Directory Service Configuration R
Directory Service Configuration
Backup LUAP Server LUAY port 38
D) Directory Service Configurati LDAP SSL Port 636 “
O LDAP User Group List Domain Name
Base DN dc=CASdomain dc=local
Groups directory as sub-tree from base DN ou=mmbAuth
User Search Context ou=mmbUser,dc=CASdomain.dc=local
LDAP Group Scheme groupCfiames
LDAP Member Scheme member
Directory Service Access Configuration
LDAP Auth UserName
LDAP Auth Password sssnsssse
Confirm Password sssesssse
Principal User DN cn=mmbadmin.ou=mmbUser dc=CASdomain.dc=local
Append Base DN to Principal User DN O Enable ® Disable
Bind DN
Enhanced User Login () Enable ® Disable
User Login Search Filter
v
| Apply || Cancel | ‘ Test LDAP ~
< > v
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c.  Click [Apply] button after input each setting item.

-> Dialog box of confirming is displayed.
d. Click [OK] button.
->The setting is reflected.

4. Evaluating LDAP connection
Remark

- Evaluate LDAP connection before current session of MMB Web-Ul is closed.
- When setting of [Directory Service Configuration] Window is changed, click [Apply] button before evaluating LDAP
connection. If LDAP connection is evaluated before [Apply] button is clicked, LDAP connection is evaluated at

previous setting.

- Itbecomes impossible to log in MMB by Local User ID and Global User ID when the session of MMB Web-Ul is
closed while having failed in LDAP connection test or having mistaken a set value of LDAP. In that case, log in by

Special Account and correct setting of LDAP.

a. Click a [Test LDAP]in [Directory Service Configuration] Window.

->Connected test is executed.

FIGURE 3.56 [Directory Service Configuration] Window (Test LDAP)

b Pariition Network Configuration Maintenance Logout
Administration *LDAP Configuration >Directory Service Configuration pe
Directory Service Configuration
Click the Apply Button to apply all changes. ~
irectory Service Configuration
DAP User Group List
Global Directory Service Configuration
LDAP (® Enable O Disable
LDAP S5L (® Enable O Disable
Directory Server Type Active Directory ™
LDAP Server 10.24.17.199 |
Primary LDAP Server LDAP Port 389
LDAP SSL Port 636
LDAP Server adfujitsu.co_jp |
Backup LDAP Server LDAP Port 389
LDAP SSL Port 636
Domain Name adfujitsu.co.jp |
Base DN
Groups directory as sub-tree from base DN QU=Groups
User Search Context CN=Users, DC=adfujitsu, DC=co.DC=jp
LDAP Group Scheme group
LDAP Member Scheme member S
~

[ Apply || Cancel |[ TestLDAP

b. Check the result of test.

- When connection test is succeeded following dialog box is displayed.
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FIGURE 3.57 Dialog box which in case connection test is succeeded.

-

A

MEssage

===

I_00619 The Test LDAP succeeded.

—r—

- When connection test is failed following dialog box is displayed.

FIGURE 3.58 Dialog box which in case connection test is failed.

message

ot

I

W_00620 The Test LDAP falled.

——
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3.7 Storage of the configuration information

Here explains the storage of the information configured at the time of installation. Take the backup of the MMB
configuration information.

Remark

Regularly take the backup of the MMB configuration information after the operation begins. All the printed windows are
examples of the display. The contents that are displayed by the system configuration are different.

3.7.1 Backup of the MMB configuration information

Here explains the Backup of the MMB configuration information.

Remark

The configuration information is restorable only with the PRIMEQUEST chassis which backed it up. For the details of
MMB configuration information restore see "8.12 Backup/Restore of MMB configuration n information” of PRIMEQUEST
2000 Series Administration Manual (CA92344-0537).

Operating principle
1. Click [Maintenance] - [Backup/Restore Configuration] - [Backup/Restore MMB Configuration]
-> The Backup/Restore MMB Configuration window is displayed. For [Backup/Restore MMB Configuration] window
see "[® Backup/Restore MMB Configuration] window" of "1.6.2 [Backup/Restore Configuration] menu" of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 3.59 Example of [Backup/Restore MMB Configuration] Window

pem Pamtibon User Admersimtion MNetwork Confeation
antenance =Backup Rectore Confmration =Backogs Bestore MOVE Coafiparmioa

Backup MMBE Configuration Fielp

Restore MMDB Configuration

T pestore the MWE Confipranon, select a fle and cbek "Resnore” timon

2. Click the [Backup] button.
->The storage location dialog box of the browser is displayed.
3. Select the storage path and click the [OK] button.
—->The download of configuration information file begins.
The initial value name of the MMB configuration information file to be backed up is as follows.
MMB_(Backup date) (MMB version).dat
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CHAPTER 4 Installation of Operating System

4.1

and bundled software

The installation method of operating system and the bundled software is explained here.
All the inserted windows are examples of display and the contents displayed by the system configuration, etc. are different.

Installation procedure of Operating System and bundled

software

When Boot Watchdog is enabled, during installation operation, partition reset may occur unpredictably by Boot Watchdog
function. Therefore, Boot Watchdog is cancelled before operating system is installed. For the cancellation method see
"9.4.1 Automatic reboot condition setting of partition” of PRIMEQUEST 2000 series Administration Manual (CA92344-
0537). SVIM(ServerView Installation Manager) is used to install operating system in the partition of PRIMEQUEST 2000
series. SVIM is a setup support tool to execute the below mentioned operations.

- Installation of operating system

- Installation of driver necessary for the operating system

- Installation of the bundled software

For the software which is automatically installed by using SVIM see "3.3 Bundled software" of PRIMEQUEST 2000 series
General Description (CA92344-0534).

For SVIM outline see ServerView Suite ServerView Installation Manager.

Moreover, there are points to be noted for SVIM. See FUJITSU Server PRIMEQUEST 2000/1000 Series Notes on
ServerView Suite(CA92344-0679).

Notes

Confirm the installation of SAN boot environment, installation of VMware as follows.

- Configuration of SAN boot environment
When SAN boot environment is to be installed, the SAN boot environment is configured before the operating system
is installed.
For the construction of SAN boot environment, see PRIMEQUEST 2000 Series SAN Boot Environment
Configuration Manual.

- When the installation VMware of operating system and the bundled software is to be installed then the procedure is
different. For Notes on VMware installation, see “Appendix D Notes on VMware installation”.

Notes

Disable Secure Boot before you install OS.

Secure boot is set by BIOS menu. Initial value of secure boot is “disabled”. Please see PRIMEQUEST 2000 Series Tool
Reference for setting method of secure boot.
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4.2 Install procedure of Operating System to Extended Partition

Here explains the points to be noted for the procedure to install Operating System to Extended Partition.

Virtual Media is available to only one Extended Partition of PPAR Partition if VGA/USB2 is assigned to the Extended
Partition. Therefore, when OS is installed with another Extended Partition on the same Physical Partition after
installation of OS, it is necessary to power OFF the Physical Partition and reassignment of VGA/USB2 to the
Extended Partition which carries out OS installation.
Please release of VGA/USB?2 to the Extended Partition after installation of OS, driver and tool.
Before installing the OS, assign a VGA/USB2 temporarily to the relevant extended partition.
In the case of the extended partition which is not assigned a VGA, the serial interface is required.
Fixed as follows:
Example
In case of RHEL7
1. Change setting file

Add “console = ttyS0, 115200" in the GRUB_CMDLINE_LINUX of /etc/default/grub
2. Reflect changes

- In case of UEFI boot

Execute “grub2-mkconfig -o /boot/efi/EFI/redhat/grub.cfg” command.
- In case of Legacy boot
Execute “grub2-mkconfig -o /boot/grub2/grub.cfg” command.
In case of RHEL6
- Comment out the line of splashimage = (hd0, 1) / grub / splash.xpm.gz in /etc/grub.conf
- Added “console = ttyS0, 19200n8” in the kernel line of /etc/grub.conf” in /etc/grub.conf
In case of RHEL7.1 or RHELS6.6, set “udevtimeout = 3600” to kernel option. If the kernel option was not set, boot time
of the Extended Partition with LAN device might extended for ten minutes or more compared with the time that was
been set.
Don't set “notsc” or “clocksource=hpet” kernel option in RHEL7.1 and RHEL6.6.
When the OS starts "Fast TSC calibration failed" appears in RHEL message.
This message is output when access performance to the PIT (Programmable Interval Timer) is less than the
expected value in TSC (Time Stamp Counter) adjustment process of OS boot. This cause is virtualization overhead of
PIT, which is performed by the Extended Partitioning Firmware. But in this case, the system does not be affected
because the OS switches automatically to the HPET (High Precision Event Timer).
During booting of RHEL6.6, the messages of “irq NN: nobody cared (try booting with the "irgpoll" option)” and
“Disabling IRQ #NN" may be logged. But if NN is from 16 to 19, these messages have no impact to OS’s operation.
Legacy boot from Emulex Single Port Fibre Channel Card or Dual Port Fibre Channel Card are not supported in
Extended Partition. The boot from these cards is supported only in UEFI mode.
If FC Card in PCI_Box is used, installation the module which matches firmware version in hot-plug operation is
needed. Get the module in following URL and install the module after OS installation.
http://support.ts.fujitsu.com/Download/Index.asp
Don't redirect kdump to the remote host via Extended Socket. Please use the host which is not routed through
Extended Socket.
In case of RHEL7.1 and RHEL7.2, Check that Extended Socket Driver is installed for using Extended Socket function.
Execute following command after OS installation. RHEL7.3 and later does not need this confirmation.
rpm -ga | grep fiexsock
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If “kmod-fiexsock-X (X depends on OS or Driver version)” is not displayed, the driver is not installed. Download the
driver from following URL and install the driver.
http://support.ts.fujitsu.com/Download/Index.asp
-> Fujitsu Server PRIMEQUEST
-> PRIMEQUEST 2000 Series
-> PRIMEQUEST 2400E3/2800E3/2400E2/2800E2/2400E/2800E
-> Red Hat Enterprise Linux Server
-> Red Hat Enterprise Linux7 (X86_64)
-> Device Driver
-> RHDUP driver package fiexsock for RHELX.X

- When personality configuration of CNA card or LAN card is changed in BIOS menu, the change is not reflected by
rebooting Extended Partition. To reflect the change, reset Physical Partition or change personality configuration on
Physical Partition.

- Memory size may be insufficient for kdump execution when Extended Socket is enabled. In this case, please adjust
crashkernel parameter in accordance with Linux User's Manual.

- Please use kemel revision of 3.10.0-327.10.1.el7 or later for RHEL7.2.

- Ifyou use hardware RAID, errors like "Adapter PRAID EP 420x: Controller encountered a fatal error and was reset’
may be registered at OS startup, however there is no operational problem.

- When activating the RAID software license from ServerViewRAID Manager, turn off / on the physical partition instead
of rebooting the extended partition after entering the activation key.
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4.3

43.1

Procedure to install Windows in SAN/ISCSI storage device

Here explains the procedure to install Windows in SAN storage device. Start the installation after confirming the MMB
configuration setting and successful login to the MMB.

Presetting

The following settings are done if necessary.
1. LUN of SAN storage device is set.
2. [PCI ROM Priority] of BIOS is set.
- For the UEFI Install
- Set [Device Manager]{PCI Subsystem Configuration]-[PClI ROM Priority] of BIOS menu to "EFI Compatible ROM".
- For the Legacy Install:
- Set [Device Manager]-{PCI Subsystem Configuration]-{[PCl ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]-{PCI Subsystem Configuration] {OpROM Scan Configuration] of BIOS menu to “Enable”
only for booting Device.
3. BIOSis set to recognize LUN of FC card.
For the settings of FC card, Converged Network Adapter and NIC for iISCSI Boot, see PRIMEQUEST 2000 Series
SAN Boot Environment Configuration Manual.
4. The partition settings in MMB are confirmed after the internal HDD/SDD of PRIMEQUEST is removed.
- SB/IOU configuration is set
See “3.4.1 Setting the partition configuration”
- Console redirection is set
See “3.4.6 Settings of Console Redirection”
- Video redirection: Enable
- Virtual media: Enable
- Various modes are set
See “3.4.5 Various mode settings”
5. Only LUN which becomes the installation target of SAN storage device is connected to the partition of
PRIMEQUEST.
For the settings of SAN storage device, see “Attached manual in the SAN storage device”.
6. I/O space is allocated in PCI Cards. For the allocation of /O space, see “3.4.5 Various mode settings” in this
document and “3.4.4.2 I/O Space Assignment Configuration” of PRIMEQUEST 2000 series Tool Reference
(CA92344-0539).
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4.3.2 Preparation for installation
The following preparations are done.
1. The following disk images should be prepared.
Media of Windows operating system
2. FC cable is made a single path (Connection of only 1 FC cable).
4.3.3 Installation of operating system
Operating system installation by SVIM is explained.
There are the following types in the operating system installation by SVIM. For the detailed procedure of the respective
modes, see ServerView Suite ServerView Installation Manager.
TABLE 4.1 Operating system installation by SVIM
Mode Function Overview Objective
Quick The operating system can be installed in the state recommended by This mode is used when
Mode Fujitsu by only executing the required minimum settings. operating system is easily
installed.
Guide It is set according to wizard set up information. The information that was | This mode is used for
Mode set, is saved in a configuration file and can be used at the time of re- advanced setting of RAID and
install operating system.
All the inserted windows are examples of display and the contents displayed by the system configuration, etc. are different.
Operations
1. Make the settings by which the ServerView Suite DVD is booted from the virtual media for the partition.
For settings, see“1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series Administration Manual
(CA92344-0537).
2. Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition.

Notes

The UEFI boots or the Legacy boots can be selected in the following procedure.

- 0

5 Q@

Select [Force boot into EFI Boot Manager] in MMB Web-UI.

Turn on the power supply of partition

The menu is selected in the following order by the Boot Manger front page. [Boot Maintenance Manager]- [Boot
Options]- [Change Boot Order]- [Change the order]

For UEFI aware OS, UEFI: Fujitsu Virtual CDROMXx xxX is set at the upper-most step.

For Legacy OS, Fuijitsu Virtual CDROMX xxx is set at the upper-most step.

For the Boot order setting method, see “B Change of priority level (Change Boot Order)” of “3.5.2 [Boot Options]
menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

Select [Commit Changes and Exit].

Return to the front page pushing the escape key twice.

Select [Boot Manager].

For UEFI aware OS, select UEFI: Fujitsu Virtual CDROMX Xxx.

For Legacy OS, select Fuijitsu Virtual CDROMX XxXx.

82 CA92344-0536-14



CHAPTER 4 Installation of Operating System and bundled software

434

N o o~ w

Warning
In the case of installation to SAN storage device, make sure to select CDROM from [BootManager] manually
and boot SVIM. If you boot SVIM from CDROM by Reset or Partition OFF/ON automatically, SAN storage is not
detected.

Windows Boot Manager is displayed. Select the first menu in Windows Boot Manager.

After a period of time, the language selection window is displayed. In case of English, select "English".

Click the "Next" button without setting anything on the initial display window.

[Deployment] is selected by the [To Welcome ServerView Installation Manager].

Installation mode is selected, operating system to be installed is selected and the operating system is set.

Remark

IP address of LAN cannot be set by the setting of operating system. Set the IP address after operating system

installation.

Click “Installation start-up”.

The installation starts.

Itis replaced to the installation medium of operating system according to the SVIM instruction.

Bundled software setting after installation is completed

Bundled software is set after the completion of operating system installation.

1.

OneCommand Manager is installed in the following cases.

- When the Emulex FC card or Converged Network Adapter Card is mounted.
And

- When OneCommandManager is not installed
The installation condition of OneCommandManager is determined by the presence of [Emulex] — [OneCommand
Manager] under the [start] menu — [all programs].

Note

In Windows Server 2016, Windows Server 2012 R2 or Windows Server 2012, “the [starf] menu — [all

programs]* should read “the [start] menu — [all apps]“.

a. Driver/Utility of FC Card is downloaded from the following URL.

http://support.ts.fujitsu.com/
Note
Driver/ Utility can be used by the PRIMEQUEST 2000 series though PRIMERGY is described in the
downloaded binary.
b. The downloaded file is executed by a double click.
The prompt window of cmd.exe (black window) is displayed for a while and the file is extracted.
Cc. The window closes automatically after the extraction is completed.
The download file is extracted and folder or file is newly created.
Remark
If the window does not close even if "Complete"” is displayed on the title bar of the window then click the "Close™
button and close the window.
d. Double click and execute "elxocm-windows-x86-XXXXX.exe"(in case of x86, 32-bit OS) or "elxocm-windows-
X64-XXXXX.exe"(in case of x64, 64-bit OS) in "FC_vXXXXXX" directory created by extraction.
Remark

"XXXX" shows the version number. Read properly.

83 CA92344-0536-14


http://support.ts.fujitsu.com/

CHAPTER 4 Installation of Operating System and bundled software

2.

Qlogic Converge Console (GUI/CLI) is installed in the following cases.
- When the Qlogic FC card is mounted.
And
- When Qlogic Converge Console (GUI/CLI) is not installed
The installation condition of Qlogic Converge Console (GUI) is determined by the presence of [Qlogic Corporation] —
[QCC GUI (localhost)] or [QCC GUI(127.0.0.1)] under the [start] menu — [all programs]
The installation condition of Qlogic Converge Console (CLI) is determined by the presence of [Qlogic Management
Suite] {QConvergeConsole CLI] under the [start] menu — [all programs]
Note
In Windows Server 2016, Windows Server 2012 R2 or Windows Server 2012, “the [start] menu — [all
programs]* should read “the [start] menu — [all apps]“.
a. Driver/ Utility of FC Card is downloaded from the following URL.
http:/support.ts.fujitsu.com/
Note
Driver/Utility can be used by the PRIMEQUEST 2000 series though PRIMERGY is described in the downloaded
binary.

b. The downloaded file is executed by a double click.
The prompt window of cmd.exe (black window) is displayed for a while and the file is extracted.
Cc. Thewindow closes automatically after the extraction is completed.
The download file is extracted and folder or file is newly created.
Remark
If the window does not close even if "Complete” is displayed on the title bar of the window then click the "Close"
button and close the window.
d. Double click and execute "QConvergeConsole_Installer Windows_XXXXX.exe" in "QCC_vXXXXXX" directory
created by extraction.
Remark
"XXXX" shows the version number. Read properly.
When the installation is completed, the partition is rebooted.
The setting of management LAN is confirmed.
Confirm STP function for switch is turned off if the switch is connected to management LAN for MMB.
The trap destination and mail destination are set through MMB.
Execute the coordination with the management software, etc. only if necessary.
a. [SNMP settings] is displayed on the MMB window and enable [SNMP] .
b. The trap destination of SNMP through MMB is set.
“6.5.2 Set up of SNMP”
Dump area is set.
Confirm that there is sufficient free space on the hard disk before acquiring the memory damp.
For details, see "11.4.3 Settings of dump environment (Windows)" of PRIMEQUEST 2000 series Administration
Manual (CA92344-0537).
The management information and configuration information are stored.
For details, see “5.7 Saving management and configuration information”.
UPS battery monitor is set.
When the duration of life of the UPS battery is monitored: see “Setting for component replacement alert for
PRIMEQUEST “. This document is downloaded from the following URL.

http:/AMwww fujitsu.com/global/products/computing/servers/mission-critical/primequest/documents/manuals/
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4.3.5

4.4

441

9. Watchdog Timer allows reboot OS in case that OS freezes. Rebooting OS is executed when the set time
passes, For details, see “8.4 Automatic Partition Restart Conditions” of PRIMEQUEST 2000 series Administration

Connection of SAN and the internal HDD/SDD after installation

Manual (CA92344-0537).

For SAN and the internal HDD/SDD connection after the completion of installation, see PRIMEQUEST 2000 Series SAN

Boot
1.

Procedures to install Windows into internal HDD/SSD

Environment Configuration Manual.

Change and confirm the settings of the detailed information of the FC card.

For details, see PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manual.
OneCommand Manager is started. The following driver parameters are set.

For the details of the set value, see San storage device manual.

Topology
Queue Depth
Queue Target
Link Speed
Check the registry information.

For details on the checking method, see PRIMEQUEST 2000 Series SAN Boot Environment Creation Manual.

For details on setting value, see Manual of SAN storage device.

TimeOutValue

This section briefly describes the procedures by which Windows is installed in the internal HDD/SSD. Start the installation

after checking the MMB configuration and successful to log in to the MMB.

Presetting

If necessary, the following settings are done.

1.

Remove each built-in HDD that is not the installation destination.

2. The setting of partition is checked by MMB.

3.

Setting of configuration of SB/IOU
See “3.4.1 Setting the partition configuration”
Setting of Console Redirection
See “3.4.6 Settings of Console Redirection”
Video redirection: Enable
Virtual media: Enable
Setting of various modes
See “3.4.5 Various mode settings”
[PCI ROM Priority] of BIOS is set.
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- Forthe UEFI Install
- Set [Device Manager]{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "EFI Compatible
ROM".
- Forthe Legacy Install:
- Set [Device Manager]-{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]{PCI Subsystem Configuration]{OpROM Scan Configuration] of BIOS menu to “Enable”
only for booting Device.
4. The I/O space is allocated in the SAS card and in the SAS RAID controller card.
For details on allocation of I/O space, see “3.4.5 Various mode settings” and [Configure I/O Space Assignment]
menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

Preparations for installation

The following preparations are done.
1. The following disk images are prepared.
Media of Windows operating system
Remove all FC cables.
Mount the following disk image by connecting the video redirection.
Change the boot order, and set DVD Boot to the top priority of the starting order.
For details, see “1.3.1 [Power Control] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

Installation of operating system

This section explains the installation of operating system using SVIM.
There are the following types of operating system installations using SVIM.
For the detailed procedures of each mode, see ServerView Suite ServerView Installation Manager.

TABLE 4.2 Operating System Installation using SVIM

Mode

Functional Overview Purpose

Quick
mode

You can simply use the minimum settings necessary for operating For easy installation.
system installation. This mode uses Fujitsu's recommended settings.

Guide
mode

You can specify setup information by following the instructions of the For detailed setting of RAID or
wizard. You can save the specified information in a configuration file for | OS.
use during reinstallation.

All the screenshots are the display examples. Contents displayed may differ depending on system configuration.

Operations

1. Ifsetting is done, you can boot the ServerView Suite DVD from virtual media for the partition.
For details on configuration, see“1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537).

2. Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition.
Note
It can be started by selecting "Force boot from DVD" by Boot Selector in MMB Web-Ul or it can be started from the
virtual media by changing the boot order to DVD by UEFI. If it is started by selecting "Force boot from DVD" by Boot
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Selector in MMB Web-Ul it is started in Legacy mode.

When operating system corresponds to the UEFI mode, the installation can be done in UEFI mode by changing the

boot order according to the following procedure.

a. After turning on the power supply of the partition, while the FUJITSU logo is displayed, press any key (such as
[Space] key) except [Enter] key and the Boot Manager front page is displayed.

b. The menuis selected on the Boot Manager front page in the following order. [Boot Maintenance Manager]-{Boot
Options]-[Change Boot Order]{Change the order]

c. For UEFI aware OS, UEFI: Fujitsu Virtual CDROMx xxx is set at the upper-most step.
For Legacy OS, Fuijitsu Virtual CDROMX xxx is set at the upper-most step.
For details on the setting method of boot order, see “m Change Boot Order of “3.5.2 [Boot Options] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

d. [Commit Changes and Exit] - [Reset System] is specified and the partition is rebooted.

After a period of time, the language selection window is displayed. In case of English, select “English”.

In initial display window, click the [Next] button as follows without setting anything.

Select [Deployment] on the [To Welcome ServerView Installation Manager] window.

Select the installation mode and the operating system to be installed and set the operating system.

Remark

The IP address of LAN cannot be set in the setting of operating system. Set the IP address after installing the

operating system.

Click [Installation Start].

The installation is started.

Replace with the installation medium of the operating system according to the instructions of SVIM.

Setting the bundled software after completion of installation

After completion of operating system installation, set the bundled software.

1.

Install OneCommand Manager in the following cases.
- When the Emulex FC card or Converged Network Adapter Card is mounted
and
- When the OneCommand Manager is not installed.
It can be judged whether [Emulex] {OneCommand Manager] exist under [Start] menu-[All programs] in the
installation status of OneCommand Manager.
Note
In Windows Server 2016, Windows Server 2012 R2 or Windows Server 2012, “the [starf] menu — [all
programs]* should read “the [start] menu — [all apps]“.
a. Download the driver/utility of FC card or Converged Network Adapter Card from the following URL.
http://support.ts.fujitsu.com/
Note:
The driver/utility can be used in the PRIMEQUEST 2000 series though PRIMERGY is described in the
downloaded binary.

b. Double click the downloaded file and execute it.

The prompt screen of cmd.exe (black window) is displayed for a while and the file is extracted.
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2.

The window is closed automatically when the extraction is completed.

The downloaded file is uncompressed, and the folder or the file is created newly.

Remark

When the window is not closed even if displayed as [Complete] in the title bar of the window, click the [Close]
button and close the window.

Double-click the " elxocm-windows-x86-XXXXX.exe"(in case of x86, 32-hit OS) or "elxocm-windows-x64-
XXXXX.exe"(in case of x64, 64-bit OS) in the “FC_vXXXXXX" directory created in the decompression, and
execute it.

Remark

“XXXXX" shows the version number. Read it in different way properly.

Qlogic Converge Console (GUI/CLI) is installed in the following cases.

When the Qlogic FC card is mounted.

and

When Qlogic Converge Console (GUI/CLI) is not installed

- The installation condition of Qlogic Converge Console (GUI) is determined by the presence of [Qlogic
Corporation] — [QCC GUI(localhost)] or [QCC GUI(127.0.0.1)] under the [start] menu — [all programs]

- The installation condition of Qlogic Converge Console (CLI) is determined by the presence of [Qlogic
Management Suite] -{QConvergeConsole CLI] under the [start] menu — [all programs]

Note
In Windows Server 2016, Windows Server 2012 R2 or Windows Server 2012, “the [starf] menu — [all
programs]* should read “the [start] menu — [all apps]“.

a.

Driver/ Utility of FC Card is downloaded from the following URL.

http://support.ts.fujitsu.com/

Note

Driver/Utility can be used by the PRIMEQUEST 2000 series though PRIMERGY is described in the downloaded
binary.

The downloaded file is executed by a double click.

The prompt window of cmd.exe (black window) is displayed for a while and the file is extracted.

The window closes automatically after the extraction is completed.

The download file is extracted and folder or file is newly created.

Remark

If the window does not close even if "Complete” is displayed on the title bar of the window then click the "Close"
button and close the window.

Double click and execute "QConvergeConsole_Installer_Windows_XXXXX.exe" in "QCC_vXXXXXX" directory
created by extraction.

Remark

"XXXX" shows the version number. Read properly.

When the installation is completed, reboot the partition.

Check the setting of management LAN.

The STP function of the port to be connected is turned OFF when the management LAN is used for communication
with MMB in the switching hub which supports the STP function.
Set the trap destination and Mail Sending destination through MMB.

Execute linkage with the operation management software only if necessary.

a.

The [SNMP setting] is displayed on the MMB screen, and enable the SNMP.
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b. The trap destination of SNMP is set through MMB.
See “6.5.2 Set up of SNMP”

6. Setthe dump area.
Check whether there is sufficient free space in the hard disk before acquiring the memory dump. For details, see
(“11.4.4 Setting (Windows) of dump environment” of PRIMEQUEST 2000 series Administration Manual (CA92344-
0537).

7. Save the management information and configuration information.
For details, see “5.7 Saving management and configuration information”.

8. UPS battery monitor is set.
When the duration of life of the UPS battery is monitored: see “Setting for component replacement alert for
PRIMEQUEST “. This document is downloaded from the following URL.
http:/Amww.fujitsu.com/global/products/computing/servers/mission-critical/primequest/documents/manuals/

9. Watchdog Timer allows reboot OS in case that OS freezes. Rebooting OS is executed when the set time
passes, For details, see “8.4 Automatic Partition Restart Conditions” of PRIMEQUEST 2000 series Administration
Manual (CA92344-0537).

445 After Installation, Connection between SAN and internal HDD/SSD

For SAN and the internal HDD/SDD connection after the completion of installation, see PRIMEQUEST 2000 Series SAN
Boot Environment Configuration Manual.
1. Change and confirm the settings of the detailed information of the FC card.
For details, see PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manual.
2. OneCommand Manager is started. The following driver parameters are set.
For the details of the set value, see San storage device manual.
- Topology
- Queue Depth
- Queue Target
- Link Speed
3. Check the registry information.
For details on the checking method, see PRIMEQUEST 2000 Series SAN Boot Environment Creation Manual.
For details on setting value, see Manual of SAN storage device.
- TimeOutValue
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4.5

45.1

4.5.2

Procedures to install RHEL in SAN storage device

This section describes the procedure to install RHEL in SAN storage device.

Start the installation after confirming the MMB configuration and successful to log in to the MMB.

Presetting

Set the following if necessary.

1.
2.

Set the LUN of the SAN storage device.
[PCI ROM Priority] of BIOS is set.
- For the UEFI Install
- Set [Device Manager]-{PCI Subsystem Configuration]{PCI ROM Priority] of BIOS menu to "EFI Compatible
ROM".
- For the Legacy Install:
- Set [Device Manager]-{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]-{PCI Subsystem Configuration]-{OpROM Scan Configuration] of BIOS menu to “Enable”
only for booting Device.
Set the BIOS to recognize LUN of the FC card, Converged Network Adapter and NIC for iSCSI Boot.
For setting the FC card, Converged Network Adapter and NIC for iISCSI Boot, see “Chapter 2 Setting of fiber channel
card (FC card)” of PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manual.
Check the setting of the partition by MMB after removing the internal HDD/SSD of PRIMEQUEST.
- SB/IOU configuration is set
See “3.4.1 Setting the partition configuration”
- Console redirection is set
See “3.4.6 Settings of Console Redirection”
- Video redirection: Enable
- Virtual media: Enable
- Various modes are set
See “3.4.5 Various mode settings”
Connect only the LUN which installs the SAN storage device to the partition of PRIMEQUEST.
For the setting of SAN storage device, see the manual attached with the SAN storage device.
Allocate the I/O space in the FC card for boot path and in the SAS RAID controller card.
For details on allocation of the I/O space, see “3.4.5 Various mode settings” and “3.4.4.2 I/O Space Assignment
Configuration” of PRIMEQUEST 2000 Series Tool Reference (CA92344-0539).

Preparation for installation

No RHEL distribution DVD is available for RHEL installation. Users who have purchased a RHEL subscription will need to
create a RHEL distribution DVD.
Customer Portal :

https://access.redhat.com/home
Create an image of the RHEL distribution DVD.
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Creation of RHEL installation DVD image
The image file of distribution DVD is downloaded by log in to the customer portal (https://access.redhat.com/) of Red Hat

Company in other systems.

Note

The image file of distribution DVD is different for the minor release and each architecture (for Intel64). Download the
targeted DVD image file.

Remark

The subscription registration to the customer portal of the Red Hat Company is required to download the file.

Preparation for boot
The FC cable is made single path (connect only one FC cable).

45.3 Execution of installation

The operating system installation with SVIM is explained.
There are the following types for operating system installation with SVIM. For the detailed procedure of each mode, see
ServerView Suite ServerView Installation Manager.

TABLE 4.3 Operating system installation with SVIM

Mode Functional Overview Purpose

Quick mode The operating system can be installed with the recommendation | Itis used when the operating system is
of Fujitsu only by setting minimum required limits. to be readily installed.

Guide mode The setup information is set following the wizard. The It is used when the details of RAID and
information which is set is saved in the configuration file, and it the operating system are set.
can be used during reinstallation.

Operations
1. The settings are done to boot the ServerView Suite DVD from virtual media for the partition.
For details on configuration, see“1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537).
2. Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition.
Note:
The UEFI boots or the Legacy boots can be selected in the following procedure.

Select [Force boot into EFI Boot Manager] in MMB Web-UI.

b.  Turn on the power supply of the partition.

c. The menuis selected on the Boot Manager front page in the following order. [Boot Maintenance Manager]-[Boot
Options]-[Change Boot Order]{Change the order]

d. For UEFI aware OS, UEFI: Fujitsu Virtual CDROMX xxx is set at the upper-most step.
For Legacy OS, Fuijitsu Virtual CDROMX xxx is set at the upper-most step.
For details on the setting method of boot order, see “m Change Boot Order of “3.5.2 [Boot Options] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

e. Select [Commit Changes and Exit].

f.  Return to the front page pushing the escape key twice.

g. Select [Boot Manager].
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h.  For UEFI aware OS, select UEFI: Fujitsu Virtual CDROMX XxX.
For Legacy OS, select Fuijitsu Virtual CDROMX xxXx.
Warning
In the case of installation to SAN storage device, make sure to select CDROM from [BootManager] manually
and boot SVIM. If you boot SVIM from CDROM by Reset or Partition OFF/ON automatically, SAN storage is not
detected.

Windows Boot Manager is displayed. Select the first menu in Windows Boot Manager.

After a period of time, the language selection window is displayed.

In case of English, select “English”.

In initial display window, click [Next] button without setting anything.

Select [Deployment] in [Welcome ServerView Installation Manager] window.

Select installation mode, select operating system to be installed and set the operating system.

Warning

If you select Guide mode in the environment where Dynamic Reconfiguration will be used, do not select [Minimum

Install] on [Package Selection] window. Dynamic Reconfiguration cannot operate properly.

Remark

The IP address of LAN cannot be set in setting operating system. Set IP address after installing the operation system.

8. Click [Start installation].
The installation is started.
9. Replace with the installation medium of operating system according to the instructions of SVIM.
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4.5.4 Configuring Bundled Software after Installation

Bundled software is configured after installing the operating system.
1. The trap destination from the partition is configured.
Remark
Configuring of the trap destination can be checked by using standard trap for SNMP service. For details, see “6.5.2
Set up of SNMP”,
2. The trap destination and Mail destination through MMB are configured.
In linkage with operations management software, it is configured only if necessary.
- Configuring SNMP trap destination through MMB
See “6.5.2 Set up of SNMP”
- The report destination and the filter are set when Alarm E-Mail is configured.
See “3.3.9 Set up of Alarm E-Mail”
3. OneCommand Manager is installed while installing FC card.
a. By executing the following command, the libnl package information is displayed. Confirm that libnl is installed.

| # rpm -qi libnl ‘

If libnl is not installed, search libnl package in installation media of distribution, and install libnl package by
executing the following command.

| # rpm —-ivh libnl-<version>-<release>.<arch>.rpm ‘

Remark
Read the part of <version>, <release>, <arch> properly.
b. Download the driver/utility of FC Card from the following URL.
http://support.ts.fujitsu.com/Download/Index.asp
Note
Though PRIMERGY is described in the downloaded binary, driver/utility can be used by the PRIMEQUEST
2000 series.
c. Thefile to be downloaded is copied in an arbitrary directory of the PRIMEQUEST 2000 series and then

extracted.
# tar xvzf F1010350.tar.gz

d. The file given below is extracted.

Remark

For the method of installing “SNIA HBA API library”, see readme.txt extracted under HBA_API_LIB.
e. Reboot the partition after installation.

FIGURE 4.1 File Structure

HBA_API_LIB enterprise_kitfiles
install

uninstall

readme. txt

4. The dump area is configured.
Confirm that hard disk has enough free space before collecting the memory dump.

After OS installation, do a setting of kdump as following:
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a. Change the setting of Grub's parameter “crashkernel” to value which match the customer environment (256M is

splashimage=(hd0,0)/grub/splash.xpm.gz

hiddenmenu

title Red Hat Enterprise Linux Server (<kernel revision>.x86_64)

root (hd0,0)

kernel /vmlinuz-<kernel revision>.x86_64 ro root=UUJID=x00000K—XXOOKKIKKKK=XXOOKXKXKXKX O
rd_NO_LUKS LANG=ja JP.UTF-8 rd_NO_MD SYSFONT=latarcyrhebsunl6 KEYBOARDTYPE=pc
KEYTABLE=jp106

rd NO_LW rd NO_DM crashkernel=256M

initrd Zinitramfs-<kernel revision>.x86_64.img

standard).
(example)
Edit the file “/etc/grub.conf” as following:
default=0
timeout=5

b. Change setting of kdump to work with small memory
- Case of Red Hat Enterprise Linux 6.4
Add setting of cp command to core_collector of /etc/kdump.conf file
Edit the file "/etc/kdump.conf" as following:

core_collector cp --sparse=always
extra_bins /bin/cp

4.5.5

[Note] makedumpfile command cannot be used for core_collector because the command uses big memory
and system may run out of memory.
- Case of Red Hat Enterprise Linux 6.5
Any changes is not needed for core_collector
[Note] RHEL6.5 improves memory usage of the makedumpfile command.
c. Reboot
5. Save the management information and configuration.
For details, see 5.7 Saving management and configuration information”.
6. UPS battery monitor is set.
When the duration of life of the UPS battery is monitored: see “Setting for component replacement alert for
PRIMEQUEST “. This document is downloaded from the following URL.
http:/Amww.fujitsu.com/global/products/computing/servers/mission-critical/primequest/documents/manuals/
7. Watchdog Timer allows reboot OS in case that OS freezes. Rebooting OS is executed when the set time

passes. For details, see “8.4 Automatic Partition Restart Conditions” of PRIMEQUEST 2000 series Administration
Manual (CA92344-0537).

After installation, connecting SAN and internal HDD/SSD

See PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manual , for connecting SAN with internal
HDD/SSD, after installation.
Moreover, for details on driver parameter, see readme of the driver supplied.
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4.6 Procedure to install RHEL into internal HDD/SSD

This section briefly describes the procedure to install RHEL into internal HDD/SSD.

Start the installation after confirming the MMB configuration and successful to log in to the MMB.

4.6.1 Presetting

If necessary, the following settings are done.

Remove each internal HDD that is not the installation destination.

The setting of partition is checked by MMB.

Setting of configuration of SB/IOU

See “3.4.1 Setting the partition configuration”
Setting of Console Redirection

See “3.4.6 Settings of Console Redirection”
Video redirection: Enable

Virtual media: Enable

Setting of various modes

See “3.4.5 Various mode settings”

[PCI ROM Priority] of BIOS is set.

For the UEFI Install
- Set [Device Manager]-{PCI Subsystem Configuration]{PCl ROM Priority] of BIOS menu to "EFI Compatible
ROM".
For the Legacy Install:
- Set [Device Manager]{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]{PCI Subsystem Configuration]{OpROM Scan Configuration] of BIOS menu to “Enable”
only for booting Device.

4. The l/O space is allocated in the SAS card and in the SAS RAID controller card.

For details on allocation of I/O space, see “3.4.5 Various mode settings” in this document and “3.4.4.21/0O Space

Assignment Configuration” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

4.6.2 Preparing for Installation

As distribution DVD of RHEL is not provided beforehand while installing RHEL, the user who has subscribed the RHEL
must create the DVD by himself.

Creating the RHEL Distribution DVD Image
Download the image file of distribution DVD by logging in to customer portal (https://access.redhat.com/) of Red Hat, Inc.

by using other system.

Note
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The image file of the distribution DVD differs with respect of the minor release and architecture (for Intel64). Therefore,
download the intended DVD image file.

Remark

It is necessary to register in the customer portal of Red Hat, Inc. for subscription before downloading the file.

Preparing for Boot
All FC cables are removed.

4.6.3 Installation

The operating system installation with SVIM is explained.
There are the following types for operating system installation with SVIM. For the detailed procedure of each mode, see

ServerView Suite ServerView Installation Manager.

TABLE 4.4 Operating system installation with SVIM

Mode Functional Overview Purpose
Quick mode You can simply use the minimum settings necessary for For easy installation.
operating system installation. This mode uses Fujitsu's
recommended settings.

Guide mode You can specify setup information by following the instructions For detailed setting of RAID or OS.
of the wizard. You can save the specified information in a
configuration file for use during reinstallation.

Operations

1. The settings are done to boot the ServerView Suite DVD from virtual media for the partition.
For details on configuration, see “1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537).

2. Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition.
Note:
It can be started by selecting "Force boot from DVD" by Boot Selector in MMB Web-Ul or it can be started from the
virtual media by changing the boot order to DVD by UEFI. If it is started by selecting "Force boot from DVD" by Boot
Selector in MMB Web-Ul it is started in Legacy mode.

When operating system corresponds to the UEFI mode, the installation can be done in UEFI mode by changing the

boot order according to the following procedure.

a. After turning on the power supply of the partition, while the FUJITSU logo is displayed, press any key (such as
[Space] key) except [Enter] key and the Boot Manager front page is displayed.

b. The menuis selected on the Boot Manager front page in the following order. [Boot Maintenance Manager]-[Boot
Options]-[Change Boot Order]-{Change the order]

c. For UEFI aware OS, UEFI: Fuijitsu Virtual CDROMX xxx is set at the upper-most step.
For Legacy OS, Fuijitsu Virtual CDROMX xxx is set at the upper-most step.
For details on the setting method of boot order, see “m Change Boot Order of “3.5.2 [Boot Options] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

d. [Commit Changes and Exit] - [Reset System] is specified and the partition is rebooted.
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46.4

After a period of time, the language selection window is displayed.

In case of English, select “English”.

In initial display window, click [Next] button without setting anything.

Select [Deployment] in [Welcome ServerView Installation Manager] window.

Select installation mode, select operating system to be installed and set the operating system.

Warning

If you select Guide mode in the environment where Dynamic Reconfiguration will be used, do not select [Minimum
Install] on [Package Selection] window. Dynamic Reconfiguration cannot operate properly.

Remark

The IP address of LAN cannot be set in setting operating system. Set IP address after installing the operation system.
Click [Start installation].

The installation is started.

Replace with the installation medium of operating system according to the instructions of SVIM.

Configuring Bundled Software after Installation

Bundled software is configured after installing the operating system.

8.

The trap destination from the partition is configured.

Remark

Configuring of the trap destination can be checked by using standard trap for SNMP service. For details, see “6.5.2

Configuring SNMP”.

The trap destination and Mail destination through MMB are configured.

In linkage with operations management software, it is configured only if necessary.

- Configuring SNMP trap destination through MMB
See “6.5.2 Set up of SNMP”

- The report destination and the filter are set when Alarm E-Mail is configured.
See “3.3.9 Set up of Alarm E-Mail”

10. OneCommand Manager is installed while installing FC card.

a. By executing the following command, the libnl package information is displayed. Confirm that libnl is installed.

| # rpm -qi libnl ‘

If libnl is not installed, search libnl package in installation media of distribution, and install libnl package by

executing the following command.

| # rpm -ivh libnl-<version>-<release>_<arch>.rpm ‘

Remark
Read the part of <version>, <release>, <arch> properly.
b. Download the driver/utility of FC Card from the following URL.
http://support.ts.fujitsu.com/
Note
Though PRIMERGY is described in the downloaded binary, driver/utility can be used by the PRIMEQUEST
2000 series.
c. Thefile to be downloaded is copied in an arbitrary directory of the PRIMEQUEST 2000 series and then

extracted.

tar xvzf F1010350.tar.gz
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d. Thefile given below is extracted.

Remark

For the method of installing “SNIA HBA API library”, see readme.txt extracted under HBA_API_LIB.
e. Reboot the partition after installation.

FIGURE 4.2 File Structure

HBA_API_LIB enterprise_kitfiles
install
uninstall

readme. txt

11. The dump area is configured.
Confirm that hard disk has enough free space before collecting the memory dump.
After OS installation, do a setting of kdump as following:
a. Change the setting of Grub's parameter “crashkernel” to value which match the customer environment (256M is
standard)..
(example)

Edit the file “/etc/grub.conf” as following:

default=0

timeout=5

splashimage=(hd0,0)/grub/splash.xpm.gz

hiddenmenu

title Red Hat Enterprise Linux Server (<kernel revision>.x86_64)

root (hd0,0)

kernel /vmlinuz-<kernel revision>.x86_64 ro root=UUJID=x00000K—XXOOKKIKKKK=XXOOKXKXKXKX O
rd_NO_LUKS LANG=ja JP.UTF-8 rd_NO_MD SYSFONT=latarcyrhebsun16 KEYBOARDTYPE=pc KEYTABLE=jpl06
rd NO_LW rd NO_DM crashkernel=256M

initrd Zinitramfs—-<kernel revision>.x86_64.img

b. Change setting of kdump to work with small memory
- Case of Red Hat Enterprise Linux 6.4
Add setting of cp command to core_collector of /etc/kdump.conf file
Edit the file "/etc/kdump.conf" as following:
core_collector cp --sparse=always

extra_bins /bin/cp

[Note] makedumpfile command cannot be used for core_collector because the command uses big memory
and system may run out of memory.
- Case of Red Hat Enterprise Linux 6.5
Any changes is not needed for core_collector
[Note] RHEL6.5 improves memory usage of the makedumpfile command.
c. Reboot
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4.6.5

12.

13.

14.

15.

NTP client is configured.

NTP server on the operating system side is configured.

For details, see “5.6 Setup of NTP client”.

Save the management information and configuration.

For details, see “5.7 Saving management and configuration information”.

UPS battery monitor is set.

When the duration of life of the UPS battery is monitored: see “Setting for component replacement alert for
PRIMEQUEST “. This document is downloaded from the following URL.
http:/Amww.fujitsu.com/global/products/computing/servers/mission-critical/primequest/documents/manuals/
Watchdog Timer allows reboot OS in case that OS freezes. Rebooting OS is executed when the set time
passes. For details, see “8.4 Automatic Partition Restart Conditions” of PRIMEQUEST 2000 series Administration
Manual (CA92344-0537).

After installation, connecting SAN with internal HDD/SSD

See PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manual, for connecting SAN with internal
HDD/SSD, after installation. Moreover, for details on driver parameter, see readme of the driver supplied.
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4.7

4.7.1

Procedure to install VMware on the SAN storage device

This section briefly describes the procedure by which VMware is installed on the SAN storage device. Start the installation
after confirming the MMB configuration and successful to log in to the MMB.

Presetting

Set the following if necessary.

1. Setthe LUN of the SAN storage device.
2. [PCI ROM Priority] of BIOS is set.
- Forthe UEFI Install
- Set [Device Manager]{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "EFI Compatible
ROM".
- For the Legacy Install:
- Set [Device Manager]-[PCI Subsystem Configuration]-{[PCl ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]{PCI Subsystem Configuration]{OpROM Scan Configuration] of BIOS menu to “Enable”
only for booting Device.

3. Setthe BIOS to recognize LUN of the FC card, Converged Network Adapter and NIC for iSCSI Boot.

For setting the FC card, see “Chapter 2 Setting of fiber channel card (FC card)” of PRIMEQUEST 2000 Series SAN
Boot Environment Configuration Manual.

4. Check the setting of the partition by MMB after removing the internal HDD/SSD of PRIMEQUEST.

- SB/IOU configuration is set

See “3.4.1 Setting the partition configuration”
- Console redirection is set

See “3.4.6 Settings of Console Redirection”
- Video redirection: Enable
- Virtual media: Enable
- Various modes are set

See “3.4.5 Various mode settings”

5. Connect only the LUN which installs the SAN storage device to the partition of PRIMEQUEST.

For the setting of SAN storage device, see the manual attached with the SAN storage device.

6. Allocate the 1/O space in the FC card for boot path and in the SAS RAID controller card.

For details on allocation of the I/O space, see “3.4.5 Various mode settings” in this document and “3.4.4.2 I/O Space
Assignment Configuration” of PRIMEQUEST 2000 Series Tool Reference (CA92344-0539).

7. Set PCl Address Mode to PCI Bus Mode by MMB Web-UI.

For details on PCI Address Mode setting, see “1.3.9 [Partition#x] Menu” of PRIMEQUEST 2000 series Tool
Reference Manual (CA92344-0539).

Remark

In case of VMware5.x, be sure to set PCI Address Mode to PCI Bus Mode.

In case of using of Vt-d function in VMware6.x, be sure to set PCI Address Mode to PCI Bus Mode.
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4.7.2 Preparation of installation

Additionally, see the VMware information, at the time of preparation of the installation.
For the VMware information, contact the distributor where you purchased your product, or your sales representative.

The following preparation is done just before the installation.
1. The following disk image is prepared.
Media of VMware
2. The FC cable is made a single path (wire connection of only 1 FC cable).
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4.7.3 Installation of VMware

The operating system installation with SVIM is explained.

There are the following types for operating system installation with SVIM. For the detailed procedure of each mode, see

ServerView Suite ServerView Installation Manager.

TABLE 4.5 Operating system installation with SVIM

Mode Functional Overview Purpose

Quick mode You can simply use the minimum settings necessary for For easy installation.
operating system installation. This mode uses Fujitsu's
recommended settings.

Guide mode You can specify setup information by following the instructions For detailed setting of RAID or OS.
of the wizard. You can save the specified information in a
configuration file for use during reinstallation.

Operations

1. The settings are done to boot the ServerView Suite DVD from virtual media for the partition.
For details on configuration, see “1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537).

2. Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition..
Note:
The UEFI boots or the Legacy boots can be selected in the following procedure.

a.
b.

C.

- o0

7 e

Select [Force boot into EFI Boot Manager] in MMB Web-UI.

Turn on the power supply of the partition

The menu is selected on the Boot Manager front page in the following order. [Boot Maintenance Manager]-{Boot
Options]-[Change Boot Order]{Change the order]

For UEFI aware OS, UEFI: Fujitsu Virtual CDROMX xxx is set at the upper-most step.

For Legacy OS, Fuijitsu Virtual CDROMX xxx is set at the upper-most step.

For details on the setting method of boot order, see “m Change Boot Order of “3.5.2 [Boot Options] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

Select [Commit Changes and Exit]

Return to the front page pushing the escape key twice.

Select [Boot Manager].

For UEFI aware OS, select UEFI: Fujitsu Virtual CDROMX XxX.

For Legacy OS, select Fujitsu Virtual CDROMX XxX.

Warning

In the case of installation to SAN storage device, make sure to select CDROM from [BootManager] manually
and boot SVIM. If you boot SVIM from CDROM by Reset or Partition OFF/ON automatically, SAN storage is not
detected.

3. After a period of time, the language selection window is displayed.

In case of English, select “English”.

In initial display window, click [Next] button without setting anything.

Select [Deployment] in [Welcome ServerView Installation Manager] window.

Select installation mode, select operating system to be installed and set the operating system.

Remark

The IP address of LAN cannot be set in setting operating system. Set IP address after installing the operation system.
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7. Click [Start installation].
The installation is started.
8. Replace with the installation medium of operating system according to the instructions of SVIM.
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4.7.4 Setting of Software Watchdog.

Watchdog Timer allows reboot OS in case that OS freezes. Rebooting OS is executed when the set time passes,
For details, see “8.4 Automatic Partition Restart Conditions” of PRIMEQUEST 2000 series Administration Manual
(CA92344-0537).

4.7.5 VMware Installation completion.

Reboot the partition of the PRIMEQUEST 2000 series when the setting is completed.

Warning

In the case of installation of VMware ESXi 5.x or ESXi 6.x in UEFI mode, you have to make and register new boot
manager because boot option which is made in installation cannot boot OS automatically. See (12) [PRIMEQUEST
2000/1000 Series] of “7. Notes on ServerView Installation Manager (SVIM) (V11.15.01)" in FUJITSU Server
PRIMEQUEST 2000/1000 Series Notes on ServerView Suite(CA92344-0679)

4.7.6 Installation of Bundled Software

For details on bundled software, see [D.2 Installing VMware Bundled Software]
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4.8

48.1

4.8.2

Procedure to install VMware into internal HDD/SSD

This section describes the procedure of installing internal HDD/SSD for VMware.
Start the installation after confirming the MMB configuration and successful to log in to the MMB.

Presetting

Set the following if necessary.

1. Check the partition settings in the MMB after removing internal HDD/SSD of PRIMEQUEST
- Setting of configuration of SB/IOU
See “3.4.1 Setting the partition configuration”
- Setting of Console Redirection
See “3.4.6 Settings of Console Redirection”
- Video redirection: Enable
- Virtual media: Enable
- Setting of various modes
See “3.4.5 Various mode settings”
2. [PCI ROM Priority] of BIOS is set.
- Forthe UEFI Install
- Set [Device Manager]-{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "EFI Compatible
ROM”.
- - Forthe Legacy Install:
- Set [Device Manager]-[PCI Subsystem Configuration]-[PClI ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]{PCI Subsystem Configuration] {OpROM Scan Configuration] of BIOS menu to “Enable”
only for booting Device.
3. Thel/O space is allocated in the SAS card and in the SAS RAID controller card.
For details on allocation of I/O space, see “3.4.5 Various mode settings” in this document and [Configure 1/O Space
Assignment] menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).
4. Set PCl Address Mode to PCI Bus Mode through MMB Web-UI.
For details on PCI Address Mode setting, see “1.3.9 [Partition#x] Menu” of PRIMEQUEST 2000 series Tool
Reference Manual (CA92344-0539).
Remark
In case of VMware5.x, be sure to set PCI Address Mode to PCI Bus Mode.
In case of using of Vt-d function in VMware6.x, be sure to set PCI Address Mode to PCI Bus Mode.

Preparation of installation

See the VMware information thoroughly at the time of installation preparation.
For the VMware product, please contact who you purchased the product from.
Set the following.
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The following disk images are prepared.

VMware media

Remove all FC cables.

Mount the following disk image by connecting the video redirection.

Change the boot order, and set DVD Boot to the top priority of the starting order.

For details, see “1.3.1 [Power Control] window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

4.8.3 VMware installation

This section describes the installation of the operating system by SVIM.

The type of the operating system installation by SVIM includes the following types. For the detailed procedure of the
concerned mode, see ServerView Suite ServerView Installation Manager.

TABLE 4.6 Operating system installation by SVIM

Maode Functional Overview Purpose

Quick mode

You can simply use the minimum settings | For easy installation.
necessary for operating system installation.
This mode uses Fuijitsu's recommended
settings.

Guide mode You can specify setup information by following | For detailed setting of RAID or OS.
the instructions of the wizard. You can save the
specified information in a configuration file for
use during reinstallation.
Operations
1. The settings are done to boot the ServerView Suite DVD from virtual media for the partition.
For details on configuration, see“1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537).
2. Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition..

Note:

It can be started by selecting "Force boot from DVD" by Boot Selector in MMB Web-Ul or it can be started from the
virtual media by changing the boot order to DVD by UEFI. If it is started by selecting "Force boot from DVD" by Boot
Selector in MMB Web-Ul it is started in Legacy mode.

When operating system corresponds to the UEFI mode, the installation can be done in UEFI mode by changing the

boot order according to the following procedure.

a. After turning on the power supply of the partition, while the FUJITSU logo is displayed, press any key (such as
[Space] key) except [Enter] key and the Boot Manager front page is displayed.

b. The menuis selected on the Boot Manager front page in the following order. [Boot Maintenance Manager]-{Boot
Options]-[Change Boot Order]{Change the order]

c. For UEFI aware OS, UEFI: Fujitsu Virtual CDROMX xxx is set at the upper-most step.
For Legacy OS, Fuijitsu Virtual CDROMX xxx is set at the upper-most step.
For details on the setting method of boot order, see “m Change Boot Order of “3.5.2 [Boot Options] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

d. [Commit Changes and Exit] - [Reset System] is specified and the partition is rebooted.
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48.4

4.8.5

4.8.6

3. After a period of time, the language selection window is displayed.

In case of English, select “English”.

In initial display window, click [Next] button without setting anything.

Select [Deployment] in [Welcome ServerView Installation Manager] window.

Select installation mode, select operating system to be installed and set the operating system.

Remark

The IP address of LAN cannot be set in setting operating system. Set IP address after installing the operation system.
7. Click [Start installation].

The installation is started.

8. Replace with the installation medium of operating system according to the instructions of SVIM.

Setting of notification in case that OS freezes

Watchdog Timer allows notification in case that OS freezes. When the set time passes MMB System Event Log is logged
and the notification is executed. For details, see “8.4 Automatic Partition Restart Conditions” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537).

Completion of VMware installation

Reboot the partition of PRIMEQUEST 2000 series after the completion of setting.

Warning

In the case of installation of VMware ESXi 5.x or ESXi 6.x in UEFI mode, you have to make and register new boot
manager because boot option which is made in installation cannot boot OS automatically. See (12) [PRIMEQUEST
2000/1000 Series] of “7. Notes on ServerView Installation Manager (SVIM) (V11.15.01)" in FUJITSU Server
PRIMEQUEST 2000/1000 Series Notes on ServerView Suite(CA92344-0679)

Installation of the bundled software

For the installation of bundled software, see “D.2 Installing VMware Bundled Software”.
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4.9 Procedure of Hyper-V installation

Install Hyper-V after installing the operating system (Windows Server 2016, Windows Server 2012 R2, Windows Server
2012 or Windows Server 2008 R2).

4.10 Procedure of KVM installation

Install KVM after installing the operating system (Linux RHELS).

See the following for the installation procedure of KVM.

RHEL7

- Red Hat Enterprise Linux 7 Virtualization Deployment and Administration Guide

- Red Hat Enterprise Linux 7 Virtualization Getting Started Guide

- Virtualization Security Guide

RHEL6

- Red Hat Enterprise Linux 6 Virtualization Administration Guide

- Red Hat Enterprise Linux 6 Virtualization Getting Started Guide

- Red Hat Enterprise Linux 6 Virtualization Host Configuration and Guest Installation Guide
- Virtualization Security Guide

Note

[PRIMEQUEST?2400E3/2800E3/2400E2/2800E2/2400E/2800E only]

For RHEL6 KVM, Raid Controller Card/HDD/SSD on Non Home SB can't assign to KVM guest using PCI passthrough
function.
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4.11 Procedure to install SUSE Linux Enterprise Server into the

SAN Storage Unit

This section describes the procedures for installing SUSE Linux Enterprise Server on the SAN storage unit. Confirm the

MMB configuration and successful login to the MMB before starting the installation.

4.11.1 Presetting

Set the following if necessary.

1. Setthe LUN of the SAN storage device.
2. [PCI ROM Priority] of BIOS is set.
- Forthe UEFI Install
- Set [Device Manager]{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "EFI Compatible
ROM".
- For the UEFI Install:
- Set [Device Manager]-{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]{PCI Subsystem Configuration]{OpROM Scan Configuration] of BIOS menu to “Enable”
only for booting Device.
3. Setthe BIOS to recognize LUN of the FC card, Converged Network Adapter and NIC for iSCSI Boot.
For setting the FC card, Converged Network Adapter and NIC for iISCSI Boot, see PRIMEQUEST 2000 Series SAN
Boot Environment Configuration Manual .
4. Check the setting of the partition by MMB after removing the internal HDD/SSD of PRIMEQUEST.
- SB/IOU configuration is set
See “3.4.1 Setting the partition configuration”
- Console redirection is set
See “3.4.6 Settings of Console Redirection”
- Video redirection: Enable
- Virtual media: Enable
- Various modes are set
See “3.4.5 Various mode settings”
5. Connect only the LUN which installs the SAN storage device to the partition of PRIMEQUEST.
For the setting of SAN storage device, see the manual attached with the SAN storage device.
6. Allocate the I/O space in the FC card for boot path and in the SAS RAID controller card.
For details on allocation of the I/O space, see “3.4.5 Various mode settings” in this document and “3.4.4.2 I/O Space
Assignment Configuration” of PRIMEQUEST 2000 Series Tool Reference (CA92344-0539).
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4.11.2 Preparation of installation

Prepare the SLES installation DVD.

Preparation for boot
The FC cable is made single path (connect only one FC cable).

4.11.3 Installation

The operating system installation with SVIM is explained.
There are the following types for operating system installation with SVIM. For the detailed procedure of each mode, see
ServerView Suite ServerView Installation Manager.

TABLE 4.7 Operating system installation with SVIM

Mode Functional Overview Purpose
Quick mode You can simply use the minimum settings necessary for For easy installation.
operating system installation. This mode uses Fujitsu's
recommended settings.

Guide mode You can specify setup information by following the instructions For detailed setting of RAID or OS.
of the wizard. You can save the specified information in a
configuration file for use during reinstallation.

Operations
1. The settings are done to boot the ServerView Suite DVD from virtual media for the partition.
For details on configuration, see “1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series
Administration Manual (CA92344-0537).
2. Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition.
Note:
The UEFI boots or the Legacy boots can be selected in the following procedure.
a. Select [Force boot into EFI Boot Manager] in MMB Web-UI.
b.  Turn on the power supply of the partition.
c. The menuis selected on the Boot Manager front page in the following order. [Boot Maintenance Manager]-[Boot
Options]-[Change Boot Order]{Change the order]
d. For UEFI aware OS, UEFI: Fuijitsu Virtual CDROMX xxx is set at the upper-most step.
For Legacy OS, Fuijitsu Virtual CDROMX xxx is set at the upper-most step.
For details on the setting method of boot order, see “m Change Boot Order of “3.5.2 [Boot Options] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

e. Select [Commit Changes and Exit].

f.  Return to the front page pushing the escape key twice.

g. Select [Boot Manager].

h.  For UEFI aware OS, select UEFI: Fujitsu Virtual CDROMX Xxx.

For Legacy OS, select Fuijitsu Virtual CDROMX XxX.
3. Windows Boot Manager is displayed. Select the first menu in Windows Boot Manager.
After a period of time, the language selection window is displayed.
In case of English, select “English”.
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In initial display window, click [Next] button without setting anything.

Select [Deployment] in [Welcome ServerView Installation Manager] window.

Select installation mode, select operating system to be installed and set the operating system.

Warning

If you select Guide mode in the environment where Dynamic Reconfiguration will be used, do not select [Minimum

Install] on [Package Selection] window. Dynamic Reconfiguration cannot operate properly.

Remark

The IP address of LAN cannot be set in setting operating system. Set IP address after installing the operation system.
8. Click [Start installation].

The installation is started.

9. Replace with the installation medium of operating system according to the instructions of SVIM.

4.11.4 Configuring Bundled Software after Installation

After completing OS installation, configure the bundled software.

4.11.5 After installation, connecting SAN and internal HDD/SSD

For details on connecting the SAN and internal HDD after the installation, see the PRIMEQUEST 2000 Series SAN
Boot Environment Configuration Manual. Also, for details on driver parameters, see the readme file that comes with the

driver.
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4.12 Procedure to install SUSE Linux Enterprise Server into the

Internal HDD

This section concisely describes the procedures for installing SUSE Linux Enterprise Server on the internal HDD. Confirm

the MMB configuration and successful login to the MMB before starting the installation.

4.12.1 Presetting

If necessary, the following settings are done.

Remove each internal HDD that is not the installation destination.

The setting of partition is checked by MMB.

Setting of configuration of SB/IOU

See “3.4.1 Setting the partition configuration”
Setting of Console Redirection

See “3.4.6 Settings of Console Redirection”
Video redirection: Enable

Virtual media: Enable

Setting of various modes

See “3.4.5 Various mode settings”

[PCI ROM Priority] of BIOS is set.

For the UEFI Install

- Set [Device Manager]-{PCI Subsystem Configuration]-{PCl ROM Priority] of BIOS menu to "EFI Compatible

ROM".
For the UEFI Install:

- Set [Device Manager]-[PCl Subsystem Configuration]-[PClI ROM Priority] of BIOS menu to "Legacy ROM".
- Set [Device Manager]{PCI Subsystem Configuration] {OpROM Scan Configuration] of BIOS menu to “Enable”

only for booting Device.

The I/O space is allocated in the SAS card and in the SAS RAID controller card.
For details on allocation of I/O space, see “3.4.5 Various mode settings” in this document and “3.4.4.2 /O Space
Assignment Configuration” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

4.12.2 Preparing for Installation

Prepare the SLES installation DVD.
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4.12.3 Installation

The operating system installation with SVIM is explained.

There are the following types for operating system installation with SVIM. For the detailed procedure of each mode, see

ServerView Suite ServerView Installation Manager.

TABLE 4.8 Operating system installation with SVIM

Mode Functional Overview Purpose

Quick mode The operating system can be installed with the recommendation | Itis used when the operating system is
of Fuijitsu only by setting minimum required limits. to be readily installed.

Guide mode The setup information is set following the wizard. The Itis used when the details of RAID and
information which is set is saved in the configuration file, and it the operating system are set.
can be used during reinstallation.

Operations
1. The settings are done to boot the ServerView Suite DVD from virtual media for the partition.

For details on configuration, see“1.6.2 Remote control operation (BMC)” of PRIMEQUEST 2000 series

Administration Manual (CA92344-0537).

Connect ServerView Suite DVD 1 by the virtual media, and then turn on the power supply of the partition.

Note:

“Force boot from DVD” can be selected by the Boot Selector and can be activated from DVD or it can be activated

from the DVD drive by changing the boot order into DVD with UEFI.

When operating system corresponds to the UEFI mode, the installation can be done in UEFI mode by changing the

boot order according to the following procedure.

a. After turning on the power supply of the partition, while the FUJITSU logo is displayed, press any key (such as
[Space] key) except [Enter] key and the Boot Manager front page is displayed.

b. The menuis selected on the Boot Manager front page in the following order. [Boot Maintenance Manager]-{Boot
Options]-[Change Boot Order]{Change the order]

c. For UEFI aware OS, UEFI: Fuijitsu Virtual CDROMx xxx is set at the upper-most step.
For Legacy OS, Fuijitsu Virtual CDROMXx xxx is set at the upper-most step.
For details on the setting method of boot order, see “m Change Boot Order of “3.5.2 [Boot Options] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

d. [Commit Changes and Exit] - [Reset System] is specified and the partition is rebooted.

After a period of time, the language selection window is displayed.

In case of English, select “English”.

In initial display window, click [Next] button without setting anything.

Select [Deployment] in [Welcome ServerView Installation Manager] window.

Select installation mode, select operating system to be installed and set the operating system.

Warning

If you select Guide mode in the environment where Dynamic Reconfiguration will be used, do not select [Minimum

Install] on [Package Selection] window. Dynamic Reconfiguration cannot operate properly.

Remark

The IP address of LAN cannot be set in setting operating system. Set IP address after installing the operation system.
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7. Click [Start installation].
The installation is started.
8. Replace with the installation medium of operating system according to the instructions of SVIM.

4.12.4 Configuring Bundled Software after Installation

4.12.5 After completing OS installation, configure the bundled

software.After installation, connecting SAN and internal HDD/SSD

See PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manual , for connecting SAN with internal
HDD/SSD, after installation.

Moreover, for details on driver parameter, see readme of the driver supplied.
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CHAPTER 5 Work after Operating System
Installation

This chapter describes every setting that is required after installation of the operating system of PRIMEQUEST 2000
Series.

5.1 Types of work

Content and type of operations that are to be implemented after installation of the operating system are given below.

TABLE 5.1 Type of operations

Task Installed operating See
system
Setting of SVAgent Linux, Windows 5.2 Setting of SVS
(SVagent/SVAgentless
Service/SVmco)
Setting of sadump Linux 0
Setting of sadump
Setting of Dump environment Windows 5.4 Setup of dump environment
(Windows)
Setting of Dump environment Linux 5.5 Setup of dump environment (Linux)
Setting of NTP client Linux 5.6 Setup of NTP client
Management information of MMB / Save | Linux, Windows 5.7 Saving management and
configuration information of BIOS configuration information
Setting of Write Policy of SAS array | Linux, Windows “Write Policy” recommended setting of
controller card. SAS array controller card”
Setting of Serial Port Linux 5.9 Setup of Serial Port

5.2 Setting of SVS (SVagent/SVAgentless Service/SVmco)

If SVS installation was selected settings for following products must be done after installation of OS. See the following
manuals for the details of the settings of SVagent/SVmco.
SVmcao is necessary, only when you use PRIMECLUSTER linkage
- SVagent
ServerView Operations Manager Installation ServerView Agents for Linux
ServerView Operations Manager Installation ServerView Agents for Windows
- SVmco:
ServerView Mission Critical Option User Manual.
- SVAgentless Service on SUSE Linux Enterprise Server
In case of SUSE Linux Enterprise Server, it is necessary to extend the syslog-ng configuration file
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5.2.1

Windows

1. Insert the following lines into the file /etc/syslog-ng/syslog-ng.conf:
destination hwiog { pipe("/dev/HWLog/syslog_fifo"); };
log { source(src); destination(hwlog); };
Start YaST and select Novell AppArmor — Edit Profile.
Choose the name of the active syslog daemon (/shin/syslog-ng or /shin/syslogd) and click Next.
Enter /dev/HWLog/syslog_fifo in the Enter or modify File-name field.
Under Permissions activate the Read and Write option.

Save this entry.

N o ok~ 0w DN

Restart AppArmor by:
[etc/init.d/boot.apparmor restart
Due to a bug in SLES it is possible, that the AppArmor profile /etc/apparmor.d/sbin.syslog-ng contains an invalid
statement. The following line
@{CHROOT_BASE} =
has to be changed to
@{CHROOT_BASE}=""
AppArmor has to restart after this change.
8. Restart syslog services by:
[etc/init.d/syslog restart

Management LAN setting for SVagent

In the following cases, management LAN (for communicating Operations Manager) setting is required.

1
2.
3.

1.

ServerView Agent initial installation
The Partition is configured with disks which is replicated by the other Partition.
IP address of Management LAN is changed.

Confirm if a "ServerView Server Control" service is running.
Then, if the service is NOT running, start the service.
How to start a "ServerView Server Control" service
a. Click the [Start menu] -> [Control Panel] -> [Service].
b. Select the "ServerView Service Control" in the right side view.
c. Click the [Operation] -> [Start] in the menu bar, then a "ServerView Server Control" is started.
Copy a "MgmtIP.exe", which is included in the following directory of SVS DVD media, to an arbitrary folder on the
target Windows OS.
¥SVSLocalTools¥Japanese¥Svmanage¥ Tools¥MgmtIP¥
Execute the following command on the Command Prompt.
<IP Address> below is IP Address of OS side of Management LAN.
* For IPv4 configuration
C:¥Temp¥MgmtIP.exe -i <IP Address>
* For IPv6 configuration
C:¥Temp¥MgmtlP.exe -k <IP Address>
The command is succeeded if the following message is shown.
MgmtIP:new management IP address $IP Address$ stored
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Linux
1. Confirm if eecd process is running or not.

| #ps ax |grep eecd

Then, if eecd is NOT running, start ServerView Agent.

| #/usr/sbin/srvmagt start

2. Execute the following command for setting OS IP address.

| #/usr/sbin/eecdcp -¢c oc=E002 0e=000C ¥"$I1PADDRESS¥"

eg.)

| #/usr/sbin/eecdcp -c oc=E002 0e=000C ¥"192.168.0.1¥"
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5.3 Setting of sadump

In sadump, the following items are set for each partition.
- Validation of sadump

- Collection address of dump

- Compression at the time of dump collection

- Movement after dump collection

- Re-use of dump collection address.

The sadump setting is executed on the BIOS set-up menu. Before the setting is executed, it is necessary to reserve the
area of the damp device which becomes the collection address of dump. When there is a system fault, the register
information and memory contents are output to the dump device. Due to this reason, the capacity of the device that
performs dump output is determined, so as to match the memory size. The required area is obtained by the estimation

given below and it is reserved.

Amount of installed memory + FIXED VALUE (*)

() In PRIMEQUEST 2400E/2800E/2800B/2400E2/2800E2/2800B2,
when amount of installed memory is less than 6 TB, FIXED VALUE is 512 MB.
When amount of installed memory is 6 TB or more, FIXED VALUE is 2150 MB.
When Dynamic Reconfiguration is enabled,
FIXED VALUE is always 2150 MB even if the amount of installed memory is less than 6 TB.

In PRIMEQUEST 2400E3/2800E3/2800B3,

when amount of installed memory is less than 6 TB, FIXED VALUE is 1280 MB.

When amount of installed memory is 6 TB or more, FIXED VALUE is 2920 MB.

When Dynamic Reconfiguration is enabled,

FIXED VALUE is always 2920 MB even if the amount of installed memory is less than 6 TB.

The dump device can use the disk and the disk partition. In case of dump device created for the disk partition, create the
disk partition when installing the operating system. In case of setting the device on ETERNUS to dump device, it is
necessary to execute UEFI driver setting in advance.

For the details of setting procedure see, PRIMEQUEST 2000 Series SAN Boot Environment Configuration Manual.

All the screenshots are display examples. The display contents differ according to the system configuration.

For the details of sadump settings, see “Chapter 6 Setting of sadump environment” of PRIMEQUEST 2000 series Tool
Reference (CA92344-0539).

All the windows given here are display examples. The display contents differ according to the system configuration.

Remarks
Sadump supports only UEFI OS. Check OS installation mode.
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Operations
1. Device Manager menu of UEFI is displayed.
For the details of device manager menu display, see, “Chapter 3 UEFI Menu Operations” of PRIMEQUEST 2000
series Tool Reference (CA92344-0539)

FIGURE 5.1 Example of Device Manager Menu

Device Manager

2. Select [sadump Configuration] and press [Enter] key
—Main menu (sadump) is displayed

FIGURE 5.2 Main menu (sadump)

sadump Configuration
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3. Select [Set-up Manager] and press [Enter] key
—sadump set-up menu is displayed.

FIGURE 5.3 sadump set-up menu

Set up Manager

4. Select [Enabled] on [sadump].

FIGURE 5.4 sadump set-up menu

Set up Manager
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5. Select [Commit Changes and Exit] and press [Enter].
— Return to the main menu (sadump) after the settings are reflected.

FIGURE 5.5 Main menu (sadump)

sadump Configuration

6. Select [Dump device Manager] on main menu (sadump), and press [Enter] key.
—The dump device maintenance menu is displayed.

FIGURE 5.6 Dump Device Maintenance Menu

Dump device Manager
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7. Select [Create a dump device], and press [Enter] key.
—The dump device configuration menu is displayed.

FIGURE 5.7 Dump Device Structure Menu

Create a dump device

8. Select [Disk selection], and press [Enter] key.
—The dump device selection menu is displayed.

FIGURE 5.8 Dump Device Selection Menu

Select device
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9. Select the disk or the disk partition, and set the disk or the disk partition where the dump device is to be configured.

—The dump device selection menu is displayed.

A CAUTION

(Data corruption)
When the dump device is selected, reconfirm whether the selection of disk is correct. If the operation is executed

with an incorrect disk selection, data would be corrupted.

Remark
For the ACPI name that shows the disk or the disk partition, see "3.6 Device Path" of PRIMEQUEST 2000 series

Tool Reference (CA92344-0539).

FIGURE 5.9 Dump Device Selection Menu

Select device

10. Press [Enter] key.
—The dump device is created. Return to dump device configuration menu.
Warning
When the dump device is created it is initialized. Depending on the size of the selected disk or that of the disk partition,
the time required for initialization would be different. In some cases, it takes time for initialization, and then it takes a

few minutes or more to change to the next window.
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FIGURE 5.10 Dump Device Structure Menu

Create a dump device

11. Select [Exit] and press [Enter] key.
— Return to the dump device maintenance menu.

FIGURE 5.11 Dump Device Maintenance Menu

Dump device Manager
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12. Select [Select a dump device] on the dump device maintenance menu and press [Enter] key.
—The dump device set up menu is displayed.

FIGURE 5.12 Dump Device Setting Menu

Select a dump device

13. Select the first dump device is specified. [1] and press [Enter] key.
— The dump device list menu is displayed.

FIGURE 5.13 Dump Device List Menu

Dump device list
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14. Select the disk used for the dump device or the disk partition and press [Enter] key.
—The dump device is decided, and the action returns to the dump device set menu.

FIGURE 5.14 Dump Device Setting Menu

Select a dump device

15. Select [Commit Changes and Exit] and press [Enter] key.
— The dump device is decided, and the action returns to the dump device maintenance menu.

FIGURE 5.15 Dump Device Maintenance Menu

Dump device Manager
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16. Select [Exit], and press [Enter] key
— The action returns to the main menu (sadump)

FIGURE 5.16 Main Menu (sadump)

sadump Configuration

17. Select [Exit], and press [Enter] key
— Setting of sadump Configuration is completed.

18. When the HDD which is installed under SAS array controller card is set as a dump device, advance next. When the
HDD on ETERNUS is set as a dump device, it is end here.

19. After confirming the following condition, change “Write Cache Policy” of SAS array controller card connecting a dump
device to “Force White Back’. It is possible to get dump faster by this setting (dump time becomes about 1/4 in
comparison with before setting change). However don't change the setting when the condition is not met. Data
destruction which operational system does not expect may occur.

Condition

- HDD for operational system and HDD for dump device are installed under different SAS array controller cards.
or

- HDD for operational system and HDD for dump device are installed under same SAS array controller card, and flash
backup unit is installed on the SAS array controller card.

For details on building a RAID configuration using internal hard disks, see the SAS RAID controller Guide below.
- 12Gb/s MegaRAID SAS Software
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5.4

5.4.1

5.5

5.5.1

Setup of dump environment (Windows)

Windows OS provides memory dump function as standard. For obtaining the dump, it is necessary to secure the disc area
in advance. For details regarding the setup of dump environment, see “11.4.3.Setup of dump environment (Windows)” of
PRIMEQUEST 2000 Series Administration Manual (CA92344-0537).

About memory dump file/paging file

Memory dump file stores the debug information when STOP error (Fatal system error) occurs in the system. Settings for
obtaining the memory dump are done after installing the operating system to be used in the operation or after installing the
application.

The paging file is created in the hard disk to temporarily secure the memory area which has not been used. Paging file is
also used at the time of creating the memory dump file. At the time of creating the memory dump file, entire memory dump
information is stored temporarily in the paging file.

For the details regarding the memory dump file and paging file, see “11.4.3.Setup of dump environment (Windows)” of
PRIMEQUEST 2000 Series Administration Manual (CA92344-0537).

Setup of dump environment (Linux)

In RHEL, the environment which can acquire the dump most reliably can be prepared by combining the kdump function
which is a standard function of the operating system and the sadump function of hardware.

How to use sadump (Linux)

This section explains steps for sadump. Sadump allows you to store memory dump under the situation like below while
kdump, the standard Red Hat Linux function does not allows this.

- OS panic or hang up before Kdump service starts

- Error while Kdump is working

1. Preparation
Install the following two packages corresponded the kernel version in use .
- kerel-debuginfo-common
- kemel-debuginfo
2. Configuring UEFI
Read “5.3 Setting of sadump” to configure UEFI for sadump. Note the following points.
- Set“RECYCLE” in Set up Manager to “<Enable>". If it is not “<Enable>", configuring dump devices is needed
every time after taking a memory dump by sadump.
- Select “Create a dump device” in Dump device Manager, and set “Create mode” to “<Single>"." <Multiple>" is not
supported.
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3. Configuring OS
Kdump need to be set up beforehand to use sadump. After configuring Kdump, the additional configuration is
needed as follows.
- Configuration not to reboot after panic
Set kernel parameter “kernel.panic” to O (default is 0). If not set, system reboot automatically after panic and the
chance to start sadump is missed. Configure /etc/sysctl.conf as follows.

kernel .panic=0

- Configuration to stop system after Kdump
In /etc/kdump.conf, set “default” to “halt” or “shell”. If not set, system reboot automatically when Kdump fails and
the chance to start sadump is missed.
- Configuration to start sadump
Set “blacklist kvm-intel” in /etc/kdump.conf. If not set, SMI is blocked and sadump cannot start.
Example of /etc/kdump.conf
ext4d LABEL=/dump
path /
core_collector cp --sparse=always

extra _bins /bin/cp
disk _timeout 60
default shell
blacklist kvm-intel

- Configuration to start Kdump by NMI

As a procedure to start sadump, starting Kdump by NMI is needed at first. Configure /etc/sysctl.conf as follows.

kernel _unknown_nmi_panic=1

4.  Start sadump and confirmation
Start sadump as follows.
a. Send NMI to start Kdump
In MMB WebUI, Select [Partition], and select [NMI] in [Power Control], and click [Apply]
b. If Kdump does not start, then start sadump
In MMB WebUI, Select [Partition], and select [sadump] in [Power Control], and click [Apply]

When memory dumping by sadump starts, the following message is displayed in console screen, and the number is
counted up gradually.
| [ 0.0%]. ‘

The number becomes 100 and the following message is displayed when memory dump is finished.

| Dumping Complete ‘

After memory dump is finished and OS is rebooted, confirm memory dump by using crash command.
This is an example to check memory dump which is saved on /dev/sdbl. The “DATE” means the date and time
when memory dump was captured.

# crash /usr/lib/debug/lib/modules/2.6.32-358.e16.x86_64/vmlinux /dev/sdbl
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(snip)
KERNEL : /usr/lib/debug/lib/modules/2.6.32-358_el16.x86_64/vml inux
DUMPFILE: /dev/sdbl
CPUS: 2
DATE: Fri Oct 11 09:10:39 2013
UPTIME: 00:19:04
LOAD AVERAGE: 0.14, 0.03, 0.01
TASKS: 125
NODENAME: localhost
RELEASE: 2.6.32-358.e16.x86_64
VERSION: #1 SMP Tue Jan 29 11:47:41 EST 2013
MACHINE: x86_64 (1861 Mhz)
MEMORY: 4 GB
PANIC: "Oops: 0002 [#1] SMP " (check log for details)
PID: 7866
COMMAND: *‘bash™
TASK: FFff8801387c8aa0 [THREAD_INFO: FFFf8801394e2000]
CPU: O
STATE: TASK_RUNNING (PANIC)
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5. Send memory dump to vendor
Send memory dump to vendor who supports RHEL. makedumpfile command can be used to convert memory dump
to a normal file. makedumpfile can generate small dump file by compression or filtering. Read man manual of
makedumpfile for details. This is an example of saving memory dump on /dev/sdbl to a vmcore file using
compression and filtering out memory region except kernel memory(Write following command in one line).
# makedumpfile —c —d 31 —x
/usr/lib/debug/lib/modules/2.6.32-358.e16.x86_64/vmlinux /dev/sdbl vmcore

5.6 Setup of NTP client

See “6.2NTP Configuration”, for the setup of the NTP client.

5.7 Saving management and configuration information

This explains about how to save the following information. Be sure to save the UEFI configuration information.

- 5.7.1 Saving MMB configuration information

- 5.7.2 Saving BIOS configuration information

Remark

Save the UEFI configuration information regularly after starting the operation. For saving EFI configuration information, see

“5.7.2 Saving BIOS configuration information”

All the screenshots are display examples. The contents displayed may differ depending on the system configuration.

5.7.1 Storage of MMB configuration information

This explains the method to take back-up of the MMB configuration information on remote PC.

[Maintenance] menu in MMB Web-UlI is used, for storing the MMB configuration information.

Operations
1. Select the [Maintenance]-[Backup/Restore Configuration]-[Backup/Restore MMB Configuration]

— [Backup/Restore MMB Configuration] window is displayed.
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FIGURE 5.17 Example of [Backup/Restore MMB Configuration] Window
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2. Click [Backup] button
— Storage location dialogue box of browser is displayed.
3. Select the storage pass and click the [OK] button
— Downloading of configuration information file is started.
Initial file of the MMB configuration information for back-up is as follows.
MMB__ (Date on which the backup of the file taken)(MMB version).dat

5.7.2 Storage of BIOS configuration information

This section describes the method for taking the backup of the BIOS configuration information on a remote PC.
[Maintenance] menu in MMB Web-UI is used for storing the BIOS configuration information.

Operations
1. Select the [Maintenance]-[Backup/Restore Configuration]-[Backup BIOS Configuration]
— [Backup BIOS Configuration] window is displayed.
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1 Resnore |
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FIGURE 5.18 Example of [Backup BIOS Configuration]

Backup BIOS Configuration
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5.7.3

5.8

2. Select the radio button of partition which takes the backup of configuration information, and click [Backup] button.
— Dialogue box which specifies the storage location, is displayed.

3. Select the storage pass and click [OK] button.
Initial file name of the BIOS configuration for back-up is as follows.
Partition number_ Date on which the backup of the file is taken_(BIOS version).dat

Storage of LAN card and CNA card configuration information

When configuring Option ROM functions(*) of PCle card, write down the settings you have done in a configuration sheet
for each card and keep it as a backup if needed.

You may be required to re-configure the settings after replacing a faulty card to a spare part.

The configuration sheets for PCle cards are listed and downloadable in the following site:
http:/Amww.fujitsu.com/global/services/computing/server/primequest/

* Functions of option ROM
SR-IQV setting, UMC(Universal Multi-Channel), Boot setting, etc.

“Write Policy” recommended setting of SAS array

controller card

You can attach a flash backup unit to SAS array controller card (including dual channel).
The recommended setting of Write Policy is as follows. It is different whether SAS array controller card has a flash backup
unit or not. Please refer to "LSI MegaRAID(R)SAS Software" for the detailed function and the setting method.

Flash backup unit Write Policy recommended setting
Without flash backup unit Write Through
With flash backup unit Write Back
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5.9

5.9.1

5.9.2

5.9.3

Setup of Serial Port

Serial port (/devittyS1) is set as 115200 bps.

Setup of Serial Port (Red Hat Enterprise Linux 7.X)

1. Login as root account.

2. Add the following sentence to /etc/rc.d/rc.local.

setserial /dev/ttyS1l baud_base 115200
stty -F /dev/ttyS1 115200

3. Add the execution right to /etc/rc.d/rc.local by executing the following command.

# chmod u+x /Zetc/rc.d/rc.local

4, Boot rc-local service by executing the following command.

# systemctl start rc-local

5. Reboot OS

Setup of Serial Port (Red Hat Enterprise Linux 6.x)

1. Login as root account.
2. Add the following sentence to /etc/rc.d/rc.local.

setserial /dev/ttyS1l baud base 115200
stty -F /dev/ttyS1 115200

3. Reboot OS

Setup of Serial Port (SUSE (R) Linux Enterprise Server 12)

1. Login as root account.
2. Install setsserial package when it is not installed.
3. Add the following sentence to /etc/init.d/boot.local.

setserial /dev/ttyS1l baud base 115200

4, Reboot OS
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CHAPTER 6 Work after installation

This chapter explains the operation which is to be implemented after introducing the PRIMEQUEST 2000 series, such as
setting of NTP or setting of security.

6.1 Redundant configuration of network adaptor

For establishing the network after installation, following teaming (multi-pass) is set by using the utility corresponding to
each network adaptor.

Setup of network adaptor (Intel Gigabit Ethernet (GbE))
For management LAN and operation LAN, redundant setting of network is done. Network to be targeted is (2) in the

following Figure.
- Windows: Configure the teaming by using the Intel PROSet (R) (*1). For details, see help of IntelPROSet (R).
*1: In Windows Server 2012 or later, NIC teaming of standard function of the operating system, can also be used.

FIGURE 6.1 External network configuration

A
|
| | | | | |
A: Management
LAN (IPv4APv6)
Lan Lan Lan Lan Lan Lan Lan Lan
Card Card Card Card  [] PRIMEQUEST |l carg Card Card Card == B: Maintenance
i ol = e LAN (IPv41PV6)
=== C:Operation
------ LAN (IPv4APv6)
=== D: Cluster Interconnect
Onboard Onboard (IPv4/IPvE)
GbE GbE (1)
_—"_—F'—parmionlu |—_"_—F'—Paﬂjtlonla
@)
MMB# (Active) MMB#1 (Standby) @)
User User REMCS CE User User REMCS CE
Port Port Port Port Port Port Port Port
—_n1 n 1 n
| | |

I FST (IPw4) | Operation
= H) ey
Server

Number Description
1) Switching Hub redundancy
) redundancy by teaming(such as GLS)
3) Standby side is disabled
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Note

There are some notes on teaming with IntelPROSet (R).

For the details on the notes, see “G.9 NIC (Network Interface Code)” of PRIMEQUEST 2000 Series Administration
Manual (CA92344-0537)

6.2 NTP Configuration

This section describes the operation method in the PRIMEQUEST 2000 series, regarding the operation of time correction
wherein Network Time Protocol (NTP) is used.

NTP is the protocol which provides the method by which time information is exchanged between the computers of same
type. The time correction function references the correct time on another system at system startup. Then, it sets the time
and keeps it within the specified error range.

At that time, system with original time is called as NTP server and the reference system is called as NTP client. In the NTP

server, it is necessary to activate the NTP service, for responding to the request from the NTP client.

In case of the operation of time correction which is used in NTP, when the operating system is Windows, see “Appendix E
Specifications and setting of NTP server (Windows)”

For usage conditions and notes of Extended Partitioning function, see “3.2.1 Extended Partitioning” of PRIMEQUEST
2000 Series Administration Manual (CA92344-0537)".
All the windows given here are the display examples. Contents displayed according to system configuration are different.

6.2.1 Method of operating NTP in PRIMEQUEST 2000 series

This explains the method of time correction of each partition where NTP in the PRIMEQUEST 2000 series is used.

In the PRIMEQUEST 2000 series, there are two types of objects which set the time.

- MMB

- Each partition

For the details regarding the NTP client of MMB, see “6.2.2. Specification of NTP server”

Time of each partition is corrected by setting the NTP client of the operating system which is installed.

For the stable NTP operation, specify multiple (In case of RHEL, three servers or more) NTP servers from each NTP client.
Schematic diagram of operation when NTP server other than MMB is used is shown in “Figure 7.2 Operation diagram
when external NTP server is used (Case when 3 NTP servers are used).

Note
Match the stratum (Stratum) while using multiple NTP servers.
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[=— — —
NTP Server NTP Server NTP Server
(Primary) (Secondary) (Other)
r 7 N\

g

FIGURE 6.2 Operation Diagram when External NTP Server is used (When three NTP servers are used)

Partition#0 =
NTP NTP
Client | Client |

System System
Clock Clock
PCH - PCH
RTC RTC
BMC
RTC |“]

Only one NTP server is specified: in that case, when it is not possible to communicate with the NTP server which is
specified by the NTP client, since other synchronous object does not exist, NTP server is disabled. NTP client cannot do
the time correction according to NTP within the period in which communication with the NTP server is restored. As a resullt,
time is recorded with the system clock accuracy. Since there is an individual difference in the accuracy of the system clock,
when time correction according to NTP is not possible, time gap between the systems is enlarged, and problems might be

caused in the middleware or in the application.

Remark
NTP server 1-NTP server 3 are the NTP servers having high accuracy of time in internet or in intranet.
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6.2.2 Setting NTP server

Other NTP server which is time synchronous is specified by using the NTP client function of the MMB.

Note

Time of MMB and time of partition side is controlled by the respective independent clocks. Clock of MMB does not repot
and adjust the partition clock. Since the time of MMB and time of partition, are necessary for following responses, keep the
MMB time and the partition time the same or at least close.

- Atthe time of comparing the MMB side log and the operating system side log in partition by the hard failure

- Atthe time of executing the system inspection or executing the security inspection

- When alarm occurs in the time maintenance battery of the partition side.

Execute any of the following ways to adjust the time.

- Set the time manually from the MMB Web-UI

- Set the time by using the NTP client function of the MMB

Remark
Set the time on Operation System if NTP is not used.

Operations
1. Click [Networking configuration] — [Date/Time].
-> [Date/Time] window is displayed. For the details of [Date/Time] window, see “1.5.1 [Date/Time] window” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 6.3 Example of [Date/Time] Window

System Partition User Administration Maintenance Logout
>Network Configuration >Date/Time

v

O Date/Time

Date/Time

L]

: Click the Apply Button to apply all changes.

Date [2013 4 |16

Time [[1Modify the Time

m

L] Time zone |Asia v|.s'|Toky0 V|

- NTP () Enable @ Disable
NTP Time Correction Mode | ® Step  Slew
NTP Serverl 1
NTP Server2 1
NTP Server3 1
Current Sync Status

.
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Click [Enable] for [NTP].
Select [NTP Time Correction Mode].
Enter IP address of other NTP server.
NTP Server 1: Specify NTP server.
NTP Server 2: Specify NTP server.
NTP Server 3: Specify Other (Tertiary) NTP server.
5.  Click [Apply] button.
MMB synchronizes with NTP server and time set in NTP Server 1 ~ NTP Server 3.
6. After few minutes click [Refresh] button and confirm whether the correct time is displayed.

6.3 Configuring DNS server

See “3.3.8 Configuration of DNS server”, for configuration of DNS server.

6.4 Setup of SMTP

See “3.3.9 Set up of Alarm E-Mail” for configuration of SMTP.

6.5 Set up of security

This section describes how to make the necessary settings to ensure security and notification of errors during operation.
Configure the security necessary for operation. It is recommended to take the back-up of the set-up information when
below mentioned set ups are completed. See “3.5 Save structural information” for the back-up of the set information.

- 6.5.1 Set up of Access Control

- 6.5.2 Setup of SNMP

- 6.5.3Setup of SSH

- 6.54HTTPS Settings

All the screenshots are display examples and the contents to be displayed differ depending upon the system configuration.
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6.5.1 Set up of Access Control

To secure the security of MMB, set up access control according to Network Protocol.
For securing the security, it is recommended to set up access control at the time of installation. Access control can also be
set up after the installation.

Selection of Filters of Editing objects

Operations
1. Click [Network Configuration] - [Access Control].
-> [Access Control] window is displayed. See “1.5.10 [Access Control] window” of PRIMEQUEST 2000 series Tool
Reference (CA92344-0539) for the details of [Access Control] window.

FIGURE 6.4 Example of [Access Control] Window

Svaems Partibon Lser Admisihabion

=Menwork Comdiquration >Access Coatrel

Access Control {Hslp

Click Add Firer butten to add a new fiker.
Salect o fiker from the Bt dhan o8k EdnBemove Fiker baman to edit or repone the fiter

Seberl] Prosocod TP Address | Sabwet Mnsk Prefis Lengill
O |58H [ E92.1a5.10.30] 2353552350

L]
o
]
L]
]
4]
&
o
||
L]

[ s e || o Fiker || Remeve Fer | [ Cancal |

2. Filter of editing object is selected by radio button.
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Addition and editing of filters

Operations
1. Click [Add Filter] button when filter is to be added and click [Edit Filter] button after selecting the filter when filter is to

be edited.

-> At the time of addition [Add Filter] window and at the time of editing [Edit Filter] is displayed. See PRIMEQUEST
2000 series Tool Reference (CA92344-0539) “[m Add filter/Edit filter] Window of 1.5.10 [Access Control] window” for
the details of [Add Filter] window and [Edit Filter] window.

FIGURE 6.5 Example of [Add Filter] Window

System Partibos Lluey Adesnntyateon

aNetwork Cosfigoration >Access Coatrol

a

Q Add Filter Halp |
a

: Chick the Apply Buttea to spphe all chasges

: Protocel S5H

= Access Control (3 Ensble () Diaable

= 1P Address [152 148,10 30

aj

Subeset Miask Prefin Leagnh 265 756 225 0

2. Enter required items.

Maximum 64 filters can be set.

Remark

When there are proxy settings in Web browser of PC and work station, set IP address considering the proxy set up.
3. Click [Apply] button.

Deletion of Filter

Operations
1. After selecting the filter, click [Remove Filter] button.
->Window of confirmation of deletion is displayed.
2. Atthe time of deletion, click [OK] button.
->Returns to [Access Control] window. The deletion of filter is confirmed on the list. If the deletion is to be cancelled,
click [Cancel] button.
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6.5.2 Set up of SNMP

Simple Network Management Protocol (SNMP) is set up. Configure SNMP with the permission of Administrator.
Set whether to report any operational failure to an external destination, the notification destination.

- Enable SNMP

- Setthe details of SNMP

- Set up transmission destination of SNMP trap

- Setup SNMP v3

Validate SNMP

Operations
1. Click [Network Configuration] - [Network Protocols].
-> [Network Protocols] window is displayed. See “1.5.4 [Network Protocols] window” of PRIMEQUEST 2000 series
Tool Reference (CA92344-0539) for the details of [Network Protocols] window.

FIGURE 6.6 Example of [Network Protocols] Window

Systemn Partition User Administration Maintenance
>Network Configuration >Network Protocols

Network Protocols Help
Click the Apply Button to apply all changes. ~
Web (HT TP/HTTFS)
HTTP @ Enable O Disable
HTTP Port#[80.1024-65535] [sos1 |
HTTPS ® Enable () Disable
HITPS Port#{432,443,1024-65535] [a32 |
TLS1.0/1.1 ® Enable () Disable
Timeout (sec) [0,60-9999] 800 |

Teet
Telet @®Enable O Disable
Telnet Port#[23,1024-65535] 23 |
Timeout (sec) [0,60-9999] 600 |

SSH
SSH @®Enable O Disable
SSH Port#[22, 1024-65535] 2 |
Timeout (sec) [0.60-9999] 600 |

SNMP
SNMP Agent ® Enable O Disable
Agent Port#[161,1024-65535] [161 |
SNMP Trap ®Enable O Disable
Trap Port¥[162,1024-65535] [162 |

v
[eov] A

Enter [SNMP] items.
Click [Apply] button.
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Set up of SNMP details

Operations
1. Click [Network Configuration] - [SNMP Configuration] - [Community].

-> [SNMP Community] window is displayed. For the details on [SNMP Community] window, see “[‘m [SNMP
Community] window” of 1.5.6 [SNMP Configuration] Menu” of PRIMEQUEST 2000 series Tool Reference

(CA92344-0539).

FIGURE 6.7 Example of [SNMP Community] Window

Sovekerm  Powtdeen  Llser Adoesi shom W] i s

=Metwark: Comfisurstion =55 MP Confipation ety

il

=
i3

SNATP Community
Click the Apgile Bamon to apply ol cianges
Svstem [nformation
System Mame | PROVEQUEST
Svstem Locaticn| |
System Contact
Note)Svatem Name can be confipred i Svatem-=5vem Iformation page.
 ommumity
Comumursty U ser P Address MASE m Acpers Arh
{1 | Read Onky
|13 | Fagd Only %
1% | [Read Doy
L - —— i — - (1500 | Resd oy
|1 |/Read onty
1% | [Resd Oy
|1 | Read Onby
|1 2= Raad Caly | »
1% | Resd Omly
11 | Read Only
(15 || Read onty
1% | [Read Cnly
|1 | Read Cnly
[1 | mesa ool
[1% |[Resd Only
1 | Read Cnly

Apply || Concel

2.  Enter the required items.

Maximum 16 Communities can be set. The details regarding the community to be set, IP Address where Access is

permitted, SNMP version, Access authority and authentication are entered.
At the time of deletion, click the items of [Community] and [IP Address].
3. Click [Apply] button.
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Set up transmission destination of SNMP trap

Operations

1. Click [Network Configuration] - [SNMP Configuration] - [Trap].

-> [SNMP Trap] window is displayed. See “[“m [SNMP Trap window] window” of 1.5.6 [SNMP Configuration] Menu”

of PRIMEQUEST 2000 series Tool Reference (CA92344-0539) for the details of [SNMP Trap] window.

FIGURE 6.8 Example of [SNMP Trap] Window

Sviderm  Pammod  Liscr Admseaticon ol il oo

rNetwork Confipiration =SMNMP Cealiguration = Trop
SNAP Trap

Chicks the Apgily Baamon 1o apply ol changss

Trap Destination

Loty Lser T Adkdress

Wersion

Tipe

Priv: passphrase

D:

=

[Apedy | [ Cancel || Test Trap |

2. Enter the transmission destination.

A maximum of 16 Trap destinations can be set up.

The details regarding community or user name, IP address of trap transmission destination, SNMP version, and

authentication level are set up.
3. Click [Apply] button.

When [Test Trap] button is clicked, trap for test for currently set up trap destination can be transmitted.
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Set up SNMP v3
Specific engine ID and specific user is setin SNMP v3.

Remark

When an engine ID or IP address is changed, all the users set for SNMP v3 access should be set again. To enable the

set users, it is necessary to reboot SNMP service once it is stopped. When [Apply] button is clicked for that, SNMP service

gets temporarily stopped.

Operations

1. Click [Network Configuration] - [SNMP Configuration] - [SNMP v3 Configuration].

->[SNMP v3 Configuration] window is displayed. See “[‘ma [SNMP v3 Configuration] window” of 1.5.6 [SNMP
Configuration] Menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539) for the details of [SNMP v3

Configuration] window.

FIGURE 6.9 Example of [SNMP v3 Configuration]

E s Patiion Usar Admssichation M antenance
=Merwark Configuration ~EWNMP Coafigreation =ENMPvE Condfiguration

SNAIP 3 Configuration

Click the Apply Buatton to apply all changes

Logom

[ v | |
User
Tiste M HAoith Auth passplirsse Friv passpliece
Tipe Aueh passplrase (confim) Priv passphrese (confrm)
] MDs
5HA
] bS]
5HA
O kinH
SHA
o 1 s T
SHA
O MD3
EHA
O MDD
HA
] ks
[ SHA
= MD3
| | 5HA
] iint
SHA
™ .
[Beete | [ Cemee

2. Enter SNMP v3 user.
A maximum of 16 users can be registered.
3. Click [Apply] button.
SNMP service is restarted for reflecting the selected user.
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6.5.3 Set up of SSH

Configure SSH for the MMB. You can set it with Administrator privileges.

Operations

1. Click [Network Configuration] - [Network Protocols].
[Network Protocols] window is displayed. For the details of [Network Protocols] window, see “[1.5.4 [Network

Protocols Window] window of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

Systemn Partition User Administration

FIGURE 6.10 Example of [Network Protocols] Window

Maintenance

>Network Configuration >Network Protocols

Network Protocols
5 Click the Apply Button to apply all changes.
(+]
Web (HT TP/HTTFS)
HITP @ Enabke (O Disable
: HITP Port#[80,1024-65535] [s081 |
O HTTPS ® Enable () Disable
HITPS Port#{432,443,1024-65535] [432 |
TLS1.0/1.1 ® Enable O Disable
Timeout (sec) [0,60-9999] [s00 |
Telet
Tehet @ Enable O Disable
Telnet Port#[23,1024-65535] 23 |
Timeout (sec) [0,60-9999] 00 |
SSH
SSH @®Enable O Disable
SSH Port#{22,1024-65535] 2 |
Timeout (sec) [0.60-9999] 600 |
SNMP
SNMP Agent ® Enable O Disable
Agent Port#[161,1024-65535] [161 |
SNMP Trap ®Enable O Disable
Trap Port¥[162,1024-65535] [162 |

2. Setthe [SSH]items.
3. Click the [Apply] button.

]
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6.5.4

HTTPS Settings

The HTTPS of MMB is set. It can be set by using Administrator privileges.

To [Enable] the HTTPS, it is necessary to register a valid SSL certificate. When the valid SSL certificate is not registered
and when it is attempted to [Enable] the HTTPS, error is displayed.

For the valid SSL cetrtificate, specify the “attested certificate” or “self-attested certificate” that is generated on MMB window.
There are cases where HTTPS is already set by our engineers. If the changes are not required, skip the HTTPS settings

and proceed to the next settings.

Operations

6.6

1. Click [Network Configuration] — [Network Protocols].
—[Network Protocols] window is displayed. For details about the [Network Protocols] window, see “1.5.4 [Network
Protocols] window” of the PRIMEQUEST 2000 Series Tool Reference (CA92344-0539).

FIGURE 6.11 Example of [Network Protocols] window

System Partition User Administration Mamntenance
=Network Confiouration >Network Protocols

Network Protocols Help
Click the Apply Button to apply all changes. ~
‘Web (HT TPHTTPS)
o HTTP ® Enable O Disable
: HITP Port4[80,1024-65535] [s081 |
2 HTTPS @® Enabe O Disable
HTTPS Port#{432,443,1024-65535] [432 |
TLS1.01.1 @© Enable O Disabke
Timeout (sec) [0.60-9999] 600 |
Tehet
Tehet @ Enable O Disable
Tehet Port#[23,1024-65535] 23 |
Timeout (sec) [0,60-9999] 600 |
SSH
SSH @ Enable O Disable
SSH Port#[22,1024-65535] 2 |
Timeout (sec) [0,60-9999] 600 |
SNMP
SNMP Agent ® Enable O Disable
Agent Port#[161,1024-65535] [161 |
SNMP Trap ®Enable O Diable
Trap Port#[162,1024-65535] [162 |
v

Set the items related to HTTPS and TLS1.0/1.1 of [HTTP].
Click the [Apply] button.

Schedule operations

For details about the schedule operations, see “9.3 Schedule operations” of the PRIMEQUEST 2000 Series
Administration Manual (CA92344-0537).
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CHAPTER 7 Power ON and OFF of the
partition

7.1 Related to the power ON and OFF of the partition

The power ON and OFF of the partition is described.
- 7.1.1 Power ON of the partition
- 7.1.2 Power OFF of the partition

Further, the power ON and OFF of the partition can be operated by a Partition Operator account with Administrator or
Operator privileges for the partition.
All the screenshots are display examples and the contents displayed by the system configuration are different.

7.1.1 Power ON of the partition

The procedure of power ON of the partition is explained.

Operations
1. Log-into MMB Web-UI.
[MMB Web-UI] window is displayed.
2.  Click [Partition] — [Power Control].
[Power Control] window is displayed. For details about the [Power Control] window, see “1.3.1 [Power Control]
window” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).
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FIGURE 7.1 Example of [Power Control] window

User Administration Network Confimuration Maintenance Logout
>Partition >Power Control ~

[ Power Control
Power Control

Select a Power Control option for one or more partitions, then click the Apply button to take effect.

Force Power Off Delay
#| P#| Partition N P, Status| System Pr P Control
ame| Power ystem Progress| Power ol Boot Seloctor
U Information 0 - |free Standby Power Off (Mot specified) ™ = n =
L1 ASR Control Mo Override v|
L Console Redirection ;
[ Mode 1| - |free Standby Power Off (Mot specified) W F‘nmﬁ

.

3. Select [Power On] for the [Power Control] of the partition number to which power is to be supplied and click the
[Apply] button.

4. The dialog box for confirmation is displayed. Click [OK] button to continue the operation and [Cancel] button to cancel
the operation.

Remark
- The warning is displayed when ‘power is already supplied to the partition’ and when ‘the control specified for
power cut off was failed'.
- After cutting the power of all the partitions, it cannot be supplied for some time.

7.1.2 Power OFF of the partition

The procedure of power OFF of the partition is explained.
In Windows, when the system is to be shut down from MMB Web-UI, SV Agent (ServerView Agent) is necessary.
For the method of setting the SV Agent, see the description of “System shut down” tab of the ServerView Operations
Manager Installation ServerView Agents for Windows.
In case of the below-mentioned status, see “11.2.10 Troubles while partition operations” of PRIMEQUEST 2000 Series
Administration Manual (CA92344-0537) and confirm the contents.
- The MMB Web-UlI displays [Error] for [Status] (information area) because either of the following was executed:
- [Power Off], [Reset] or [Force Power Off] of the partition
- Shutdown from the operating system
- “Read Error” is displayed for Part Number, Serial Number if the status of each component is displayed on the [MMB
Web-UlI] window.
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Operations

1. Loginto MMB Web-UL.
The [MMB Web-UI] window is displayed.

2. Click [Partition] — [Power Control] from the MMB menu.
[Power Control] window is displayed. [#] column is partition number. For details on [Power Control] window, see
[1.3.1 [Power Control] window" of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

FIGURE 7.2 Example of [Power Control] window

User Administration Network Configuration Maintenance Logout
>Partition >Power Control 7

[ Power Control
Power Control

Select a Power Control option for one or more partitions, then click the Apply button to take effect.

Force Power Off Delay

Boot Selector

LI Information 0| - |free Standby Power Off (Mot specified) W | = =

O ASR Control Mo Override v|
e e a et 0 min

1| - |free Standby Power Off (Mot specified) Vv ﬁ

#| P#| Partition Name| Power Status| System Progress| Power Control

-

3. Select [Power Off] for the [Power Control] for the partition number of which power is to be cut off and click the [Apply]
button.

The power supply of the specified partition is cut off.

Remark

If the operating system supports ACPI and [Power Off] is selected, then the power is automatically cut off on shutting
down the operating system. However, even if the operating system supports ACPI, you may be unable to power off
the partition as long as an application that does not support it is running on the operating system. It depends on the
specifications of the operating system and the application. For details, see the manual of the operating system or the
application.

If the operating system is not compatible to ACPI, according to the power cut off operations, the power is cut off
without shutting down the operating system.

Therefore, due to the above-mentioned reasons, shut down the partition in the operating system
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Appendix A List of setting items

See “Appendix A list of setting items” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

A.l Setting items of MMB

See “A.1.Setting items of MMB Web-UI" of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

A.2 Setting items of UEFI

See “A.2.Setting items of UEFI” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

A.3 Setting items of BMC

See “A.3.Setting items of video redirection” of PRIMEQUEST 2000 series Tool Reference (CA92344-
0539).

151 CA92344-0536-14



Appendix B About software

Appendix B About software

For details about the software bundled with the hardware of the PRIMEQUEST 2000 series, see “3.3
Bundled software” of PRIMEQUEST 2000 series General Description (CA92344-0534).
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Appendix C Configuring the SAN boot
environment

For details on developing the SAN boot environment, see PRIMEQUEST 2000 Series SAN Boot
Environment Configuration Manual
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Appendix D Notes on VMware installation

This appendix describes how to install VMware vSphere using the RAID environment configured in
internal HDD/SSD and it also provides notes on installation.
Hereafter, VMware vSphere is mentioned as VMware.

D.1 Building the RAID environment in the VMware internal

disk.

In the PRIMEQUEST 2000 series, RAID 0, RAID1, RAID 1E, RAID 5, RAID 6, RAID 10, RAID 50, RAID
60 are supported in internal HDD/SSD.

For details on building a RAID configuration using internal hard disks, see the SAS RAID controller Guide
below.

- 12Gb/s MegaRAID SAS Software

D.2 Installing VMware Bundled Software

The bundled software is stored in ServerView Suite DVD(Tools) . The files are copied from ServerView
Suite DVD(Tools) and then used.
Further, the bundled software necessary for VMware vSphere are as mentioned below.

TABLE D.1 Installation of the software attached to VMware

Bundled software Installation destination
ServerView ESXi CIM Provider VMware ESXi

D.3 Setting of PCI Bus mode

VMware vShere 5 does not support segment mode. Set “PCI Address mode” menu in MMB Web-UI to

PCI Bus mode.

VMware vShere 6 supports segment mode, but segment mode and vt-d function cannot be used at the

same time for versions earlier than ESXi 6.0.0b.

- If vt-d function is used for versions earlier than ESXi 6.0.0b, set “PCl Address mode” menu in MMB
Web-UI to PCI Bus mode. For the detail of setting PCI Address mode, see “ [Mode] window” of “1.3.9
[Partition#x] menu” of PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

- If segment mode is used for VMware vShere 6, disable vt-d function in EFI menu. For the detail of
setting PCI Address mode, see “ [Mode] window” of “3.4.3 [CPU Configuration] menu” of
PRIMEQUEST 2000 series Tool Reference (CA92344-0539).

154 CA92344-0536-14



Appendix D Notes on VMware installation

D.4 Setting of Address Range Mirror

VMware vSphere 6.5 or later supports Address Range Mirror. Address Range Mirror is configured in
BIOS menu. For the detail of setting, see “3.4.6 [Memory Configuration] menu” of PRIMEQUEST 2000
series Tool Reference (CA92344-0539).
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Appendix E Setting up the NTP Server
(Windows)

This appendix describes how to specify and set of an NTP server for a specific Windows operating
system.

This appendix is not needed for Active Directory member servers.

Active Directory member servers automatically synchronize the system clock with the domain controller.
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E.1 Overview of NTP Client Settings

This appendix describes procedures for settings synchronizing the system clock with an NTP server for
operating systems consisting of the following:

- Windows Server 2016

- Windows Server 2012 R2

- Windows Server 2012

- Windows Server 2008 R2

Remark

In the PRIMEQUEST 2000 series, the system time of a partition is kept in the Home SB. Therefore, if the
Home SB of a partition is replaced during maintenance or switched by the reserved SB function, the
system time of the partition may become incorrect.

In Windows Server 2008 and earlier, time was synchronized at startup, however in Windows Server 2008
R2 and later, time is not synchronized at startup. Please make the following settings so that the time lag
is corrected immediately.

In Windows Server 2016, the standard value has been changed so that time synchronization is performed
at shorter intervals than conventional OS. However, if you change NTP server which the system uses, the
time synchronization interval becomes longer. To shorten the time synchronization interval after changing

the setting, it is necessary to set the time synchronization interval when you change the setting of NTP

server.
Table E.1 Settings for system clock synchronization
Task name Task description

Specifying an NTP Server Specify an NTP server in [Control Panel] - [Date and Time].

Synchronization Interval Setting Set the following registry value with the Registry Editor to set a
synchronization interval of 15 minutes:
HKEY_LOCAL_MACHINE¥SYSTEM¥CurrentControlSet
¥Services¥W32Time¥TimeProviders¥NtpClient
* There is no line feed in the above registry key.
name: SpecialPollinterval
type: REG_DWORD
value: 900 (decimal)

Startup Settings of NTP Service Set the Windows Time service to start automatically in
[Computer Management] - [Services and Applications] -
[Services]

Event Task Settings Register the following in Task Scheduler to synchronize with
the System time when the time can be acquired from an NTP
server:

Log: "System", Source: "Time-Service", ID:37
The "w32tm /resync" command will run.

For detailed procedures, see following chapter:
- E.3 NTP Settings in Windows Server 2012 R2
- E.4 NTP Settings in Windows Server 2008 R2
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E.2 NTP Settings in Windows Server 2016

The procedures in this chapter require Administrator privileges.
All screenshots are showing examples, and the actually displayed contents may vary depending on the

system configuration and other factors.

E.2.1 Specifying an NTP Server

1. Select [Control Panel] - [Set the time and date]. [Date and Time] dialog box appears.

Figure E.1 [Date and Time] window (1)

= Date and Time *

Date and Time  additional Clocks  Internet Time

,-‘/’ P x\ Date:

e "\'-.' Friday, January 27, 2017
= = C]
'fj:_ = X !,-" Time:

\_\, I \.‘9/’ 2:58:41 PM

e
—— ¥ Change date and time...

Time zone

(UTC+089:00) Osaka, Sapporo, Tokyo

Change time zone...

Daylight Saving Time is not observed by this time zone,

Cancel Apply
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2. Click [Change settings] button on [Internet Time] tab.

Figure E.2 [Date and Time] window (2)

- Date and Time *

Date and Time ~ Additional Clocks  Internet Time

This computer is set to automatically synchronize with
‘time.windows.com',

Mext synchronization: 1/27/2017 at 3:09 PM

An error occurred while Windows was synchronizing with
timewindows.com. The peer is unresolved.

I E;Change settings...

oK Cancel Apply

3. Set the following parameters in [Internet Time Settings] dialog box.
- [Synchronize with an Internet time server]: Check the check box.

- [Server]: Enter an NTP server name.

Figure E.3 [Internet Time Settings] dialog box

. Internet Time Settings >

Cenfigure Internet time settings:

Synchronize with an Internet time server

Server: | timewindows.com e Update now

An error occurred while Windows was synchronizing with
time.windows.com. The peer is unresolved.

Cancel

4.  Click [OK] button to close [Internet Time Settings] dialog box.
5.  Click [OK] button to close [Date and Time] dialog box.
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E.2.2 Synchronization Interval and Startup Settings of NTP Service

1. Enter "regedit" in [Search] to start the Registry Editor.

Figure E.4 [Registry Editor] selection window

Best match

]

%} regedit

Run command

BH & 0O U B =™ g

regedit
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2.

Set the following registory value.
HKEY_LOCAL_MACHINE¥SYSTEM¥CurrentControlSet¥Services¥W32Time¥TimeProviders¥NtpClient

Name:

SpecialPollinterval, Type: REG_DWORD, Data : 900 (decimal)

3.
4.

Figure E.5 [Registry Editor] window

B Registry Editor - m} X
File Edit View Favorites Help
VSTXRAID A || Name Type Data
;V"‘;';ﬁ_us 28] (Default) REG 57 tvalue not set)
C”": 34| AllowNonstandardModeCombinations  REG_DWORD 100000001 (1)
P:’: r'ﬂgeters 24| CompatibilityFlags REG_DWORD 0x20000000 (2147423648)
SecureTimel imits i’;'_-ﬂl:mssSiteSyncF\ags REG_DWORD 000000002 (2)
- ab|DlIName REG_EXPAMD_SZ FesystemrootIohsystem32wi2time.dil
Security
TimeProviders i’;'_-ﬂEnabIed REG_DWORD 000000001 (1)
NtpClient I;'Q]EventLogFlag; REG_DWORD (00000001 (1)
MtpServer f;'_-ﬂlnputpruvidar REG_DWORD 000000001 (1)
VMICTimeProvider I;'Q]LargeSampIESkew REG_DWORD 00000003 (3)
Triggerinfo f;'_n']REsoIvePeerBaclcoffMaxTimes REG_DWORD 000000007 (7)
WacomPen 3;'&] ResolvePeerBackoffMinutes REG_DWORD Ox0DDD0DODOF (15)
WalletService E;'_uﬂSigﬂatureAuthAHowed REG_DWORD 000000001 (1)
wanar| [%4|SpecialPoliinterval REG_DWORD Ox00000384 (900,
P {e| S 2 (200
wanarpvh 5}_’]SpecialPoHTimeRemaiﬂing REG_MULTI_SZ
WhioSnvc
weifs
Wemsve
wencsve
wenfs
WdBoot
Wdf01000
WaFilter
WidiServiceHost
WdiSystemHaost
WidNisDry b
€< > < >
Computer\HKEY_LOCAL_MACHINE\SYSTEM\ CurrentControlSet!\Services\W32Time\TimeProviders\NtpClient
Close the Registry Editor.
Open [Start] - [Administrative Tools] - [Services].
Figure E.6 [Services] window
4 Services — O X
File Action View Help
e B Hm > enp
£ Services (Local) Services (Local)
Windows Time Mame - Description Status Startup Type Log On As
& Windows Event Lo This service... Runnin Automatic Local Service
Ston the seni S 9 g
top the service GIRTT " - . . . .
Rectart the service \,.,‘I) !nduws Firewall . Wm.du.ws Fi... Runn!ng Autumat!c Local Serv!ce
£} Windows Font Cache Service  Optimizes p... Running  Automatic Local Service
{;}:Winduws Image Acquisitio... Provides im... Manual Local Service
Description: {;}:Winduws Insider Service wisve Manual Local Syste...
Maintains date and time {;):Winduwslnstal\er Adds, modi... Manual Local Syste...
synchronization on all clients and ¢
servers in the network. If this service  “o: Windows License Manager ...  Provides inf.. Running  Manual (Trig...  Local Service
is stopped, date and time ».“.;}:Wlnduws Management Inst... Providesac.. Running Automatic Local Syste...
syn(hroljlza.t\m.'l will be unavailable. If ».'.;):Wmdows Mobile Hotspot 5. Provides th... Manual (Trig... Local Service
this service is disabled, any services &, Wind Modules Install Enabl M | Local §
that explicitly depend on it will fail to H.): indows Modules Installer nables inst... anual ocal Syste...
start. £} Windows Push Notification... This service... Running  Automatic Local Syste...
Q'):Wmdnws Push Motification... This service ... Manual Local Syste...
Q'):Wmdnws Remote Manage.. WindowsR.. Running Automatic Metwork 5...
: Windows Search Provides co... Disabled Local Syste...

dows Time Maintains Running  Automatic (T... Local Service
; Windows Update Enables the ... Manual (Trig...  Lecal Syste...
\S:);WinH'I'I'P Web Proxy Auto-.. WinHTTPi..  Running  Manual Local Service
\S:);Wired AutoConfig The Wired ... Manual Local Syste..
\S:);WMI Performance Adapter  Provides pe... Manual Local Syste..
\S:);Workstatioﬂ Createsand.. Running  Automatic Metwork 5.
\S:);Xbox Live Auth Manager Provides au.., Manual Local Syste..
Q‘);Xbox Live Game Save This service ... Manual (Trig...  Lecal Syste...
\ Extended AStandard
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5.
6.

7.

8.

Right-click the Windows Time service. Select [Properties] from the context menu.
Set "Automatic (Delayed Start)" in [Startup type] in [Windows Time Properties] dialog box.

Figure E.7 [Windows Time Properties] window

Windows Time Properties (Local Computer)

General logOn Recovery Dependencies

Service name: W32Time

Display name: Windows Time

Description: Mairtains date and time synchronization on all ~
clients and servers in the network. If this service is -

Path to executable:

CAWindows \system 32 \svchost .exe 4 LocalService

Startup type: Automatic (Delayed Start) ~

Service status: Running
Start Stop Pause Resume

You can specify the start parameters that apply when you start the service
from here.

Cancel Aoy
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If the W32Time service is stopped, click [Start] button. If the W32Time service is running, click [Stop]
button to pause in the service, and then click [Start] button.
Clich [OK] button, and then close [Windows Time Properties] dialog box.
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E.2.3 Event Task Settings

1. Open [Start] - [Administrative Tools] - [Task Scheduler].

Figure E.8 [Task Scheduler] window

Task Scheduler
File Action View Help

== HE

Task Scheduler (Local)
> :é Task Scheduler Library

Task Scheduler Summary (Last refreshed: 1/27/2017

| Overview of Task Scheduler .|
I{(T—;\\-\I You can use Task Scheduler to create and manage common tasks that your computer will carry
../ outautomatically at the times you specify. To begin, click a command in the Action menu.
Tasks are stored in folders in the Task Scheduler Library. To view or perform an operation on an
individual task, select the task in the Task Scheduler Library and click on a command in the
Action menu,
v
Task Status |
Status of tasks that have started in the following time period: Last 24 hours ~
Summary: O total - 0 running, 0 succeeded, 0 stopped, 0 failed
Task Mame Run Result  Run Start Run End Triggered By
< >
Active Tasks .
Active tasks are tasks that are currently enabled and have not expired. v

Last refreshed at 1/27/2017 3:23:08 PM

Connect to Another C...
] Create Basic Task...
& Create Task...
Import Task...
Display All Running Ta...
& Enable All Tasks History
AT Service Account Co..,
View »
€4 Refresh

Help
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2. Select [Create Basic Task] at the right of the window. [Create Basic Task Wizard] appears.

3. Enter a chosen task name in [Name] on the [Create a Basic Task] screen, and click the [Next] button.

Example: On the screen below, "ntp-sync” is an arbitrary task name.

Figure E.9 [Create Basic Task Wizard] window (Create a Basic Task)

Create Basic Task Wizard x

@ Create a Basic Task

Create a Basic Task Use this wizard te quickly schedule a common task. For more advanced options or settings
Trigger such as multiple task actions or triggers, use the Create Task command in the Actions pane.
Action Name: ntp-sync

Finish

Description:

Mext = Cancel

4. Select "When a specific event is logged" on [Task Trigger] screen. Click [Next] button.

Figure E.10 [Create Basic Task Wizard] window (Task Trigger)

Create Basic Task Wizard x

@ Task Trigger

Create a Basic Task When do you want the task to start?
-
‘When an Event Is Logged @1
Action ) Weekly
Einesh O Monthly
) Onetime

) When the computer starts
) When llog on
(®) When a specific event is logged

< Back Mext = Cancel
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5. [When an Event Is Logged] screen appears. Set the following parameters.
- [Log]: System, [Source]: Time-Service, [Event ID]: 37

Figure E.11 [Create Basic Task Wizard] window (When an Event Is Logged)

Create Basic Task Wizard *
@I When a Specific Event Is Logged
Create a Basic Task
Trigger Log: Systemn ~

When an Event Is Logged Source: |Time—5er\rice v|
Action Event I |3_"1 |
Finish

< Back Mext = Cancel
6. Click [Next] button.
7. Select "Start a program” on [Action] screen. Click the [Next] button.
Figure E.12 [Create Basic Task Wizard] window (Action)

Create Basic Task Wizard >

@I Action

Create a Basic Task

Trigger What action do you want the task to perform?

When an Event Is Legged
@ Start 3 program
AT O Send an e-mail (deprecated)
() Display a message (deprecated)
< Back Mext = Cancel

165

CA92344-0536-14



Appendix E Setting up the NTP Server (Windows)

8. Set the following parameters on [Start a Program] screen.
- [Program/script]: %SystemRoot%¥w32tm.exe
- [Add arguments] (optional): /resync

Figure E.13 [Create Basic Task Wizard] window (Start a Program)

Create Basic Task Wizard

@ Start a Program

Create a Basic Task

Trigger Program/script:

When an Event |s Logged

|%SystemRoot%\SystemBZ\wBZtm.ace | Browse...

Action

Add arguments cptonaly

Finish Start in (optional):

< Back Mext =

9. Click [Next] button.

10. Check the [Open the Properties dialog for this task when | click Finish] check box on the [Summary]

screen.
Figure E.14 [Create Basic Task Wizard] window (Finish)
Create Basic Task Wizard *
@I Summary
Create a Basic Task
Trigger MName: ntp-sync
When an Event |s Logged Pesenphor
Action
Start a Program
Trigger: |0n an event; On event - Log: Systemn, Source: Microsoft-Windows-Time-Serv|
Action: |Start a program; %:5ystemRoot 6\ System32\w32tm.exe /resync |

Open the Properties dialog for this task when | click Finish
When you click Finish, the new task will be created and added to your Windows schedule.

< Back Cancel

11. Click [Finish] button.
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12. Click [Change User or Group] button in the [Properties] dialog box.

Figure E.15 [Properties] dialog box

(5 ntp-sync Properties (Local Computer) *

General Triggers Actions Conditions Settings History (disabled)

Marne: ntp-sync

Location: %

Author: e Administrator
Description:

Security options

When running the task, use the fellowing user account:
Administrator Change User or Group...
(®) Run only when user is logged on

(O Run whether user is legged on or not

Do not store password. The task will only have access te local computer resources,

[] Run with highest privileges

[] Hidden Configure for: | Windows Vista™, Windows Server™ 2008 ~

13. [Select User or Group] dialog box appears. Set the following parameter.
[Enter the object name to select]: System

Figure E.16 [Select User or Group] window

Select User or Group >

Select this object type:

User, Group, or Builtin security principal | Object Types...

From this location:

! —_— — | Locations...

Enter the object name to select (examples):

SYSTEM Check Names
Advanced... Cancel

14. Click [OK] button.
15. Click [Change User or Group] button in [Properties] dialog box.
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E.3 NTP Settings in Windows Server 2012 R2 and Windows
Server 2012

The procedures in this chapter require Administrator privileges.
All screenshots are showing examples, and the actually displayed contents may vary depending on the

system configuration and other factors.

E.3.1 Specifying an NTP Server

1. Select [Control Panel] - [Set the time and date]. [Date and Time] dialog box appears.

FIGURE E.0.17 [Date and Time] window (1)

Thursday, November 1, 2012

Time:
11:27:46 PM

% Change date and time... |

Time zone

(UTC-08:00) Pacific Time (US & Canada)

I Change time zone...

Daylight Saving Time ends on Sunday, November 4, 2012 at 2:00 AM. The
clock is set to go back 1 hour at that time.

[#] Notify me when the clock changes
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2. Click [Change settings] button on [Internet Time] tab.

FIGURE E.0.18 [Date and Time] window (2)

[ Date and Time | Additional Clocks | Internet Time |

This computer is set to automatically synchronize with
. .

This computer is set to automatically synchronize on a scheduled basis.
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3. Set the following parameters in [Internet Time Settings] dialog box.

- [Synchronize with an Internet time server]: Check the check box.

- [Server]: Enter an NTP server name.

FIGURE E.0.19 [Internet Time Settings] window

Configure Internet time settings:

[¥] Synchronize with an Internet time server

Server; | Temme—

wdatem

This computer is set to automatically synchronize on a scheduled basis.

4. Click [OK] button to close [Internet Time Settings] dialog box.
5. Click [OK] button to close [Date and Time] dialog box.
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E.3.2 Synchronization Interval and Startup Settings of NTP Service

1. Enter "regedit” in [Search] to start the Registry Editor.

FIGURE E.0.20 [Registry Editor] selection window

Search
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2. Open the following key, and set 900 for the SpecialPollinterval value.

HKEY_LOCAL_MACHINE¥SYSTEM¥CurrentControlSet¥Services¥W32Time¥TimeProviders¥NtpClient

"SpecialPollinterval" Type: REG_DWORD, Data: 900 (decimal)

FIGURE E.0.21 [Registry Editor] window

Mame Type

) Default] REG_SZ

8] AllowNonstandardModeC...  REG_DWORD

#5] CompatibilityFlags REG_DWORD

34 CrossSiteSyncFlags REG_DWORD

| DilMarme REG_EXPAMND_SZ

¥4/ Enabled REG_DWORD

4 EventLogFlags REG_DWORD

5l InputProvider REG_DWORD

34 LargeSampleSkew REG_DWORD

| ResolvePeerBackoffMaxTi.. REG_DWORD

-3i WacomPen 79| ResolvePeerBackofMinutes  REG_DWORD

). Wanarp _ 54 RunOnVirtualOnly REG_DWORD

.| Wanarpvé ) SignatureAuthAllowed REG_DWORD

- b WesPluglnSendce =) SpecialPollinterval REG_DWORD

- Wd v || #¥]speciePolTimeRemaning  REG_MULT|SZ tmewindows.com,
| m [>] [I<] " »
Computer’\HKEY_LOCAL_MACHINE\SYSTEM\ CurentControlSetsSenaces\ W32 Tirne' TimeProwdersNep Client

b Trggernfo

3. Close the Registry Editor.
4. Open [Start] - [Administrative Tools] - [Services].

FIGURE F.6 [Services] window

file  Acvon Yiew Help

MName o Description  Status Log On As

& Windews Firewall WindowsF... Running Lacal Sarvice
e Windows Font Cache Ser.. Optienizes ... Running Local Service

S Windows Installer Adids, mod... Locel Systern

24 Windows Licensing Moni... This sendic... Running i Local System

% Windows Management ... Provides i ...  Running Lacal System

4 Windows Modules Installes Enabiles ins... Locel System

4 Windows Remete Manag... Windows ... Aunning MNetwerk Service
L5 Windows Stove Service (..  Provides n.., - Local Service

“ Windews Update Local Systern

2% WinHTTP Web Praey Aut... Local Service

2 Wired AutoConfig Locsl System

5 WM Perfarmance Adspter Lacal Systern

L Woekstation Running MNetwork Sesvice
T Bxtanded ), Standard /

5. Right-click the Windows Time service. Select [Properties] from the context menu.
6. Set "Automatic (Delayed Start)" in [Startup type] in the [Windows Time Properties] dialog box.
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7.
8.

FIGURE E.0.22 [Windows Time Properties] window

General | Log On | Recovery | Dependencies |

Service name:  'W32Time
Display name: Windows Time

Description: aintains date and time synchronization on all
’ and servers in the network_ ¥ this service is

Path to executable:
C:\Windows\system32\svchost exe 4« LocalService

Startup type: Manual

Service status:  Stopped

Bl e [ Peme ][ B

You can specify the start parameters that apply when you star the service
from here.

Start parameters:

If the W32Time service is stopped, click the [Start] button.

If the W32Time service is running, click the [Stop] button to pause in the service, and then click the

[Start] button.
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E.3.3 Event Task Settings

1. Open [Start] - [Administrative Tools] - [Task Scheduler].

FIGURE E.0.23 [Task Scheduler] window

B Acten Yuw Hep
% | B[
(D Tosk Sebedaber el | | Actierm
b 17 Tusk Scheduber Libeary - —— 5
Ty e can e Tak S ard rranage that yzur cormputer sl camy =
o sutsszmatcaly o the trme you eecly. 1o begn chee s command n the Acicn meru. L Connect b Anaes Com..
Tasks 1 shored i fodders i the Tash Schadube Libeary, To shew 0f pafomm on oparathan an s B Croste bmic Tk
indiidual task, sehect the 1k inthve Tagk Svedhder Ly and dick ons commandin the Action | % Creste Tk
e s It Task
m - T Dvsplny 40 Rurring Tasts
5l Enasle Al Tusks History
54005 o tashes that et sEarted i e Fodlow i g tirse periied Lt 34 hwons ¥ AT Sarves Acceur Confi..
5 v Diaead - D ab Sctapped 3 taded Vi »
G fcheh
1 L]
- AunPessk  Ran Stut Pus nd Triggarsd by 0 e
Ative tasis ave tackes that see pumently enaliled and howe not espied.
Sermvevary 3 srtnl
| TeskNanve et P Tine Triggen Location  ~| &
Lt sefresied ot 11/ V202 104304 PU ]E
2. Select [Create Basic Task] at the right of the window. [Create Basic Task Wizard] appears.
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3. Enter a chosen task name in [Name] on the [Create a Basic Task] screen, and click the [Next] button.
Example: On the screen below, "ntp-sync" is an arbitrary task name.

FIGURE E.0.24 [Create Basic Task Wizard] window (Create a Basic Task)

@ Create a Basic Task

BRI s this vizord to quickly schedule a common task. For more advanced options o settings

Trigger
Action
Finish

such as muitiple task actions or triggers, use the Create Task command in the Actions pane.
Mame  |ntp-synd l

Descripti

4. Select "When a specific event is logged" on the [Task Trigger] screen. Click the [Next] button.

FIGURE E.0.25 [Create Basic Task Wizard] window (Task Trigger)

@ Task Trigger

Creste s Basic Tesk

. .

When 2n Event |5 Logged
Acion
Finish

When do you want the task to start?

O Wesldy

O Monthly

) Dnetime

D When the computer starts
) When | log on

& When a specific event is logged
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5. [When a Specific Event Is Logged] screen appears. Set the following parameters.

- Log]: System
- [Source]: Time-Service
- [Event ID]: 37

FIGURE E.0.26 [Create Basic Task Wizard] window (When a Specific Event Is Logged)

E When & Specific Event Is Logged

Create a Basic Task .
Trgger leg: | System

Source: I‘T?!-EVIQ

EventiD: 371

Click the [Next] button.
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6. Select "Start a program” on the [Action] screen. Click the [Next] button.

FIGURE E.0.27 [Create Basic Task Wizard] window (Action)

9] Action

Create 2 Bacic Tack
Trigger
When an Event Is Logged

I © stcapogan

Fisish () Send an e-mail [degrecated]

What action do you wart the task to perfform?

) Display 2 message (deprecated)

7. Set the following parameters on the [Start a Program] screen.
- [Program/script]: %SystemRoot%¥w32tm.exe
- [Add arguments] (optional): /resync

FIGURE E.0.28 [Create Basic Task Wizard] window (Start a Program)

@ Start a Program

Create a Basic Task
Trigger Pragramvscrips

. o By Ko (%SystemRoot siwiztm.exe
Action

Start & Progran Add arguments (optional):

Start in [optionsl):
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8.

9.

Action

Click the [Next] button.
Check the [Open the Properties dialog for this task when | click Finish] check box on the [Summary]
screen.

FIGURE E.0.29 [Create Basic Task Wizard] window (Summary)

@ Summary

Create a Basic Task

Trigger

When an Event s Logged

Starta Program

Trigger: IOn an event On event - Log System, Soume:M:runl!—Wndm-Timc—Sm‘
Action: [Start 2 prograrm; %SystemRootse\ w32tm exe fresync |

] Open the Properties dinlog for this task when | click Finish
When you click Finish, the new tssk will be crested and sdded to your Windows schedule.

| <Back || Fnish || Concal

Click the [Finish] button.

Click the [Change User or Group] button in the [Properties] dialog box.

FIGURE E.0.30 [Properties] dialog box

General | Triggers | Actions | Coniitons | Settings | History |
Name  |ntp-sync
Location:  \

Author: slu-aNETTRaeE A dministrator
Description: |

Security options
When running the task, use the following user account:
iR, Adriistrator  Change User or Group...

® Run only when useris logged cn
() Run whether user is logged on or not

| Do not store password. The task will anly have access to local computer resources,

[ ] Run with highest privileges

[ Hidden Configure for: | Windows Vigta™, Windeows Server™ 2008
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10. [Select User or Group] dialog box appears.
Set the following parameter.
- [Enter the object name to select]: System

FIGURE E.0.31 [Select User or Group] window

Select this object type:

User, Group, or Builtin security principal
From this location:

e —

Enterthe object name to select (xamples):
System|

| Advanced. .

Click [OK] button.

11. Click the [Change User or Group] button in the [Properties] dialog box.
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E.4 NTP Settings in Windows Server 2008 R2

The procedures in this chapter require Administrator privileges.
All screenshots are display examples, and the actually displayed contents vary depending on the system
configuration and other factors.

E.4.1 Specifying an NTP Server

1. Select [Control Panel] - [Set the time and date]. The [Date and Time] dialog box appears.

FIGURE E.0.32 [Date and Time] window (1)

T

Date and Tme | Additional Cledke | Internet Time |
Date:
Tuesdey, July 06, 2010

Time

10:30:58 PM

Time zone

(UTC-08:00] Pacific Time (US & Canada)

Change time zone... I

Daylight Saving Time ends on Sunday, Novernber 07, 2010 at 2:00 AM. The
clockis setto go back L hour at that time,

[V Notfy me when the clock changess
; ; inf : i

How de Iset the clock and time zone?

oK I Cancel I Appy
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2. Click the [Change settings] button on the [Internet Time] tab

FIGURE E.0.33 [Date and Time] window (2)

g Date and Time
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3. Set the following parameters in the [Internet Time Settings] dialog box.
- [Synchronize with an Internet time server]: Check the check box.
- [Server]: Enter an NTP server name.

FIGURE E.0.34 [Internet Time Settings] window

gf Internet Time Settings i

~|  Updatenow

The clock was successfully synchronized with S8 o= on
7/6/2010 ot 10:34 PM.

| oK I Cancel

4. Click the [OK] button to close the [Internet Time Settings] dialog box.
5. Click the [OK] button to close the [Date and Time] dialog box.
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E.4.2 Synchronization Interval and Startup Settings of NTP Service

1. Select [Start] - [Run]. Enter "regedit.exe" in the dialog box, and click the [OK] button.
The Registry Editor appears.

FIGURE E.0.35 [Run] window
CIEEE——_—— x|

= Typethe name of a program, folder, document, or Intemet
—=!  resgurce, and Windows will open it for you,

Open: I regedit.exe :_I
‘._'?lé' This task will be created with administrative privileges.

[ o« | conce Bronse.. |

2. Open the following key, and set 900 for the SpecialPollinterval value.
HKEY_LOCAL_MACHINE¥SYSTEM¥CurrentControlSet¥Services¥W32Time
¥TimeProviders¥NtpClient

"SpetcialPollinterval" Type: REG_DWORD, Data: 900 (decimal)

FIGURE E.0.36 [Registry Editor] window

' Registry Editor ; a_lglil
Eie Edit Yiew Faovorites Heb

-, vomgr Al | name Type | Dats |

H-i4y volnep ab| (Defaif) REG_SZ (value not set)

& . vemraid 23] AlowMorsstandar... REG_DWORD 0»00000001 (1)

B USS %4 Compethiltyflzas  REG DWORD 0%80000000 (2147483548)

B WZime 4 CroseSiteSyrclage  REG_D'WORD 0»00000002 (2)

. g:”:"item ab| Diame REG_EXPAMD_SZ Yesysremroote\system 32 32tme di

Rais 74 Enabled REG_DWORD Ox0000000 1 (1)

e s #4 EventLogFlags REG_DWORD 000000001 (1)

i 5 NieCliet 24| InputProvider REG_DWORD 0»00000001 (1)

L } NeServer | LargeCampleSken  REC_DIVORD 000000003 (3)

L | g waCTIeProvdr jResoldesrBack... REG_DIVORD 0%00000007 (7)

| - Triggerinfo 1 | ®jResolepasrBack... REG_DWORD 0¥0000000f (15)

S WISNC TUEEY oG DwoRrD 0200000384 (300)
LI WaramPen —p'ﬂ ab|SpecaFollTmeRe,.. REG_MULTI 52

ey

[Computer HIEY_LOCAL_MACHINE\SYSTEM\CurrentControlSetisar vices \W3ZTime [Timadrovders NpClient 7

3. Close the Registry Editor.
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4. Open [Start] - [Administrative Tools] - [Services].

FIGURE E.0.37 [Services] window
Qsemces ~ioix

@[ Hoax BE|>anw

Services (Local)
Vindows Time Mare = | Description | Stats | StertupType  |ilogonas | af
4 Windows Firewall Windows Fi.,. Started Automabe Local Service
Stop the service «; Windows Font Cac... Optmizes ... Marual Local Service
Restart the service A, Windows Irstaler Adds, modi. .. Manual Loca System
4 Windows Managem... Providesa ... Siarted Ay tomatc Local System
Descrption: «; Windows Mcdules .., Enablesns... Started Marual Local System
:f:g;fi‘n:i‘{"::gzﬁi:m“ L Windows Femot=M... WindowsR... Started  Automatc (D... MNebworks...
[f this service & stopped, date and time Maintans d i
syncheonization wil be unavaiable, TFthis ., Windows Upcate Enables th,,, Started Automatic (D... Local System
’E_“'l‘é':: d’ﬁ_"ﬂ".‘a&"‘” ﬁ;f::;‘t , VINHTTP Web Prosi.,, WANHTTP L., Marual Local Service
oy y - ", Wired autoConfig The ¥ied .. Manual Locd System
4 WM Performence ... Provides p... Marual Local System
« Workstaban Creates an... Started Automabc Metwork S... ﬂ

\ Extended 4 Standard /

5. Right-click the Windows Time service. Select [Properties] from the context menu.
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6.

Set "Automatic (Delayed Start)" in [Startup Type] in the [Windows Time Properties] dialog box.

FIGURE E.0.38 [Windows Time Properties] window

Windows Time Properties (Local Computer)

Service name:  'W32Time
Display name: Windows Time

Description: Maintains date and time synchronization on all clients o
: anh'mm.rhm?mm.j

Path to executable:
C:\Windows'system32'\svchost exe k LocalService

Startup type:
Help me configure service startup options.

Service status:  Started

Start I Stop J Pauge I Hesume I

You can specify the start parameters that apply when you start the service
from here.

Start parameters I

x|

oK Cance | aopy |

If the W32Time service is stopped, click the [Start] button.

If the W32Time service is running, click the [Stop] button to pause in the service, and then click the

[Start] button.
Click the [OK] button to close the [Windows Time Properties] dialog box.
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E.4.3 Event Task Settings

1. Open [Start] - [Administrative Tools] - [Task Scheduler].

FIGURE E.0.39 [Task Scheduler] window

B Adon v sep
R e 0 sl ?

T
# i Tk Scheduer Librery
-
- = - - " —

Cornect to Another Com,
1 Yeucan use Task Scheduler to eraste and manage = B Create Bocx Task,
_ . common tasks thet your computer wil camy out 5
mﬁ:ﬁ'&mmmnﬂmhmm e T
& commend in the Action menu, Impoart Task...
Taiks 36 stored in folders in the Task Schaduler ) 74 Deplay Ml Rurang Tadks
| bewre Trovims do asdnem se ansokinn an an _.1 Al Taga Hstory
R AT Service Becourt Cord.
Status of tasks thst have startecin th.. [Lazt 23 hours - - ¥
Tl & nefien
Summary: O toted - 0 ruering, 0 succeeded. 0 stopped. 0 failed B

Lot refreshed ot 7/672010 112246 P Refresh |
|

2. Select [Create Basic Task] at the right of the window. [Create Basic Task Wizard] appears.
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3. Enter a chosen task name in [Name] on the [Create a Basic Task] screen, and click the [Next] button.

Example: On the screen below, "ntp-sync” is an arbitrary task name.

FIGURE E.0.40 [Create Basic Task Wizard] window (Create a Basic Task)

EICTrTTTTEESSS——— xi

-f-| Create a Basic Task

Create 2 Basic Task

Trigger
Action
Finish

4. Select "When a specific event is logged" on the [Task Trigger] screen. Click the [Next] button

Use this unzard to quickly schedule a common task. For more advanced ophions or sethings
such 3 multiple task actions or triggers, use the Create Task command in the Actions pane.

Mame In"ﬂ")’“f

Description;

¢ fnck “Hm—>| Cancd I

FIGURE E.0.41 [Create Basic Task Wizard] window (Task Trigger)

Creale Basio Task Wizard

_EI Task Trigger

Create a2 Basic Task

g .

‘When an Event 15 Logged
Action
Finish

‘Wihen do you weant the task to starc?

1 Weskly

' Morthby

 Onetime

™ Whenths computer stars
™ WhenTlog an

& When a specific evert is logged

< Back I Mest > Cance

5. [When a Specific Event Is Logged] screen appears. Set the following parameters.
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- [Log]: System
- [Source]: Time-Service
- [Event ID]: 37

FIGURE E.0.42 [Create Basic Task Wizard] window (When a Specific Event Is Logged)

Click the [Next] button.

6. Select "Start a program” on the [Action] screen. Click the [Next] button.

FIGURE E.0.43 [Create Basic Task Wizard] window (Action)
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7. Set the following parameters on the [Start a Program] screen.
- [Program/script]: %SystemRo0t%¥System32¥w32tm.exe
- [Add arguments] (optional): /resync

FIGURE E.0.44 [Create Basic Task Wizard] window (Start a Program)

Create Basic Task Wirard : _ : _?_(J

1
O Start a Program

Crestea Basic Task
Trigges Programy'senpt

When sn Event | Logged I%S‘.-!mm Root®\System3Z\ w3 2tm. exe Browse..
Action

tart @ Program Add argurnents (oplional): [’ "-FJ'nd
Fiaish Sartin (optionallk

« Back “ Hest > I Cancel _I

Click the [Next] button.

8. Check the [Open the Properties dialog for this task when | click Finish] check box on the [Summary]

screen.

FIGURE E.0.45 [Create Basic Task Wizard] window (Summary)

Create Basic Task Wizard clad e 1’

EE] Summary

Create a Basic Task
Trigger HName: 1""'F"’f"“

When an Brent s Logged
Action

Dlescriptiore

Start s Program

Trigger jl}n an event; On event - Log: Systern, Source: Time-Sepnce. Event [0: 37

Actinm {Star:a program; EsystemRoot 35 System32vwd 2tmueee resynic

¥ Qpen the Properties dialog for this task when I ¢lick Finish
When you chek Finish, the new task will be created end added to your Windows schedule

< Back | Firush I Cancel

Click the [Finish] button.
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9. Click the [Change User or Group] button in the [Properties] dialog box.

FIGURE E.0.46 [Properties] dialog box

© np-sync Properties (Local Compuler)

General | Triggers | Actions| Condtions | Settings | History (disabled) |

Neme: ntp-sync
Location: L
Author WIN-UEAROSENTQ\Administrator

Description:

— Security options
When running the task, use the following user account

WIN-UEAROSEVTQuAdministrator | Change User ox Group.. |

& Run only when useris logged on
" Run whether user is logged on ornot

™ Do rotstere password: Thetasewil only heve accesste loca cormputer resources,

™ Run with highest privileges

I Hidden Configure for I'Mndms Vista™, Windows Server™ 2008

- |

10. [Select User or Group] dialog box appears.
Set the following parameter.
- [Enter the object name to select]: System

FIGURE E.0.47 [Select User or Group] window

Select User or Group

Select this object type:

Ilher. Group. or Built4n security principal Object Types...
From this location:

[WIN-UEAROSI3VTQ Locations... |
Enter the object name to select {examples):

System Check Names

Advanced | 0K

Click the [OK] button.
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Appendix F Starting HIl Configuration
Utility

This appendix describes how to start HIl Configuration Utility.

F.1 Staring HIl Configuration Utility

The procedures in this chapter require Administrator privileges.

1. Select [Device Manager] and press [Enter] key in [Boot Manager] window.

FIGURE F.0.1 [Boot Manager] window
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2. Select RAID Controller and Press [Enter] key in [Device Manager] window.
Then HII Configuration Utility
Remark
If there are multiple identical SAS RAID Controllers in the partition, they are displayed some identical
items in [Device Manager] window. Identify terget SAS RAID Controller by checking position where
each SAS RAID Controller in [Device Manager] window is mounted. For method of identifying
position where SAS RAID Controller is mounted, see F.2 Method of identifying position where SAS
RAID Controller.

FIGURE F.0.2 [Device Manager] window
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F.2 Method of identifying position where SAS RAID

Controller is mounted

This section describes how to identify position where SAS RAID Controller displayed in [Device Manager]

window is mounted.

1. Select [Device Manager] and press [Enter] key in [Boot Manager] window.

FIGURE F.0.3 [Boot Manager] window
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2. Select SAS RAID Controller in [Device Manager].
HIl Configuration Utility [Main Menu] window is displayed.

FIGURE F.0.4 [Device Manager] window

Desv ice Hanager

3. Select [Controller Management] in HII Configuration Utility [Main Menu] window.

FIGURE F.0.5 HIl Configuration Utility [Main Menu] window

Hain Henu

Mare (0/d)
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4. Check the Slot Numbers in HII Configuration Utility [Controller management] window.
Slot Numbers is displayed at the row of PCI Slot Numbers in HIl Configuration Utility [Controller
management] window.
In example of FIGURE F.0.6 HIl Configuration Utility [Controller Management] , Slot Numbers is 49.

- In Case that Slot Numbers is not zero.
The position where SAS RAID Controller is mounted can identify using by Slot Numbers. For the
correspondence between PCI slot mounting locations and Slot Numbers, see Appendix D.2
correspondence between PCI slot mounting locations and Slot Numbers in PRIMEQUEST 2000
series Administration Manual (CA92344-053).

- In Case that Slot Numbers is zero.
This shows that SAS RAID Controller is mounted on SB. If there is only one SB in the partition, the
SAS RAID Controller is mounted on the SB. There is additional procedure if there are two SBs or
more in the partition. For the additional procedure, see F.3 Method of identifying SB where SAS
RAID Controller is mounted.

In example of FIGURE F.0.6 HIl Configuration Utility [Controller Management] , Slot Numbers of the
SAS RAID Controller is 49 and the SAS RAID Controller is mounted to PCI Express Slot#1 on DU#1.

FIGURE F.0.6 HII Configuration Utility [Controller Management] window

Lontrol ler Hanagesent
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F.3 Method of identifying SB where SAS RAID Controller is

mounted

This section describes how to identify SB where SAS RAID Controller displayed in [Device Manager]
window is mounted.

The SB where SAS RAID Controller is mounted can be identified by procedure below.
Turn on Alarm LED of HDD/SSD connected to the SAS RAID Controller.

Search the SB with HDD/SSD blinked Alarm LED in chassis.

It is the SB that the SAS RAID Controller is mounted.

1. Select [Device Manager] and press [Enter] key in [Boot Manager] window.

FIGURE F.0.7 [Boot Manager] window
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2. Select SAS RAID Controller in [Device Manager] window.
HIl Configuration Utility [Mein Menu] window is displayed.

FIGURE F.0.8 [Device Manager] window

[ev ice Ranager

3. Select [Device Management] in HII Configuration Utility [Main Menu] window.

FIGURE F.0.9 HIl Configuration Utility [Main Menu] window

Main Bem
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4. Select one HDD/SSD connected to the SAS RAID Controller.

FIGURE F.0.10 HII Configuration Utility [Device management] window

Urive Ranagesent

5. Select [Start Locate] in [Select operation] window.

FIGURE F.0.11 HII Configuration Utility [Select operation] window

Urive Fort O 1:01:00: 3A%. 18%E. Onlime. (51280

dtart Locate
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6. Select [GO].

FIGURE F.0.12 HII Configuration Utility [Device Management] window

Urive Fort B 1200 SRS 1EhGE. Unlime. (G1AHD

7. Select [OK].

FIGURE F.0.13 HII Configuration Utility [Success] window
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8. Search the SB with HDD/SSD blinked Alarm LED in chassis.
Alarm LED of HDD/SSD is orange LED located in HDD/SSD's upper right. The SAS RAID Controller
mounted on the SB is SAS RAID Controller selected in [Device Manager] window.

FIGURE F.0.14 HIl Configuration Utility [Main Menu] window
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9. Turn off Alarm LED of HDD/SSD.
Select [Stop Locate] in [Select operation] window.

FIGURE F.0.15 HII Configuration Utility [Select operation] window

Urive Port 0 161 SRS 1ohhE. Unlime, GLEH

atop Locate

10. Select [Go]. Then, select [OK] in displayed window.

FIGURE F.0.16 HIl Configuration Utility [Device management] window

brive Port 0 foih] el SRS, 1HGGH. Unline. (S12H)
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11. Check Alarm LED of HDD/SSD has been turned off.
Then, press escape key several times until following window is displayed.
Press Y key or N key. Press N key when you execute only blinking and turning off Alarm LED.

FIGURE F.0.17 HIl Configuration Utility [Main Menu] window

Hain Heno

12. [Device Manager] window is displayed.

FIGURE F.0.18 [Device Manager] window

llewice Ranager
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Appendix G Starting Web BIOS

This appendix describes how to start Web BIOS.

1. Select [Force boot into EFI Boot Manager] from [Boot Selector] in [Power Control] window of MMB
Web-UI.
Partition is powered on and Boot Manager front page appears.

FIGURE G.1 Boot Manager front page (1)

2. Select [Boot Manager] and press [Enter] key. [Boot Manager] window appears.

FIGURE G.2 Boot Manager front page (2)
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3. Select [EFI Internal Shell] and press [Enter] key. UEFI Shell starts up.

FIGURE G.3 Boot Manager menu

Boot Manager

Boot Option Henu
Legacy CD ROM

Device Path :

Fu (9CABBEF2-BF13-4DEB-
AA3C-3EASEFFT6ABS) /FuF
ile (C57TADGBT-0515-40A8
-9D21-551652854E37)

Fujitsu Uirtual CDROMO 1.00
Fujitsu Uirtual CDROH1 1.00
EFI: Fujitsu Uirtual CDROMO 1.00
EFI: Fujitsu Uirtual CDROM1 1.00
EFI Device 2
EFI Device 3
EFI Device 4
EFI Device 5

EFI SCSI Device
EFI SCSI Device 1

EFI Internal Shell

Ti=Move Highlight {Enter>=Select Entry

4. Input below command on UEFI Shell.

Shell> drivers

5. Driver list appears.

FIGURE G.4 Driver list

shell version 2.31 [0.38]
Current rumning mode 1.1.2
Device mapping table

(null)
i .0

0) AUnit (0x4)

) /Unit (0

Pre

Shell> drivers_ -

For details on UEFI operation, see “PRIMEQUEST 2000 series User Interface Operating Instructions”
(CA92344-0538) and “PRIMEQUEST 2000 series Tool Reference” (CA92344-0539).
Note

If driver list does not fall within window, input ‘drivers —b’. Driver list is shown by a page.
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6. Check the number of UEFI driver and the number of LSI EFI SAS Driver.

In below example, the number of UEFI driver is ‘126'.

FIGURE G.5 drivers command of UEFI Shell
Shell> drivers
T D
YCI
PFn
UERSION E G G #D HC DRIVER NAME

IHAGE NAHE

Jatchde [
niPort

it Driver
it Driver

7. Execute dh command and check the controller number of ‘LSI MegaRaid SAS Control’
Shell> dh —d 126

In below example, the controller number is ‘125'.

FIGURE G.6 dh command of UEFI Shell

Shell> dh -d 126
126: Image(0ffs set )
i mtName2 Configura

51 : LSI MegaRAID SAS 9286CU-Be
200 : Logical Chawnel
Child[221] : Physical Chamel
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8. Execute the drvcfg —s XX YY command.
Specify the following for [XX] and [YY].
- XX: UEFI driver number confirmed in step 2
- YY: Controller number confirmed in step 3
Shell> drvcfg —s 126 125

9. The window where you select either EFI WebBIOS menu or EFI CLI menu appears. Select [1 for EFI
WebBIOS].

FIGURE G.7 selection of EFI WebBIOS / EFI CLI

1 for EFI Ueb
for EFI CLI

or any other key to return : _

10. WebBIOS starts up.
The figure below is example of window of WebBIOS.

FIGURE G.8 [Adapter Selection] window of WebBIOS

1 S Adapter Selection |
55,4

|
'z
t
!
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Appendix H Allocation Order of PCI Bus
Number

Allocation rule is that PCI Bus number is allocated from a PCI Express Port of CPU toward an end device
in order of increasing device number. This is a standard implementation of PCI Bus.

Bus number is allocated in order of IOU#1 -> IOU#0 -> IOU#3 -> IOU#2.

When setting PCI address mode in “PCl Bus mode” and adding IOU to system which has started
operation, we recommend adding IOU to low-priority slot so that it does not affect Bus number of the IOU
which has been already allocated.

Allocation rule of PCI Bus number when IOU_1GbE is installed in partition
Allocation rule of PCI Bus number when IOU_1GbE is installed in partition is as follows. Numbers within
[ ] show allocation priority of PCI Bus number.

I0U#1 (I0U_1GbE#1)

[1] RAID Slot#1 in DU#0 (RAID Slot of side connecting with IOU_1GbE#1)
[2] GbE -> PCle Slot#0 -> PCle Slot#1 -> PCle Slot#3 in IOU_1GbE#1

[3] PCle Slots in PCI_Box connecting with PCI Slot#3 in IOU_1GbE#1 (*1)
[4] PCle Slot#2 in IOU_1GbE#1

[5] PCle Slots in PCI_Box connecting with PCI Slot#2 in IOU_1GbE#1 (*1)
I0U#0 (IOU_1GbE#0)

[6] RAID Slot#0 in DU#0 (RAID Slot of side connecting with IOU_1GbE#0)
[7] GbE -> PCle Slot#0 -> PCle Slot#1 -> PCle Slot#3 in IOU_1GbE#0

[8] PCle Slots in PCI_Box connecting with PCI Slot#3 in IOU_1GbE#0 (*1)
[9] PCle Slot#2 in IOU_1GbE#0

[10] PCle Slots in PCI_Box connecting with PCI Slot#2 in IOU_1GbE#O0 (*1)
I0U#3 (IOU_1GbE#3)

[11] RAID Slot#1 in DU#1 (RAID Slot of side connecting with I0U_1GbE#3)
[12] GbE -> PCle Slot#0 -> PCle Slot#1 -> PCle Slot#3 in IOU_1GbE#3
[13] PCle Slots in PCI_Box connecting with PCI Slot#3 in IOU_1GbE#3 (*1)
[14] PCle Slot#2 in IOU_1GbE#3

[15] PCle Slots in PCI_Box connecting with PCI Slot#2 in IOU_1GbE#3 (*1)
I0U#2 (I0U_1GbE#2)

[16] RAID Slot#0 in DU#1 (RAID Slot of side connecting with I0U_1GbE#2)
[17] GbE -> PCle Slot#0 -> PCle Slot#1 -> PCle Slot#3 in IOU_1GbE#2
[18] PCle Slots in PCI_Box connecting with PCI Slot#3 in IOU_1GbE#2
[19] PCle Slot#2 in IOU_1GbE#2

[20] PCle Slots in PCI_Box connecting with PCI Slot#2 in IOU_1GbE#2 (*1)
(*1) Allocation order of PCI Express slots in PCI_Box is as follows.

PCle Slot#2 -> PCle Slot#4 -> PCle Slot#3 -> PCle Slot#1 -> PCle Slot#0 -> PCle Slot#5
-> PCle Slot#8 -> PCle Slot#10 -> PCle Slot#9 -> PCle Slot#7 -> PCle Slot#6 -> PCle Slot#11
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Allocation rule of PCI Bus number when IOU_10GbE is installed in partition
Allocation rule of PCI Bus number when IOU_10GbE is installed in partition is as follows. Numbers within
[ ] show allocation priority of PCI Bus number.

I0U#1 (I0U_10GbE#1)

[1] PCle Slot#0 -> PCle Slot#2 in IOU_10GBE#1

[2] PCle slots in PCI_Box connecting with PCle Slot#2 in IOU_10GbE#1 (*2)
[3] GbE in IOU_10GbE#1

[4] RAID Slot#1 in DU#0 (a side connecting with IOU_10GbE#1)

[5] PCle Slot#1 in IOU_10GbE#1

I0U#0 (I0U_10GbE#0)

[6] PCle Slot#0 -> PCle Slot#2 in IOU_10GbE#0

[7] PCle Slots in PCI_Box connecting with PCle Slot#2 in IOU_10GbE#0 (*2)
[8] GbE in IOU_10GBE#0

[9] RAID Slot#0 in DU#0 (a side connecting with IOU_10GbE#0)

[10] PCle Slot#1 in IOU_10GBE#0

I0U#3 (I0U_10GbE#3)

[11] PCle Slot#0 -> PCle Slot#2 in IOU_10GBE#3

[12] PCI Slots in PCI_Box connecting with PCle Slot#2 in IOU_10GbE#3 (*2)
[13] GbE in IOU_10GBE#3

[14] RAID Slot#1 in DU#1 (a side connecting with IOU_10GBE#3)

[15] PCle Slot#1 in IOU_10GBE#3

I0U#2 (I0U_10GbE#2)

[16] PCle Slot#0 -> PCle Slot#2 in IOU_10GBE#2

[17] PCle Slots in PCI_Box connecting with PCle Slot#2 in IOU_10GbE#2 (*2)
[18] GbE in IOU_10GBE#2

[19] DU#1 @ RAID Slot#0 (a side connecting with IOU_10GBE#2)

[20] PCle Slot#1 in IOU_10GBE#2

(*2) Allocation order of PCI Express slot is same in case of IOU_1GbE.

Example

Example when IOU_1GbE and IOU_10GbE are mixed and installed in partition is shown. When
IOU_10GbE#1 and IOUGbE#2 are included in partition, allocation order is as follows.
I0U#1 (I0U_10GbE#1)

[1] PCle Slot#0 -> PCle Slot#2 in IOU_10GbE#1

[2] PCle Slot in PCI_Box connecting with PCle Slot#2 in IOU_10GbE#1(*1)

[3] GbE in IOU_10GbE#1

[4] RAID Slot#1 in DU#0 (a side connecting with IOU_10GbE#1)

[5] PCle Slot#1 in IOU_10GbE#1

I0U#2 (IOU_1GbE#2)

[6] RAID Slot#0 in DU#1 (RAID Slot of a side connecting with IOU_1GbE #2)

[7] GbE -> PCle Slot#0 -> PCle Slot#1-> PCle Slot#3 in IOU_1GbE#2

[8] PCle Slot in PCI_Box connecting with PCle Slot#3 in IOU_1GbE#2 (*1)

[9] PCle Slot#2 in IOU_1GbE#2
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Appendix H Allocation Order of PCI Bus Number

[10] PCle Slotin PCI_Box connecting PCle Slot#2 in IOU_1GbE#2 (*1)

(*1) Allocation order of PCI Express slot in PCI_Box is as follows.

PCle Slot#2 -> PCle Slot#4 ->PCle Slot#3 -> PCle Slot#1 -> PCle Slot#0 -> PCle Slot#5

-> PCle Slot#8 -> PCle Slot#10 ->PCle Slot#9 -> PCle Slot#7 -> PCle Slot#6 -> PCle Slot#11
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